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NOTICE

Although reasonable efforts have been made to ensure the accuracy of the information contained
herein, this publication could include technical inaccuracies or typographical errors. IBM
Corporation expressly disclaims liability for any error in thisinformation, and for damages,
whether direct, indirect, special, exemplary, consequential or otherwise, that may result from such
error, including but not limited to loss of profits resulting from the use or misuse of the manual or
information contained therein (even if IBM Corporation has been advised of the possibility of such
damages). Any questions or comments regarding this document or its contents should be addressed
to:

Mylex, an IBM Company
5400 Airport Boulevard, Suite 100
Boulder, Colorado 80301-2340

The following paragraph does not apply to the United Kingdom or any country where such
provisions are inconsistent with local law:

IBM CORPORATION PROVIDES THIS PUBLICATION “AS1S” WITHOUT WARRANTY OF
ANY KIND, EITHER EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE
IMPLIED WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR
PURPOSE.

Some states do not allow disclaimer of express or implied warranties or the limitation or exclusion
of liability for indirect, special, exemplary, incidental or consequential damagesin certain
transactions; therefore, this statement may not apply to you. Also, you may have other rightswhich
vary from jurisdiction to jurisdiction.

Information in this publication is subject to change without notice and does not represent a
commitment on the part of IBM Corporation. Changes may be made periodically to theinformation
herein; these changes will be incorporated in new editions of the publication. IBM Corporation
reserves the right to make improvements and/or changes at any time in the product(s) and/or
program(s) described in this publication.

Itis possible that this publication may contain reference to, or information about, IBM Corporation
products (machines and programs), programming or services that are not announced in your
country. Such references or information must not be construed to mean that IBM Corporation
intends to announce, provide, or make available such Mylex products, programming, or servicesin
your jurisdiction.

Requests for technical information about Mylex products should be made to your Mylex authorized
reseller or Mylex representative.

IBM and Mylex are registered trademarks of International Business Machines Corporation.

Other names that are trademarks may be used herein for the purpose of identifying the products or
services of their respective owners.

Unless otherwise noted data used in the examples in this manual are fictitious.
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ABOUT THIS MANUAL

The Embedded Configuration Utility User’s Guide provides operational instructions and reference
information for using the disk array configuration utility. The disk array configuration utility is
embedded in the firmware that provides the operation instruction for aMylex controller in adisk
array system. This user’'s guide is designed for the experienced system administrator or computer
technician who isfamiliar with the principles and conventions of Small Computer System Interface
(SCSl), Fibre Channel Interface, and Redundant Array of Independent Disks (RAID) technology.

This user’s guide supports the following Mylex controllers:

*  FF—Fibre Channel to Fibre Channel RAID Controller
*  FFx—Fibre Channdl to Fibre Channel RAID Controllers
¢ FF2—Fibre Channel to Fibre Channel RAID Controller

This user’s guide supports firmware versions 7.7 and greater.

Beginning with firmware version 7.0, the LCD interface is no longer supported. The LCD isa
status-only display. Keypad support provided in previous firmware releases is no longer functional.

This user's guide consists of the following chapters:

Chapter 1, “Introduction and Quick Start,” provides an overview of the embedded
configuration utility interface navigation and associated menus. This chapter also contains
brief roadmaps of commonly used procedures and troubleshooting guides.

Chapter 2, “Setting Up a New Configuration,” provides an overview of configuration
capabilities and limitations. This chapter provides step-by-step instructions for creating,
saving, and initializing a configuration.

Chapter 3, “Array Management and Configuration Editing” provides an overview of the
administration and management features availabl e through the embedded configuration utility.
This chapter provides step-by-step instructions for managing the array configuration, making
changes to the configuration, and monitoring the array status.

Appendix A, “Messages and Error Codes,” lists and defines error messages and error codes
that can be displayed when running the embedded configuration utility.

Appendix B, “Controller, Logical Device, and Physical Device Parameters,” provides detailed
descriptions of the controller, logical device and physical device parameters.

Appendix C, “Configuring for VT100 Terminal-Emulation Mode,” explains how to connect a
VT100 compatible terminal or PC operating in an equivalent terminal-emulation mode to run
the embedded configuration utility.

Appendix D, “Glossary,” lists and defines terms used in this guide.
RELATED DOCUMENTATION

The following documents are avail able from Mylex and provide additional information.
Global Array Manager Installation Guide and User Manual, PN 771961

OEM System Reference Manual, PN 771992

Firmware/Software Interface Reference Manual, PN 775067

Encyclopedia of Controller Fundamentals and Features, PN 775041
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CONVENTIONS

Throughout this manual, the following conventions are used to describe user action with the
embedded configuration utility.

For entering key strokes:

<Ctrl> Pressthe key indicated using the keyboard.
Enter Pressthe key labeled Enter.

Esc Press the key labeled Esc or ESC.

The following indicate additional useful information or of situations where special careis required:

NoTe: Text marked as aNote indicates parenthetical information that may
be helpful.

ATTENTION:  Text marked as Attention indicates the possibility of damageto a
program, device, system, or data.
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Overview

CHAPTER 1
Introduction and Navigation

After the hardware for adisk array has been set up, the array must be configured before it can be
used for data storage. Also, when the disk array is operating, it must be managed to ensure it is
running correctly and dataintegrity is being maintained. A disk array can be configured and
managed through one of the following:

«  Embedded configuration utility, running as part of the firmware that oversees the operation of a
Mylex controller in adisk array system.

e Global Array Manager (GAM) software running on a PC. (Refer to the Global Array Manager
Client Software Installation Guide and User Manual, PN 771961.)

This user’s guide provides operational instructions and reference information for using the
embedded configuration utility. Several methods can be employed to access the embedded
configuration utility. These methods include serial access across an RS-232 interface and in-band
access across a Fibre Channel interface. VT100 terminal-emulation is frequently used for seria
access. (Refer to Appendix C, "Configuring for VT100 Terminal-Emulation Mode," for information
on how to set up VT100 terminal emulation.)

This chapter provides a user with step-by-step instructions for accessing and navigating the
embedded configuration utility. At the end of the chapter are a commonly used procedures and an
outline of the steps necessary to perform each.

LCD Front Panel Support

Beginning with firmware version 7.0, LCD Front Panel functionality is limited to status-only
display. The keypad support provided in previous firmware releases is no longer functional. The
status messages are similar to those displayed on the embedded configuration utility menus.
(Appendix A, "Messages and Error Codes," provides alist of status messages and message
definitions.)

Part Number 775107-00, Rev. B IBM Confidential 11
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Using the Embedded Configuration Utility

NoTE: Although the embedded configuration utility provides safety
prompts that alert you when you are about to take an action that can
affect data or drive status, thisinterface is meant to be used only by
persons with appropriate training and responsibility for the system.
This book iswritten for an audience that possesses aworking
knowledge of SCSI, Fibre Channel, serial communications, and
RAID technologies.

Making changes to an existing configuration requires caution and planning — the embedded
configuration utility cannot prevent the user from reconfiguring and initializing disk areas where
datareside. For best results, have on hand awritten plan that identifies the system resources and the
logical drive configuration you intend to create or modify.

Use the embedded configuration utility to:

«  Configure, save, and initialize arrays
e Administer, manage, and monitor arrays

Configure, Save, and Initialize Arrays

The primary purpose of the embedded configuration utility isto create logical devices, addressable
by the operating system, from an array of physical disk drives. The Mylex controller serves asthe
interface between the operating system and the logical devices.

Using the embedded configuration utility, you can define the size of logical devices, assign RAID
levels, and define customized LUN (L ogical Unit Number) mapping schemes. Controller Parameters
enable you to change settings as heeded for your configuration.

After you create the logical devices, you save the configuration to the physical disk drives on the
array. The saving process writes configuration information to each physical disk drive and controller
in the configuration. Thisis called configuration on disk (COD). The configuration information is
retrieved from the physical disk drivesif you replace a controller.

Initializing the new configuration clearsall data currently on the devices and synchronizes the parity
and mirror information, making the logical devices readable. Failureto initialize logical devices
resultsin a parity error.

The embedded configuration utility does not provide for automatic configuration. The user is
responsible for determining all configuration parameters for newly created arrays.

Administer, Manage, and Monitor Arrays

After configuring and initializing an array, continue to use the embedded configuration utility to
manage the array when system or hardware malfunctions occur that can put stored data at risk. The
embedded configuration utility provides the tools to change device states, and to rebuild
(reconstruct) data on a replacement drive. If you experience a power loss resulting in possible data
corruption, use the embedded configuration utility after power restoration to perform a consistency
check. The consistency check can locate and correct, if necessary, any data errors on the drives.

The embedded configuration utility displays error or status messages showing the current status of
thelogical devices, physical drives, and controllers.

1-2
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Again, theembedded configuration utility does not provide for automatic operation of many of these
features. The user is responsible for determining the parameters for managing and changing arrays.

Commonly Used Keys and Command Options
The embedded configuration utility uses the following keys and command options for several
procedures:
* Esc—Enablesthe user to go back to a previous menu or exit the current procedure.
* Enter — Runsthe selected functions.

*  Number and Letter Keys— Used to enter avalue or to select an option as prompted on the
menu.

Navigating the Embedded Configuration Utility Screens

Starting the User Interface

After the controller is powered on, the STARTUP COVPLETE message is shown on the terminal or
the LCD. Theterminal monitor shows the status messagesin the line below the MESSAGE: prompt.

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

[EE
STARTUF COMPLETE

Startup Complete Screen
Any status message shown in this line remains on the menu until one of the following occurs:

«  Controller operations generate a new status message in its place.

e Youissue aBreak command to start the Main Menu screen. (The command to start the Main
Menu depends on the tool you use to access the embedded configuration utility. For example,
when using aV T100 terminal emulator, type <@> (the ASCI| equivalent is 0x40 or <Shift+2>
on keyboards configured for North America).

*  You press Esc, causing the controller to exit the utility.

Start the embedded configuration utility by issuing the Break command. The embedded
configuration utility shows the following screen (Main Menu screen).

Part Number 775107-00, Rev. B IBM Confidential 1-3
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

#. ConFigure, Check Beiwe States
I. %AH Happing

2. InFormatien snd Farameters

. Srart oF SDop Lidy Ogs

B, Controller sed Bext Operationz
E. Change Serial Pert Boage

Enter apblon, <Escd Feer prewlous mend

Main Menu Screen

Respond to the prompts to select the desired menu.

Typing the number associated with amenu item in the OPTIONS: list (such as 1) causes the number
to appear next to the ENTER PARAMETER: prompt.

Pressing Enter activates the selected function.

When amenu item is selected, its number appears next to the OPTIONS: prompt to verify its
selection.

Pressing the Esc key enables you to go back to a previous menu at nearly any point in the menus.
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Menu Screen Structure

Table 1-1 provides a quick-reference guide to the embedded configuration utility menu screen

OEM Reference Manual

structure. This table also provides reference pages for locating the description of each menu item.

Table 1-1. Controller Menu Screen Locator

Main Menu Selection

Submenu Title

“Configure, Check Drive States”
on page 2-7

“View Current Configuration” on page 3-2

“Create New Disk Packs” on page 2-10

“Clear Configuration” on page 2-8

“Show Drives, Change Drive State” on page 3-9

“Search for Physical Devices” on page 3-15

“Add Logical Drive to Existing Physical Device Packs” on page

3-15

“SANmapping™” on page 2-23

“Controller Parameters” on page
2-1

“Get Controller Information” on page 3-21

“Get Logical Device Information” on page 3-25

“Get Physical Device Information” on page 3-27

“Get and Set Controller Parameters” on page 2-4

“Get and Set Logical Device Parameters” on page 3-31

“Get and Set Physical Device Parameters” on page 3-34

“Get Physical Device Statistics” on page 3-38

“Start or Stop Long Ops” on page
3-41

“Start Foreground Initialization” on page 2-34

“Stop Foreground Initialization” on page 2-36

“Start Consistency Check” on page 3-41

“Stop Consistency Check” on page 3-43

“Start Consistency Check with Restore” on page 3-43

“Stop Consistency Check with Restore” on page 3-45

“Start Rebuild” on page 3-46

“Stop Rebuild” on page 3-49

“Controller and Host Operations”
on page 3-54

“Get Dual Controller Status” on page 3-54

“Kill Partner” on page 3-58

“Relinquish Controller” on page 3-60

“Reset Controller or Channel” on page 3-62

“Get/Modify Host WWN Table” on page 3-64

“Change Serial Port Usage” on
page 3-68

(Use this menu selection to exit the embedded configuration

utility and return to the debug menu.)

Commonly Used Procedures and Troubleshooting Guide

This section provides roadmaps for some of the most commonly used procedures and emergency
situations. Use these roadmaps to make sure you cover required steps when using the embedded
configuration utility to configure anew array, replace afailed disk drive, or replace afailed

controller.

Part Number 775107-00, Rev. B
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Creating a New Configuration

Use this procedure when you want to set up a new system or clear an existing configuration and
replace it with a different configuration.

Step Action Description Where to find instructions

No.

1. Check and change | Make any required changes to “Get and Set Controller
any parameters, if | controller parameter settings. Parameters” on page 2-4.
necessary. Controller reset will be required for

some parameter changes. Refer to
Table 2-1 on page 2-2 for a
description of parameters and
resetting requirements.

2. Clear the Clear any existing configurations “Clear Configuration” on
configuration. before creating a new configuration. | page 2-8.

(This step may not be necessary.)

3. Create the Manually configure physical devices | “Create New Disk Packs”
configuration. into an array. on page 2-10.

4. Alter the logical Make any changes to logical device | “SANmapping™” on
device accessibility through page 2-23.
accessibility. SANmapping™.

5. Initialize the logical | Initialize the newly created logical “Start Foreground

devices.

devices.

Initialization” on page
2-34.

Adding New Disk Drives to Your Controller

Use this procedure to expand your array’s storage capacity by adding disk drives.

Step
No.

Action

Description

Where to find instructions

1.

Install the new disk
drive(s).

Follow the hardware instructions to
install the new disk drives.

(For most reliable operation, use
only vendor approved drives.)

Disk drive installation
guide.

OPTIONAL
Supply power to
drive enclosure.

Power must be supplied to the
enclosure if installing a new
enclosure with drives.

Your enclosure guide.

Show the drive(s).

Verify that the controller recognizes
the new drive(s).

“Show Drives, Change
Drive State” on page 3-9.

OPTIONAL
Reset the
controller(s).

A controller reset is required if the
new drive(s) are not recognized by
the controller. This step is
dependent on the enclosure.

“Reset Controller or
Channel” on page 3-62.

Show the drive(s).

Verify that the controller recognizes
the new drive(s).

“Show Drives, Change
Drive State” on page 3-9.

Create a new
array.

Create a new configuration using the
additional drives now available.

“Creating a New
Configuration” on page
1-6.

IBM Confidential
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Replacing a Failed Simplex Controller
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Replacing a controller in asimplex (single controller) system is relatively easy. The replacement
controller obtains the configuration information from the COD from the existing disk drives. This
procedure may require a controller reset during the COD update process.

Step Action Description Where to find instructions

No.

1. Power off the If possible, leave power to the disk Your controller
controller. drives; otherwise, power off the installation guide or your

entire enclosure. enclosure guide.

2. Remove the failed | Follow the hardware instructions to Your controller
controller. remove the failed controller. installation guide and/or

your enclosure guide.

3. Insert the Follow the hardware instructions to Your controller
replacement insert the replacement controller. installation guide and/or
controller. your enclosure guide.

4. Power on the The controller accepts the Your controller

controller, and/or
enclosure if
powered off in
step 1.

configuration from the disk drives.

installation guide and/or
your enclosure guide.

Replacing a Failed Dual-Active Controller

The LCD front panel, LEDs, or other on-line monitoring tools indicate when a controller hasfailed.
When you replace a controller it recovers its configuration from the surviving controller. This
procedure can be performed with power supplied to the controllers or power turned off.

NOTE:

respect to memory and firmware version and type.

Both controllersin adual-active configuration must beidentical with

Thefollowing controller parameters affect the amount of user intervention necessary when replacing
failed controllers:

* Auto Failback
* Node Name Retention

Step
No.

Action

Description

Where to find instructions

1.

Identify the failed
controller.

The enclosure indicator lights show
which controller has failed. The
embedded configuration utility
message line also provides a partner
controller status message.

(The surviving controller displays a
“Partner Failed” message. The failed
controller displays no message and
the VT100 user interface is
unresponsive.)

Your enclosure guide.

Part Number 775107-00, Rev. B

IBM Confidential




Raid and Sorage Products

Step Action Description Where to find instructions

No.

2. (OPTIONAL) If possible, leave power to the disk Your controller
Power offthe failed | drives on; otherwise, power off the installation guide or your
controller, if entire enclosure. enclosure guide.
performing a cold
(power off)
replacement.

3. Insert the Follow the hardware instructions to Your controller
replacement insert the replacement controller. If installation guide and/or
controller. the power has remained on, the your enclosure guide.

replacement controller accepts the
configuration from the surviving
controller.

4. (OPTIONAL) The controller accepts the Your controller
Power on the configuration from the disk drives. installation guide and/or
controller, if The replacement controller accepts | your enclosure guide.
performing a cold the configuration from the surviving
(power off) controller during the startup
replacement.

5. Relinquish the If Automatic Failback is disabled, “Relinquish Controller” on
replacement use the Relinquish Controller option | page 3-60.
controller. to bring the controller online.

If Automatic Failback is enabled, no
action is required. Proceed to the
next step.

6. Reboot the host. Rebooting the host enables the host | Host computer user

to recognize the controller as a guide.
replacement.

7. Access the Enter the Break command to access | "Configuring for VT100
embedded the embedded configuration utility Terminal-Emulation
configuration utility | user Interface. Mode" on page C-1
user Interface.

Replacing a Failed Disk Drive

All RAID 1, 3,5 or 0+1 logical devices associated with afailed disk show an online critical status
in the Logical Device States menu. A failed disk drive shows an offline failed statusin the Physical
Device States menu. Refer to “ Show Drives, Change Drive State” on page 3-9.

The Automatic Rebuild feature replacesafailed disk drive without user intervention if thefollowing
conditions are met:

« Anonline spare disk drive of identical or larger sizeis found attached to the same controller

e All systemdrives (logical drives) that are dependent on the failed disk drive are configured asa
redundant array; RAID 1, RAID 3, RAID 5, or RAID 0+1

* Automatic Rebuild controller parameter is enabled
e Operational Fault Management controller parameter is enabled
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NoTE: If areplacement driveof the exact sizeisnot available, the controller
selects the smallest replacement drive found with a capacity that is
at least as large as the consumed capacity of the failed drive. (The
consumed capacity isthe capacity assigned to the configured system
drives). If the consumed capacity of the failed disk driveisa
percentage of the total capacity, alarger physical disk drive can be
rebuilt with a much smaller physical disk drive)
ATTENTION:  Removing the wrong physical disk drive constitutes a second point
of failure and forces the logical drive offline resulting in potential
dataloss.
Step Action Description Where to find instructions
No.
1. Identify the failed Verify the failed physical disk drive Your disk drive user
physical disk drive. | through LED indicators on the guide; enclosure guide;
enclosure or by performing the Show | or "Show Drives, Change
Drives, Change Drive State function. | Drive State" on page 3-9.
2. Remove and Follow the hardware instructions to Your disk drive
replace the failed remove the failed physical disk drive | installation guide.
physical disk drive | and replace it.
in the same (For most reliable operation, use
location. only vendor approved drives.)
3. Start the rebuild If Automatic Rebuild and “Controller Parameters”

procedure.

Operational Fault Management are
enabled, the rebuild starts within a
few minutes of detecting the
replacement physical disk drive.

on page 2-1.

If the conditions for an automatic rebuild are not met, perform the following stepsto insert anew
physical disk drive and start arebuild.

Step Action Description Where to find instructions

No.

1. Identify the failed Verify the failed physical disk drive Your disk drive user
physical disk drive. | through LED indicators on the guide, enclosure guide or

enclosure or by performing the Show | “Show Drives, Change
Drives, Change Drive State function. | Drive State” on page 3-9.

2. Remove and Follow the hardware instructions to Your disk drive
replace the failed remove the failed physical disk drive | installation guide.
physical disk drive | and replace it.
in the same (For most reliable operation, use
location. only vendor approved drives.)

3. Change the The drive state for the replacement “Show Drives, Change
replacement physical disk drive is Offline Failed. Drive State” on page 3-9.
physical disk The drive state must be changed to
drive’s state. Online Spare.

4. Start the rebuild Initiate the rebuild procedure. “Start Rebuild” on page

procedure.

3-46.
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Recovering Multiple Failed Disk Drives

I nstances occur when several disk drive states are set to offlinefailed. This can occur when replacing
afailed disk drive and aworking drive is inadvertently removed forcing the logical device to an
offline failed status. This can also occur when adding an enclosure of drives and inadvertently
leaving power off to the enclosure.

While the following procedure does not guarantee full data recovery, in most instances the datais
restored without significant loss.

ATTENTION:  Thisrecovery procedure must be implemented before any datais
written to the disks. The working disk drive must be re-inserted
before the failed disk drive or potential dataloss may occur.

Step Action Description Where to find instructions

No.

1. Replace the Verify through LED indicators onthe | Your disk drive user
working physical enclosure that power is supplied to guide, enclosure guide.
disk drive, or the disk drives.
supply power to
disk drives.

2. Change the The default drive state for new disk “Show Drives, Change
drive(s) state(s). drives is Unconfigured Offline. Since | Drive State” on page 3-9.

these disk drives were functioning
normally, return the drive state to

Online Optimal.

3. Continue with After returning devices to Online “Replacing a Failed Disk
failed disk drive Optimal state, logical devices also Drive” on page 1-8.
replacement return to Online Optimal or Online
procedure, or Critical state and continue

continue as usual. | functioning as usual.

Recovering From Lost Logical Device Accessibility

Logical devices are accessibleto the host through the controller. SANmapping™ determines which
controller, controller/host port, and host has access to each logical device. During controller failure,
this accessibility is assumed by the surviving controller. When areplacement controller isinserted
into the system, the replacement controller assumesthe logical device access of thefailed controller.
Several controller parameters make this process transparent to the user. If these parameters are not
set appropriately, the replacement controller may not have access to the failed controller’s logical
devices. The easiest way to recover from this situation is to restart the host computer operating
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system. This enables the host to recognize the replacement controller and forward logical device
accessibility from thefailed controller to the replacement controller. Thefollowing procedure guides
you through the steps necessary to recover from this situation.

Step Action Description Where to find instructions
No.
1. Remove and Follow the hardware instructions to “Replacing a Failed
replace the failed remove the failed controller and Simplex Controller” on
controller. replace it. page 1-7 or “Replacing a

Failed Dual-Active
Controller” on page 1-7.

2. Reboot the host Cycle power or restart the host Host computer user
system. computer. guide.
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CHAPTER 2
Setting up a new Configuration

This chapter provides instructions for creating, saving, and initializing a new configuration.

NoTE: Intheinstructionsin thischapter, the number of physical and logical
devices shown in the screen captures are used as an example
configuration to show the embedded configuration utility features.
These examples may not reflect your system or configuration.

Configuring Simplex and Dual-Active Controllers

If you are using two controllers and have installed the hardware in a dual-active configuration, you
need to configure only one controller. When the configuration is saved, it is automatically saved to
both controllers.

If you are using multiple simplex controllers, you must configure each controller separately.

Controller Parameters

Each Mylex controller is shipped from the factory with initial settings that have been found to work
well inamajority of applications and environments. These settings are the controller, logical device,
and physical device parameter default settings. These settings vary depending on the product and
user requirements. You can modify parameter settings to meet your system requirements.
Additionally, if you are going from asimplex configuration to adual -active controller configuration,
certain controller parameters must be changed to accommodate the new dual-active configuration.
Table 2-1 on page 2-2 liststhe controller parameters, if areset isrequired to have aparameter change
become effective, default setting for the parameter, and a description of the parameter.

NoTE: Logica device and physical device parameters are discussed in
Chapter 3, "Array Management and Configuration Editing." These
parameters cannot be modified until after a configuration has been
created. Refer to “Get and Set Logical Device Parameters’ on page
3-31and“ Get and Set Physical Device Parameters’ on page 3-34 for
more information.
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Table 2-1. Controller Parameters

Parameter

Reset
Required

Default

Description

“1. Reassign Restricted to One

Block”

Yes

0 — Disabled

Set: All reassigns are for the single failing block.
Clear: All reassigns are for the entire current I/O.

“2. True Verify”

Yes

0 — Disabled

Set: If enabled and data is transferred, then a true
verify with data comparison is performed.
Clear: No data comparison.

“3. Disk Write Through Verify”

Yes

0 — Disabled

During error handling this turns on Force Unit
Access for reads and writes.

“4. Read Ahead Enable”

1 - Enabled

Enables the controller to read into cache a full
stripe of data at one time.

“5. Automatic Rebuild
Management”

Yes

1 - Enabled

Enables the controller to take autonomous actions
when a failed disk has been replaced.

“6. Operational Fault
Management”

Yes

1 - Enabled

Enables the controller to take autonomous actions
when a failure occurs.

“7. Super Read Ahead”

Yes

0 — Disabled

The Super Read Ahead function increases
performance by always reading an extra cache line
on a read request, and reading a further cache line
when a cache hit occurs on a pre-fetched cache
line.

“8. Rebuild and Check
Consistency Rate”

No

50

Sets the initial value of the Rebuild and
Consistency Check rate.
Range=0-50

“9. Device Combing”

No

Enables data traffic coalescing on the traffic of
each device, joining data from adjacent I/Os into a
single 1/0O to improve performance.

“10. Disk Startup Mode”

Yes

0 — Autospin

AUTOSPIN: Issues start to all devices
automatically

PWRSPIN: Devices spin on power application.
WSSUSPIN: Await SSU, then start devices per
AUTOSPIN.

0=Autospin

1=Pwrspin

2=Wssuspin

“11. Startup Number of Devices”

Yes

Sets the number of physical devices that spin-up at
one time.

“12. Startup Delay 1”

Yes

Specifies the number of seconds between physical
device spin-ups or start-up commands.
Range=0-255

“13. SCSI Startup Delay 2”

Yes

Can be set to a number of seconds for a motor spin
delay or sets the number of seconds between
start-up cycles.

Range=0-255

“14. Vendor Unique Test Unit
Ready”

Yes

0 — Disabled

Set: A TUR command sent to an offline LUN
returns hard error status.

Clear: A TUR command sent to an offline LUN
returns Not Ready Status.

“15. Disable Check Condition for

Invalid LUN”

Yes

1 - Enabled

Set: The Inquiry command returns “Perifpheral Not
Connected” for invalid LUN.

Clear: The Inquiry command returns “lllegal
Request, LUN Not Supported” for invalid LUN.

“16. No Pause on Controller Not

Ready”

Yes

0 — Disabled

Set:Turns off the pause for the affected commands
when the controller is not fully started.

Clear: Turns on the pause for the affected
commands when the controller is not fully started.
Affected commands are:

Prefetch, Read/Write, Read/Write Extended, TUR,
Verify, and Write Verify.

“17. Disable Queue Full Status”

Yes

0 — Disabled

Set: Returns Busy status when controller detects a
queue full condition.

Clear: Returns Queue Full status when controller
detects a queue full condition.

“18. Disable BUSY Status During

Failback”

Yes

0 — Disabled

Set: Drops new requests during failback/cache
flush operation.

Clear: Returns Busy status during failback/cache
flush operation.

“19. SAF-TE Data for UPS
Support”

No

0 — Enabled

Set: SAF-TE monitoring of UPS is disabled.
Clear: SAF-TE monitoring of UPS is enabled if
supported by the system enclosure.

“20. Node Name Retention”

Yes

0 — Disabled

Set: A replacement controller assumes the node
name of the failed controller after failback.

Clear: A replacement controller uses its own node
name after failback.
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Parameter Reset Default Description
Required

“21. Failover Topologies™— Yes 0 Requires the use of 2 ports, an active port for

Transparent Inactive Port Failover normal traffic and an inactive port for the partner
controller’s traffic when it is failed over.
Recommended only for FF controller.

“21. Failover Topologies"™— Yes 1 Requires alternate path software.

Multiport Failover All four host ports are connected to individual fibre
loops.

“21. Failover Topologies™— Yes 2 Requires Clustering operating system. This

Clustering Failover topology is not supported at this time.

“21. Failover Topologies™— Yes 3 Requires ISP2200 (FFx and FF2). All ports are

Transparent, Multiple TID Failover active with 2 ports sharing a loop.

“21. Failover Topologies"™— Yes 4 Controller 0 has both ports active while controller 1

Master-Slave has both ports inactive. Controller 1 becomes
active if controller 0 fails.

Not recommended with FW version > 5.4.

“22. Override Multiport Reset” No 0 — Disabled Set: Aninternal reset is executed by a port only if a
logical device has been reserved through that port.
Clear: Internal resets are not qualified by logical
device reservations.

“23. Reset Propagation” No 0 — Disabled Set: A port that executes an Internal Reset
propagates the reset by causing a Reset Event to
occur on its attached interface.

Clear: A port will not cause a Reset Event on its
attached interface as part of executing an Internal
Reset.

“24. Serial Port Baud Rate” Yes 6 — 19200 This item sets the baud rate of the serial port when
in VT100 or Debug modes.
3=2400
4=4800
5=9600
6=19200

“25. Serial Control” Read Only Not Applicable Serial parameters such as data bits, stop bits,
parity on/off.

“26. Serial Port Usage” Yes 1-SLP/VT100 Sets the serial port to either debug mode or
SLP/VT100 mode. Debug mode is for
development use only.
0=Debug
1=SLP/VT100

“27. Frame Size Control” Yes 0 - Long, 2KB Enables adjustment of the Fibre Channel chip’s
frame size.
0O=long, 2KB
1=short, 512 bytes
2=medium, 1KB

“28. Smart Large Host Transfers” | No 0 — Enabled Enables selection of Coalesce on host data
tranfers. This takes affect for transfers larger than
the stripe size.
0=Coalesce into one transfer
1=Transfer as available

“29. PCI Latency Control” Yes 0 — Short Enables adjustment of the Fibre Channel chip’s
use of the PCI bus. This takes effect only when
both ports are active.

O=short
1=medium
2=long

“30. Automatic Failback” Yes 0 — Disabled Enables the surviving controller to automatically
sense and place an inserted replacement
controller back in service.

“31. Force Simplex” Yes 0 — Disabled Enables dual-active firmware to serve in a single
controller environment.

“32. Conservative Cache Mode” No 0 — Disabled Enables a controller an extra degree of data safety
when operating in failed over condition. This turns
off Write-Cache while the failed over condition
persists.

“33. Duplex Fault Signals” Yes 0 — Disabled Informs a controller that certain signals should be
used to detect the presence or absence of a
partner controller.

“34. Duplex Fault Signals on Yes 0 — Disabled SX Hardware only.

Channel 4”

“35. Host SCSI Reset Delay” Yes 0 — No Reset SCSI only

Enables a controller to reset the host in failover
and failback situations.

0=No Reset

1-14=Reset delayed

15=Resets immediately

Part Number 775107-00, Rev. B
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Parameter Reset Default Description
Required
“36. Simplex — No Reset” Yes 0 — Disabled Simplex only.

Enables a controller to not assert the reset signal
to the partner controller.

“37. Queue Limit” No 32 Sets the maximum queue depth for tagged
commands to each attached drive.
Range=1-230
“38-41. Hard Loop IDs” Yes Set for each Provides for the use of the same Loop IDs all the
controller/host port time.
“42-43. Controller Name” Read Only Not Applicable Enables the controllers to have user assigned
names.
44. Maximum Reboot Count No Never reboot on Sets the number of times the controller will be
failure rebooted when a controller failure occurs in the

rearm interval. If this count is exceeded in the
rearm interval, no more reboots on failure will
occur.Do not set the Reboot Count and Rearm
Interval both to 0 as results can be unpredictable.

45. Rearm Interval (minutes) No 0 Sets interval of time, in minutes, during which
controller reboot will be attempted.

46. Enable Debug Dump No 0 — No debug Dump | Enables the controller to write debug dump data to
a disk.

47. Enable Background No Enabled Sets the Background Initialization process.

initialization

Get and Set Controller Parameters

Before making any changes to the default parameter settings, please read the descriptions of the
parameter settings provided in Appendix B, "Controller, Logical Device, and Physical Device
Parameters,” and fully understand the implications of the change that is about to be made. Refer to
Table 2-1 on page 2-2 for alisting of all controller parameters.

ATTENTION:  Saving parameter changes causes the controller’s working
parameters to change. This can produce unpredictable resultsif it
occurs during host/drive activity. Stop all controller activity before
saving parameter changes. Inappropriate changes to the parameter
settings can result in degraded performance or dataloss.

If you intend to change any of the controller parameters, it is beneficial to do so before creating your
array configuration.

To change a controller parameter:

1. Find the parameter you want to changein Table 2-1.

2. Select Information and Parameters from the Main Menu by typing <2>. Press Enter. The
following menu appears.
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3. Select Get and Set Controller Parameters by typing <3>. Press Enter. A partial list of

Information and Parameters Screen

controller parameters appears showing the current settings.
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Controller Parameters
First Screen

4. Type<m>to seeadditional controller parameters. Press Enter. The remaining list of controller
parameters appears showing the current settings.
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Controller Parameters
Second Screen

5. Select the controller parameter you want to change by typing the number shown next to the
parameter. Press Enter. A new screen appears prompting you to enter a new value for the
parameter you selected.
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Controller Parameters
Enter New Parameter Value Screen

6. A range of valuesis shown for the controller parameter you sel ecected. Enter the new value for
the controller parameter. Press Enter. The first controller parameter screen appears again,
enabling you to change additional controller parameters.
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Controller Parameters
Updated Parameter Screen

7. Continue changing controller parameters until you have made all the necessary changes.

ATTENTION:

8.

Mylex recommends performing a controller reset following

controller parameter changes. The embedded configuration utility
does not prompt for this reset, but provides an option in the

controller parameter screens.

If acontroller reset is required for the controller parameter changes to take effect, type <r>.

PressEnter. The controllersreset immediately. If acontroller reset isnot required, press Esc to
return to a previous screen.

NOTE:

Depending on the disk drive spin up settings, a controller reset can

take several minutes to complete.

After the controllers have finished resetting, the STARTUP COMPLETE message appears.
Re-enter the embedded configuration utility by typing <@> or the appropriate key sequence
for your terminal-emulation application.

Configure, Check Drive States

The Configure, Check Drive States screen provides options for viewing, creating, and deleting a
configuration. This screen also provides options for changing device states, searching for devices,
and adding alogical device to an existing, configured pack. The following procedures guide you
through the steps necessary to create and/or modify a configuration. The options for viewing,
changing device states, searching for devices, and adding alogical device are described in Chapter
3, "Array Management and Configuration Editing."
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Clear Configuration

ATTENTION:  Thisprocedure clearsthe entire configuration. You cannot clear only
one logical device or a select group of physical drives.

Data on the drives is destroyed when the configuration is cleared.

If you want to create anew configuration, but another configuration already exists, you need to clear
the existing configuration before creating a new configuration. To clear a configuration:

1. Select Configure, Check Drive States from the Main Menu by typing <0>. Press Enter. The
following screen appears.

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

H
Ulew Current Configerstion
Creale Hid Ditk Paths
Clear ConFigerstise
. Show Drives, [haege brive State
Srarch For Fhpsical Bewices
Add Logical Bries te Exlsting Physical Device Packs

LT

Configure, Check Drive States Screen

2. Select Clear Configuration by typing <2>. Press Enter. The configuration is not immediately
cleared. Instead, the following screen appears. This screen asksif you are sure that you want to

clear the configuration.
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Clear Configuration Screen

3. If you are not sure you want to clear this configuration, type <n>. Press Enter, and return to

the previous screen.

If you are sure you want to clear this configuration, type <y>. Press Enter. The configuration

is cleared immediately and the following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

ol SREE ;|
Finl:lini Phys Dews
I

[[EHTER FRRAHETER : |
ConfFiguration oleared

Press any key bo ceabinge

Clear Configuration Confirmation Screen

4. A prompt appears notifying you that the configuration cleared. Press any key to continue or

return to the Configure, Check Drive States screen.
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Create New Disk Packs

The Create New Disk Packs function combines selected physical devices into adevice group. The
device group can be divided into one or more logical devices, each with its own RAID level, write
policy, and capacity. (A logical deviceis called a*“system drive” on the following embedded
configuration utility screens.)You can create logical devices until the maximum capacity of the
device group isfully used or 32 logical devices are defined.

To create a new configuration:

1. Select Configure, Check Drive States from the Main Menu by typing <0>. Press Enter. The
following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

[’}
#. Wew Current Configeration
1. GPeabi Hiw Didk Paths
2. Clear ConFigeratiss
d. Show Drives, Chabge brive State
i, Eearch For Fhpsicsl Bevices
5. fdd Logical briee te Exicting Physical Device Packs

o configuration sesilable
Press any key be Coabinee

Create New Disk Packs;
Configure, Check Drive States Screen

The message at the bottom of the screen tells you that this array does not have a configuration.

2. Select Create New Disk Packs by typing <1>. Press Enter. The following screen appears.
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Create New Disk Packs,

Available Physical Devices, First Screen

This screen shows alist of available physical devices. Asin this example, the list can extend
over several screens depending on the number of devices associated with your system. You can

navigate through the screens by typing <n> (for next) or <p> (for previous) then pressing
Enter. You do not, however, need to navigate through the screens before you can list the

physical devices for the configuration. When you are in these screens, you can create alist of

physical devicesfor a configuration at any time by typing <I> and pressing Enter.

The information shown in these screens includes a physical device number (that is arbitrarily

assigned by the controller), the channel 1D, target ID, and the physical device size (MB).

3. Navigate through the screens, by typing <n> for next page of devices or <p> for previous page.

Press Enter.

Part Number 775107-00, Rev. B IBM Confidential

2-11




Raid and Sorage Products

CORTROLLER TYFE
Partner: ACCive

Finding Fhigs Bees
1

Physical Devices Seailable :
a6 B 115 17F50 I n 117 A7ase LI 11% 17350
LU 181 1750 o1 B Arase i1 1 175N
LS b ATEsD a1 & Arase LI B 1735N0
LI L ] M1 18 17358 LE | I 17i5n
Al 1 FEO1FaEN &9 1 Fa AraLE =0 1 Iz 1rasn
11 B 17350 5 1 as  17ace CE I | H 17Is0
kL 1 153D % 1 L LI F o b ety 1 w0 183%0
BT 1 5 EBbET 58 1 58 17358 581 56 17I50
1] 1 i 153N &1 1 B HAGF e 1 e 314
Lk 1 a A7FIsn N 1 72 AFase L 1 &0 17350
fifs 1 EX 17¥EQ &7 1 [ N 1] 1 17350
| 6y 1 BE 17350 w1 6 ATA5R LR 1 ¥E 175N
EHTER FRERHETER |
oprinns: Enter LEst oF phijslcal devloes fFor conflg -- eabed 2
rr nexl page of deu ices enber =
Lo bo prewises paqe - Enber p

7 [Uer = mmr § CORFIEURATION & ARHIMESTEST IO

CORTROLLER TYFE
Partner: ACCive

Finding Fhps bees
1

M [Umr =

Phy=ical Dbewices dwadlable :
LE i@ 47¥50
=1 112 1750

TR 1 118 17F50
[EHTER PRERHETER : |

Dptions:

Enter List of physical devices for config -- enber 1

Co bo prewdsss paqe

Create New Disk Packs
Available Physical Devices, Second Screen
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- enter B

Create New Disk Packs
Available Physical Devices, Final Screen

4. Enter alist of physical devicesfor anew configuration by typing <I>. Press Enter. The

following screen appears.
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Create New Disk Packs
Select Physical Devices Screen

5. Select the physical devices you want to use in your new configuration by typing the physical
device numbers. You can select physical devices one at atime, separated by a comma; or you
can select arange of physical deviceslisting the first and last devices, separated by a hyphen;
or you can use a combination of both formats. Press Enter. The following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

Partner: Acbive
Log Dews In CFg: 0

1
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L 25 1TEED i m a3 wrace 11 a
” ] PO E ] 13 L] 1w AraLe 1h 1}

i @ L P |

[[EHTER FRRAHETER : |
Options: Create Sgstem belue --  enter o

Bo bo prewisss menu without sauing confFlguration

5
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17350
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Create New Disk Packs
Create L ogical Device Screen

This screen shows alist of the physical devices you selected. For each physical device you
selected, thislist shows aphysical device number (that isarbitrarily assigned by the controller),

the channel 1D, target 1D, and the physical device size (MB).
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6. If you do not want to create alogical device (system drive), or if you want to return to the
previous screen without saving the configuration, press Esc.

To create alogical device from the physical devices shown, type <c>. Press Enter. The
following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

Log Dews In CFg: 0
1

Physical Pewices Selected for Diskh Pack

Wi Ch Targ SiceiHE)] Mem Ch Targ SizedHd) Hun Ch larg SEseimE)
q a 1 A7F¥EN 1 i} a  Arase 2 n 5 A7Ism
a4 '] Fo1rEn 5 1} 9 AFace £ '] 17 17350
1] a 18 AFEsn ¥ L} 21 47359 B n I 1TIsn
] '] 5 1TERD il i} 43 Arace 11 '] TS
17 @ ar AEEn 12 & aw Arase 1w n W1 17350

5 4 &% 17350

Select RALD Lewel (0 - BAIDD, 3 = AAIDA, 5 = RAIDE, & - EHIEE)

Create New Disk Packs
Select RAID Level Screen

A prompt appears at the bottom of the screen asking you to select aRAID level. A list of valid
RAID levelsis shown. The number of physical devices you selected determines the valid
RAID levelsthat are listed. Mylex supported RAID levels and a short description for each are
listed in Table 2-2. For more detailed information, refer to the Encyclopedia of Controller
Fundamentals and Features, PN 775041.

Table 2-2. Mylex Supported RAID Level

RAID # of Drives Fault
Level Description Min. Max. Tolerant
Block striping is provided, which yields higher performance
0 than is possible with individual disk drives. No redundancy is 2 16 No
provided.
1 Disk drives are paired and mirrored. All data is 100% 2 2 Yes
duplicated on an equivalent disk drive.
3and5 Data is stnped across several physical disk drives. Parity 3 16 Yes
protection is used for data redundancy.
0+1 Combination of RAID levels 0 and 1. Data is striped across
(Mylex several physical disk drives. This level provides redundancy 4 16 Yes
RAID 6) through mirroring.
JBOD “Just a Bunch of Drives.” Each disk drive is operated
independently like a normal disk drive; or multiple disk drives
(Mylex . ' ) 1 1 No
RAID 7 may be spanned and seen as a single large drive. This level
) does not provide data redundancy.

Type the parameter number for the appropriate RAID level. Press Enter. The following screen
appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe
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Create New Disk Packs
Enter Logical Device Size (MB) Screen

A prompt at the bottom of the screen asks you to enter alogical device size in megabytes.

7. Typethevauefor the drive size in megabytes. Press Enter. The following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

Log Dews In CFg: 0
1

PFhy=ical bewices Selected for Odsk Pack
Wi Ch Targ  SieeiHE)

L 1 17FEsn 1 L] 4 AFase g 0 5 A7Ism

a o L 5 0 @ aFase £ u 17 17350
L 1% 17350 [ n 21 17358 B0 I3 173sn
L 25 1TEED i m a3 wrace 11 a b S TR L
” ] PO E ] 13 L] 1w AraLe 1h 1} &1 17ASA

i @ L P |

[EHTER PRERHETER : |
Enter Stripe Size (0 - S4B, 1 = 16KB, £ = 3ZKB, 8@ = GWEE)
Siner Ehix v Ehe First sgstem drive for Bhe conbroller, saber & siripe

size -- this sire will also be used For all subsequent spsten driees

Create New Disk Packs
Enter Stripe Size Screen

A prompt at the bottom of the screen asks you to enter a stripe size. The parameters for the
possible stripe sizes are shown. You are prompted to select a stripe size for the first logical
device created. All other logical devices and configurations will use this stripe size.
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8. Typethevaue (0, 1, 2, or 3) for the stripe size. Press Enter. The following screen appears.

CORTROLLER TYFE
Partner: ACCive

Log Dews In CFg: 0
urtinns : I

[EHTER PARAHETER - B

MR [Uers
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Seleck Wreite-Thire & Welte-Back (0 - Wite-Thru, 1 -

mmr § CORFIEURATION & ARHIMESTEST IO
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5 m o aFase I | 1 175
7 L] 21 17ase B0 I3 17asn
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Wribe-Bark)

Create New Disk Packs
Select Write Policy Screen

A prompt at the bottom of the screen asks you to select the write policy for the logical device.
The write policy determines the caching strategy for write operations. “Write-Thru” writes
data to the device before returning compl etion status to the host.” Write-Back” returns a
completion status to the host as soon as the cache receives the data. The target device receives
the dataat amore appropriate time. For more detailed information, refer to the Encyclopedia of
Controller Fundamentals and Features, PN 775041.

9. Typethevaue (0 or 1) for the write policy. Press Enter. The following screen appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

Log Dews In CFg: 0
1

Log Dev Humbsir = n Hadd Leuwel : & Log Dew SCabe 2 1

Log Pew Sire (MHE) 5 &85 Stripe Size (KB} ¢ 0@ Fhys Bees Breds 18
WD Back--Wrl Thre: Bath

ire these selectiess cervect? [y for yes, n FoF no)

Create New Disk Packs
Save Selections Screen

This screen provides you the opportunity to review your selections and ensure the selections
reflect the configuration you want to set up.

10. If these selections are not correctly type <n>. Press Enter. The embedded configuration utility
returns you to the “ Create New Disk Packs Create Logical Device Screen” on page 2-13. From
this screen you can re-enter your configuration.

If these selections are correct, type <y>. Press Enter. The following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

Log Dews In CFg: 4
1

Physical Beeilces Selected For Disk Pack
Wi Ch Targ SiceiHE)] Mem Ch Targ SizedHd) Hun Ch larg SEseimE)
L I 1 A7¥50 1 n 3 A7asa g 5 17¥5n0
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1= @ ¥ 17350
[EHTER PRERHETER :
oprinns: Creates Spstem Drlve --  onter o
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Ce to prewisss menu without sawving conFiguration -- #nter esc

Create New Disk Packs
Create Another Logical Device or Save Screen
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11.

12.

13.

14.

From this screen you can create additional system drives, save the configuration, or return to
the “Create New Disk Packs Save Selections Screen” on page 2-17 without saving the
configuration.

To create morelogical devices from the same group of physical devices, type<c>. PressEnter.
This returns you to Step 6 and the “ Create New Disk Packs Create Logical Device Screen” on
page 2-13. Perform Step 6 through Step 10 (skipping Step 8 for all subsequent logical devices)
for each logical device you want to create.

To save the final, completed, configuration type <s>. Press Enter. Thisimmediately savesthe
configuration. The following screen appears confirming your configuration was saved.

CORTROLLEE TVFE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN
Partner ! BCElve

ConfFig Sawed

1
Physical Bewices Selected For Disk Pack
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L 1 17¥sn 1 L] a Arase zon 5 17Ism

a o O & b @ aFace R | i 1TISe

LN 1% 1730 7 L] 21 17I5@ B0 I3 17asn
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5 @ &% 17350

ConFlguration sewed, reset controllevs? {u For pes, n For o)

Create New Disk Packs
Reset Controllers Screen

A prompt notifies you that the configuration is saved, and asks if you want to reset the
controllers. You can reset the controllers at this time or continue setting up the configuration
and reset the controllers after you have completely set up the configuration.

To reset the controllers, type <y>. Press Enter. The controllersimmediately start resetting after
pressing Enter.

NoTE: Depending on the drive spin up settings, a controller reset can take
several minutes to complete.

After the controllers have finished resetting, the STARTUP COMPLETE message appears.
Restart the embedded configuration utility by typing the Break command.
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Create an Online Spare Disk Drive

You can create an online spare disk drive through the Create New Disk Packs function. An online
spare disk driveis necessary in order to use the automatic rebuild processif aphysical devicefails.
An online spare disk drive must be of identical or larger size than the largest drive it will replace.
When using the embedded configuration utility, a drive pack consisting of one driveis created and
configured as an online spare.

To create an online spare disk drive:

1. Select Configure, Check Drive States from the Main Menu by typing <0>. Press Enter. The
following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

[’}
#. Wew Current Configeration
1. GPeabi Hiw Didk Paths
2. Clear ConFigeratiss
d. Show Drives, Chabge brive State
i, Eearch For Fhpsicsl Bevices
5. fdd Logical briee te Exicting Physical Device Packs

Create New Disk Packs
Configure, Check Drive States Screen

2. Select Create New Disk Packs by typing <1>. Press Enter. The following screen appears.
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Create New Disk Packs
Available Physical Devices, First Screen

A list of available physical devices appears. Asin this example, the list can extend over several
screens depending on the number of devices associated with this system. You can navigate
through the screens by typing <n> (for next) or <p> (for previous) then pressing Enter. You do
not, however, need to navigate through the screens before you can list the physical device for
the online spare disk drive. When you are in these screens, you can list the physical devices for
an online spare disk drive at any time by typing <I> and pressing Enter.

The information shown in these screens includes a physical device number (that is arbitrarily
assigned by the controller), the channel 1D, target ID, and the physical device size (MB).

3. Navigate through the screens, by typing <n> for next page of devices or <p> for previous page.
Press Enter.
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Create New Disk Packs
Available Physical Devices, Second Screen
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Create New Disk Packs
Available Physical Devices, Final Screen

4. After reviewing the available physical devices shown in the screens, type <I>. PressEnter. The

following screen appears.
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Create New Disk Packs
Select Physical Device Screen

NoTE: When using the embedded configuration utility to create an online
gpare disk drive, you can select only one physical device for the
online spare.

5. Select only one physical device to be configured as an online spare by typing the appropriate
device number. Press Enter. The following screen appears.

CORTEOLLEE TVFE an MR [Usr s mmr § CORFIBHRATION 7 AEHIMISTEST TN
Log Dews In CFg: 0
1
Physical Devices Selected For Disk Pack
. . H [ | Shze Ml
L I 1 ATiEe
[ERTER FREAKETER . |
fptions: Create System Brdwe --  enter o
Hakr onl ime spare enter n
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Create Online Spare
Select Option Screen
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If you do not want to create an online spare, you can return to the previous screen without
saving the configuration by pressing Esc.

6. If youwant to make the selected physical device an online spare, type <o>. Press Enter. The
following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

i SERGE ;|
Conflg Saued
1
Physical Bewices Selected For Disk Fack

Wi Ch Targ  SieeiHE) Bum__Ch Targ Sizedhn] Hun Ok larg Size(F)
q a 1 AFiEE

ConfFlguration sweed, Feset contrallers? (Y For ges, o FoF o)

Create Online Spare
Reset Controllers Screen

A prompt notifies you that the device (configuration) is saved as an online spare, and asks if
you want to reset the controllers.

7. Toreset the controllers, type <y>. Press Enter. The controllersimmediately reset after
pressing Enter.

NoTE: Depending on the drive spin up settings, a controller reset can take
several minutes to complete.

8. After the controllers have finished resetting, the STARTUP COMPLETE message appears.
Restart the embedded configuration utility by typing the Break command.

SANmapping™

SANmapping™ enables you to define LUN assignments and whether alogical deviceis accessible
by one or both host ports on asingle controller, or accessible by all host portson all controllersina
dual-active controller system. Using SANmapping™ you can also define which host(s) has access
to a specific logical device in amulti-host, or SAN (Storage Area Network) environment.

You can use the SANmapping™ function in the embedded configuration utility to alter, view, or save
SANmapping™ information. Thefirst timeyou create SANmMapping™ information, you will follow
the procedure for altering SANmapping™ information.

1. Select SANmapping™ from the Main Menu by typing <1>. Press Enter. The following screen
appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

(I

Enter Conbroller Fert Combdnation (8 - COP®, 1 = COP1, 2 - CIFO, F = E1P1)

SANmapping™
Enter Controller/Host Port Combination Screen

Use this screen to select the controller and port for which you want to create anew SAN map.
To return to the previous screen, press Esc.

2. Select the controller/host port combination for which you want to create anew SAN map by
typing the controller port combination number. Press Enter. The following screen appears.

CORTROLLEE TWFE s HE mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

Controller @ Port 0
NrT1HE
SN Happing Baka
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[EHTER PARAHETER : |
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View Besl e System Oriuve Hap enker v

Sawe S&H Happing Inforsation -- enter s

SANmapping™
Enter SANmapping™ Action Screen
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This screen shows a LUN, System Drive Information table listing the current system drive
information including which system drives have been defined, the LUN number, whether this
system drive is visible through the controller/host port combination, and whether this system
driveis accessibleto all hosts.

To return to the previous screen, press Esc.

Continue with Step 3 for instructions on how to alter the current LUN and system drive
information. (To set up anew SAN .map, follow the same steps as altering existing SAN map
information.)

Go to Step 7 for instructions on how to view the current host-to-system drive table.

Go to Step 12 for instructions on how to save SANmapping™ information.

To ater the current LUN and system drive information, type <a>. Press Enter. The following
screen appears.

CORTROLLEE TVFE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN
Partner ! BCElve

Controller @ Pork 0

M. System Orive InfFormabtior
System Drives
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LUH Humber 01 F 3 &85 & 7 8 9 11213000500 0T 1R 92 02 ZEFEF RIS 62T 2R290 K1
Uisible? PP FF PP PPy Y Y Y YYRYYYRYPRFAYPAAAPRSY YN
All Hosks F Y FF Y PP Y Y Y Y Y Y Y Y Y Y YYYYRYTPFRFRTTPYPYYYY
Enabled?
[EHTER PrRAHETER : |

Enker Systen brivee senber

SANmapping™
Enter System Drive Screen

Use this screen to select the system drive you want to map. To return to the previous screen,
press Esc.

Type the system drive number for which the SANmapping™ isto be atered. PressEnter. The
following screen appears.
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SANmapping™
Enter LUN Number Screen

Use this screen to enter the LUN number for this system drive. To return to the
“SANmMapping™ Enter SANmapping™ Action Screen” on page 2-24, press Esc.
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L -

Shs deFined ® £ x x

LUH Humher 0 F 1 ¥

Uigiblie? F¥¥ ¥

fill Hoxk= L
Enabled?

Set Misibility Fos

of = g W o
of A WA

ol = S W Sh

thds Igstem

Type the LUN number for this system drive. Press Enter. The following screen appears.

Uar = mmr § CORFIEURATION & ARHIMESTEST IO

gatem Oriue InfFormatior

System Drives

L AR GRRFAERLR R ERE-FE ] Falasa rarads Pl PR 0]
AR NNHE R ENEE

7 B9 A IE I3RS 1a T IR R ERE FETFT RIS TET T T893 M
YN EERYYRYYYYYTFRAr Yy
Y EYR YRR RTYYYYYY

Drive (y For wisible, n For set eisible)

SANmapping™
Enter Visibility Screen

2-26

IBM Confidential

Embedded Configuration Utility



OEM Reference Manual

Use this screen to set the Visibility for this system drive. By default all system drives are

visibleto all hosts. To return to the “ SANmapping™ Enter SANmapping™ Action Screen” on

page 2-24, press Esc.

If you want to make a system drive "invisible” type <n> and press Enter. A screen similar to
the following appears. This screen showsthat system drive Lisnow “invisible,” asindicated by
theletter N in the column. Also, the screen shows that system drive 1isno longer accessible by

all hosts, asindicated by the blank position in the column.

CORTROLLEE TVFE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN
Partner ! BCElve

Controller @ Pork 0
I T1HIHS 1
SN Happing Raba

System Driue InfFormatior

alf

System Drives
P17 RS &7 89 IMTI2I39045 00 0T IR IR0 PEFET IS R TI9290M1
Ghs deFined ® ® & & % % % % 8 8 5 % 8 ¥ ¥ ¥ ¥
LUK Humher BEA TS &7 89 IMIIZI39045 10 0T IRIS PO FEFET IS TR T2R290MIA
Uisible? FHYF FF PPy Yy Y Yy Y Y YYYYRFYRFAFAIAAYY YN
All Hosks ¥ HY P TP Y Y Y Y Y Y Y Y Y Y YYYYYYYRPRFYPTPYPYYYY
Enabled?

[EHTER PARAHETER : |
flptions: filter Spstem brlve [Inforsatlion -- enter a

View Besl be System Driuve Hap enker w

Sawe S&H Hagping Information -- enter s

SANmapping™
Visibility Set to N for System Drive 1

If you have an array in which drives are already set to “invisible,” the “Enter Lun Number”

screen appears similar to the following.
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CORTROLLER TYFE
Partner: ACCive

Controller @ Port 0
HN'T1HHE

[EHTER PARAHETER - i

Enter LUH nifber Fos

=N Happing Baka fystem Drlue InfFormatior
System Drives

1235 &7 89 1UMZ99M516ITIRIRENT EETFT LIS G2 T 282921
D% deFineld ¥ £ & & & & % % 8 8 8 ¥ B M ¥ ¥ ¥
LUNW Hupber 01 2 3 &5 & 7 8 7 100012909005 00 07 1RV R 2021 2222 RIS 6278790 M1
Uisiblet FHY T HF ¥ HF S YR YR YYYSTAYYYRYRARRY YWY
All HoxkE= ¥ T ¥ T Y Y Yy Y YR PFRFIPTYYYYY

Enabled?

thds System

mmr § CORFIEURATION & ARHIMESTEST IO

Delug {enter n For oo LUH menles )

SANmapping™

Enter LUN Number Screen

With Invisible System Drives

Type the system drive number. Press Enter. If you want to make a system drive "visible” type

<y> and press Enter.

After you set system drive visibility, A screen similar to the following appears.

CORTROLLER TYFE
Partner: ACCive

Controller @ Part 0
HI'THIHE
Sl Happdng Baks

1235 &7
S0 deFiniedl ¥ ¥ ® = = % 4% %
LUH Humher 0 F 91 3 &5 & 7
Uisible? L
A1l Hnuks VY YT TTTY
Enabled?

[EHTER PARRHETER . I

5S¢t A1l Host BROCEsE For thds

[Uar =

Lystem Driue
System Drives

mmr § CORFIEURATION & ARHIMESTEST IO

In#ormakior
& 9 AR I293 a5 00T 1R PE AT EEF R T LTS TG T 282921
HOHOMHMEE

A2 1815 10 TR B2 021 ZEFRF RIS AT IA290 K
WHEHEYYYVYRYTYAATREY YN
W RN NN Y PR PPN NYRTTTTIYYY

== =5 W
== == 0 W

System Drlue (U oF o)

SANmapping™
Set All Host Access Screen
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Use this screen to set host accessibility. If you do not want to set accessibility, press Esc to
return to “ SANmapping™ Enter SANmapping™ Action Screen” on page 2-24.

screen appears

CORTROLLER
ParEner !

Controller
I T1HIHS
SN Happing

AL Eive

0 Fort 0
1

System Drives
P17 RS &7 89 IMTI2I39045 00 0T IR IR0 PEFET IS R TI9290M1
Ghs deFined ® ® & & % % % % 8 8 5 % 8 ¥ ¥ ¥ ¥
LUK Humher BT F3F S &7 89 IMIIZI3I045 10 0T IRIS PO FEFET ISR TIR290MIA
Uisible? F Y FFF R Yy Yy Y Y YYYYYYYRFYRFAFAIAAYY YN
All Hosks F Y FF Y PP Y Y Y Y Y Y Y Y Y Y YYYYRYTPFRFRTTPYPYYYY
Enabled?

[EHTER PARAHETER : |
flptions: filter Spstem brlve [Inforsatlion -- enter a

View Besl be System Driuve Hap enker w

Sawe S&H Hagping Information -- enter s

To set accessibility for this system drive to all hosts, type <y>. Press Enter. The following

TVFE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

Baks tgstem Oriue InfForpatior

CORTROLLER
Partner: Ao

Controller
HN'T1HHE

SN Happing Baka fystem Drlue InfFormatior
System Drives
BT FFT RS &7 89 IATIZI310A5 10T IR IR RO FEFFT IS TG T 28290M1
D% deFineld ¥ £ & & & & % % 8 8 8 ¥ B M ¥ ¥ ¥
LUK Humher BZEAI TS &7 89 IMTIZI3I0A5 00 0T IRIRE 0] PEFET ISR TIR290M1
Uisiblet FPRFFFFAFAFESS ARV AYYYYRRARFRS YN
All HoxkE= FHYF PP PPy Y Y Y YN Y Y Y YYRYFPFRFIYTYYYYY
Enabled?

[EHTER PARAHETER : |
fptions: @lber Spstem brlve Information -- enter a

View Besl e System Oriuve Hap enker v

Sawe S&H Happing Inforsation -- enter s

SANmapping™
Accessibility Set to Y for System Drive 1

TYFE
Eive

mmr § CORFIEURATION & ARHIMESTEST IO

0 Fort 0

From either of
system drives,

SANmapping™
Accessibility Set to N for System Drive 1

these screens you can make additional changes to LUN mapping for other
view the host-to-system drive map, or to save the SANmapping™ information.
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You must save the SANmapping™ information before it can take effect. To leave these screens
without saving SANmapping™ information changes, press Esc. The “ SANmapping™ Enter
Controller/Host Port Combination Screen” on page 2-24 appears.

To View the Host to System Drive Map, type <v>. Press Enter. The following screen apprears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

controller @ Port 0
NrT1HE
SNl Hap

System Drives
BT FFT RS &7 89 IATIZI310A5 10T IR IR RO FEFFT IS TG T 28290M1
D% deFineld ¥ £ & & & & % % 8 8 8 ¥ B M ¥ ¥ ¥
Ho=k Tndex
[ FHHT FFFEY SRR YYYYYASAYYYPRARRY YWY
1 FHHYF Y PPy Y Y Y Y YN Y Y Y YYRYFPFRFIYPTYYYYY
[EHTER PRERHETER :
Allter 50 Eo Hoxk Happing enter a TFipm Host Index Etn WA Tahle -— giter u
GO to previous mess enter psc

SANmapping™
View Host-to-System Drive Access Table

This screen shows a table of how the hosts are mapped to the system drives. The system drive
identification numbers (0 through 31) are listed across the top of the table. (The system drive
identification numbers are also called logical drive unit numbers [LUNSs]|.) An“x” below the
system drive identification number (LUN) indicates that the system drive is assigned. The
hosts are listed down the left column of the table (Host Index). The controllers are capabl e of
supporting up to 64 host initiators, however, the embedded configuration utility currently only
supports up to eight hosts. A “Y” indicates that a host can access the system drive; an “N”
indicates a host cannot access the system drive.

To return to the previous screen, press Esc.

To alter the current host-to-system drive mapping, continue with Step 8.

To view the host index-to-WWN table, type <v>. Press Enter. The View Host Index-to-WWN
Table includes the Host Index number, the Host WWN identifier, and the controller/host port

connections associated with that host. Thistable is recreated every time the configuration is
cleared.
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d 2000, 00080 0086 .67 cipi cipn
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[[ERTER PRERHETER : |
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SANmapping™
Host Index to WWN Table Screen

After viewing the Host Index to WWN table, press Esc to return to the previous screen.

8. To alter the host-to-system drive mapping, from the “SANmapping™ View Host-to-System
Drive Access Table” on page 2-30 type <a>. Press Enter. The following screen appears.

CORTROLLER TYFE e HE
Partner: ACCive

Controller @ Fort 0
NrT1HE
“hH Happdng Baka tgstem Orlue Nicoess

System Drives

- =
LI
LT

LI
WA
-]
-
E
&

XA A ERENNEKER

-

Shs defined
Ho=E Tndex
[

=X
ExX

o -
-
o
=
uf =i
=l =i

Enter Host index Fer widch to change System Drive access

mmr § CORFIEURATION & ARHIMESTEST IO

AETIIZIAAE 1O VT IR RN EEEFR IS 62T 292901

FHYNYERYYRYYYYYRFRArY Yy
FEYEYRYPYRYRYEYEYRFFFTIFTYIYYYY

SANmapping™
Enter Host Index Screen

Use this screen to choose the host for which the mapping to a system drive will be atered. To

return to the previous screen, press Esc.
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9. Typethe number of the host, listed in the Host Index column, for which system drive accessis
to be changed. Press Enter. The following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

Controller 0 Port 0
HI'THIHE
“nH Happing DBata

tystem Drliue Nooess
System Drives
5 & 789 UMM E 61T IR IR ENT PR EE KIS TR T 28290 M
naAAEREREREEER

-
-

Shs defined
Ho=k Tndex
[

-
-3 3
- 3 3

R WYY YRFYAYTRR Y
I v LR BRI R R I L

Enable or bisable Sgstem Delue Access? {'e' For cnable, "d° Feer dlsable)

SANmapping™
Enable or Disable System Drive Access Screen

If you do not want to change the system drive access, press Esc to return to “ SANmapping™
View Host-to-System Drive Access Table” on page 2-30.

10. To enable system drive access type <e>; to disable system drive access type <d>. Press Enter.
The following screen appears.

CORTROLLEE TWFE s HE mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

Controller @ Port 0

NrT1HE

SN Happing Baka tystem Drliue Nooess
System Drives

5 & 789 UMM E 61T IR IR ENT PR EE KIS TR T 28290 M

naAAEREREREEER

-
-

Shs defined
Ho=k Tndex
[

-
-3 3
- 3 3

R WYY YRFYAYTRR Y
I v L UL U T N L

Seleck System Briees te Bisable Access {enter choloes as 0,1,2,5 a¢ 0-2.5)

SANmapping™
Select System Drive Screen
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Use this screen to select the system drive for which access will be enabled or disabled. Pressing
Esc at thistimewill take you completely out of the SANmapping™ function and return you to

the Main Menu. Any changes you have made will not be saved.

11. Typethe number of the system drives for which you want to change access status. Press Enter.

The following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

Controller @ Port 0
NrT1HE
SNl Hap

em ODriue InfFormatior

Yyl
BT FFT RS &7 89 IATIZI310A5 10T IR IR RO FEFFT IS TG T 28290M1
D% deFineld ¥ £ & & & & % % 8 8 8 ¥ B M ¥ ¥ ¥
LUK Hupbher 091 7 F & 5 & 7 8 7 1002900005000 T 1R1RERZ ZEF T RIS 2T 19290 M1
Uisiblet FRPPFEFFAFAES ARV YAYYYYYRARRY SN
All HoxkE= PP F PP P P Yy Y Y YN Y Y YRR YYYY
Enabled?

[EHTER PARAHETER : |
fptions: @lber Spstem brlve Information -- enter a

View Besl e System Oriuve Hap pnker u

Save SAH Mapping Information -- enter s

SANmapping™
Enter SANmapping™ Action Screen

12. To save SANmapping™ information, type <s>. Press Enter. The SANmapping™ information

is saved and takes effect immediately.

To return to the “ SANmapping™ Enter Controller/Host Port Combination Screen” on page

2-24 without saving any changes, press Esc.
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Initialize Logical Devices

Mylex recommends initializing the new logical devices, or system drives, before using them. The
initialization process aligns the drives and sets the parity on RAID 3 and 5 arrays.

ATTENTION: Failureto initialize a newly created or modified logical device can
result in loss of data.

NoTe: Dual-active only. Thelogical device must be initialized from the
controller to which it has been assigned.

Start Foreground Initialization

To perform an initialization:

1. Select Start or Stop Long Opsfrom the Main Menu by typing <3>. Press Enter. The following
screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

(T

#. Etart Foregroesd Isdtiaslization
Stop Foregrousd laitialization
Ekart Consisbency Check

. Stop Consisbiscy Chech

tart Consisbency Check w/Aestore
Stop Consistbeniy Chech wilestors
Ekart REebuild

Stop Rebulld

Start Backgrowsd Indtialization
Stop Backgrousd Iailislization

L - - -

Enter option, <Escy Fer prewlous mend

Start or Stop Long Operations Screen

To return to the Main Menu, press Esc.

2. Select Start Foreground Initialization by typing <0>. Press Enter. The following screen
appesars.
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(THITENE o

6. Start Foreground Initilalization
1. Stap Fareground Initialization
¥. Start Consistency Check

. itap Consistency Check

k., Start Consistency Check wiResbore
5. dtep Consistency Check wiRestore
&, Ttart Hebuild

7. Stap Aebulld

&. Start Bachground Initializabion
#. Stap Background Initialization
[EHTER PARAHETER : |

Enter Systen brive

{9,1,2)
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Start Foreground Initialization
Enter System Drive Screen

To return to the previous screen, press Esc.

3. Enter the system drive number that you would like to initialize. Press Enter. The following
screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

ol SRRE ;]
IHIT SDAN & 1 8%

. §tart Foreground Inlfialization

Stap Fareground Initializabion
Start Consistency Check

itap Cansistency Check

Start Consistency Check wiReshbore
itap Cansistency Check w/Restors

. Start Aebuild

Stop Aebuild
Start Background Initialization
Stap Background Initialiration

Enter opbion, <Escy Fer prevlous menu

Start Foreground Initialization
Successfully Started Screen
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ATTENTION:  Selecting Yesimmediately begins the initialization function.
Initializing the wrong system drives results in data | oss.

The foreground initialization starts immediately. The option prompt indicates that the
initialization has started successfully. The message line provides a progressive report on the
percentage of initialization completed. When foreground initialization has finished, the
message line indicates that initialization has completed as shown in the following screen.

s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

CORTROLLEE TWFE

(eI
LHIT SDEU COHFLETE

]
- Start Fareground Initialiration
. Stop Foreground Initialization
- alarT I.'ull'-l.'-'l.vm.'y Lheck
. Stop Consistency Check
. itart Consistency Check wiRestore
. Stap Enn-:i-:f-nr.y Check wfResbnre
. ftart Awbulld
. Stap Aebuild
. Start Background Inifialiration
. Stop Background Tnitialization

T EI I T

Enker opkion, {fscd Fer presious menu

Start Foreground Initialization
Completed Screen

4. Pressany key to continue. Select additional system drives for initialization as described in
Step 3.
5. Press Escto return to the Main Menu.

Stop Foreground Initialization
To stop aforeground initialization that is in progress:

1. Fromthe Start or Stop Long Ops screen, select Stop Foreground Initialization by typing <1>.
Press Enter. The following screen appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

LHIT SDRU COHFLETE

6. Start Foreground Initilalization
1. Stap Fareground Initialization

¥. Start Consistency Check

. itap Consistency Check

k., Start Consistency Check wiResbore
5. dtep Consistency Check wiRestore
&, Ttart Hebuild

7. Stap Aebulld

&. Start Bachground Initializabion
#. Stap Background Initialization

Enter apblon, <Escd Feer prewlous mend

Start Foreground Initialization
Stopped Screen

The foreground initialization stops immediately.

2. PressEscto return to the Main Menu.

Part Number 775107-00, Rev. B IBM Confidential 2-37




Raid and Sorage Products

2-38 IBM Confidential Embedded Configuration Utility



CHAPTER 3
Array Management and Configuration Editing

This chapter provides instructions for managing and editing a disk array configuration. The
instructions are presented in the sequence listed under “Options’ in the Main Menu.

NoTE: Intheinstructionsin thischapter, the number of physical and logical
devices shown in the screen captures are used as an example
configuration to show the embedded configuration utility features.
These examples may not reflect your system or configuration.

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

ConFlgure, Check Briwe States
%AH Happing

InFormatien snd Farameters

- Start oF Shop Loay dps
Controller and Sest dperations
Change Serial Fert WEage

LT

Enkter option, dEschy Fer prevlous menu

Main Menu

Configure, Check Drive States

The Configure, Check Drive States menu provides options for viewing, creating, and deleting a
configuration. Thismenu also provides optionsfor changing device states, searching for devices, and

adding alogical deviceto an existing, configured pack.
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View Current Configuration

Whether you are creating a new configuration or modifying an existing configuration, viewing the
current configuration provides you with useful information. Viewing the current configuration
provides information about physical devicesand logical devices used in the configuration.

To view the current configuration:;

1. Select Configure, Check Drive States from the Main Menu by typing <0>. Press Enter. The
following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

[’}
Hew Current Configeration
Creatie Hid Ditk Paths
Clear ConFilgerstise
. Show Drives, [habge Orive State
Erarch For Fhpsical Bewices
add Logical bries te Exlsting Physical Deuwice Packs

LR T )

Configure, Check Drive State Screen

2. Select View Current Configuration by typing <0>. Press Enter. If no configurationisavailable,
the following message appears at the bottom of the screen:

No configuration available
Press any key to continue

If a configuration has been previously defined, the “View Configuration Physical Devicesin
Configuration, First Screen” on page 3-3 appears. This screen liststhe physical devicesusedin
the current configuration. Thislist can extend over several screens depending on the number of
devices associated with this system. This information includes channel ID, target ID, device
size (MB), and the device state. (Refer to “ Show Drives, Change Drive State” on page 3-9 for
more information on device states.)
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mmr § CORFIEURATION & ARHIMESTEST IO

1 @ i 1 a1 s 1 1 4 0tk
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L ] i@k 1 1 14 2R 1 a7 1k 1
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9 33 L . | 1 3a iz 1 35 1ms 1

1 ai 10T . 1 n ar (L el ] 1 1 | T 1
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1 b 103k i 1] L] 182N 1 1 0 1% 1

| 351 10z 1 1 52 iz 1 n5F ima 1

EHTER FRERHETER |

oprinns: Uies 105t &F Sgstem Dilues - dnter W
rr nrxl page of deu ices #nler n

View Configuration
Physical Devicesin Configuration, First Screen

3. Navigate through the screens, by typing <n> for next page of devices or <p> for previous page.

Press Enter.

CORTROLLEE T¥FE

o HE [Uar s

mrr i CORFTOURATION & GRHIMISTEST TN

1 ©&h inze 1 B 55 iezn 1 1 5& ime 1
&7 103k i [ 1 s 1 1 L 1k i
L T inze 1 1 a8 i@za 1 n o aF ims 1
i Ta 1azs 1 BM s 1 1 frd 1y 1
[ I 1mmFe 1 1 HHE 1w 1 noEl 1ma 1
1 B2 iozs 1 B 83 mwEn 1 1 &k 1y 1
[ I 11 mmre 1 1 H& 18n 1 noErs 1ms 1
i BB iozs 1 B A9 i8zn 1 i ® imrs 1
e wr TaFe 1 1 9H a1 n e 1y 1
1 1 inEe A1 B A agn 1 1 10% ims 1
[ | ] aEs 1 1 T84 s 1 [ o4 1y 1
| 2 113 inze 1 1 1 wen 1 1 & ims 33
flptions: e List oF fystem Drives - gwter u
er nrxl page of deu ices #nl®er n
Ser previsws page of devlces - enter p

View Configuration

Physical Devicesin Configuration, Second Screen
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CORTROLLEE TWFE s B [ r mmr § CORFIEURATION & ARHIMESTEST IO

Lhiv__1gt  Siee  SLale Ehi_Tgt  Size  SCale Chin_Igt  Size Jtate
[ I 10k 1 1 118 1820 1 n 1% in2k 1
IR 3 ks 1 128 1825 1 1 &k Tk 1
P & k- L B 115 aern 4
[[ERTER PRERHETER : |
Options: Uiew st oF Tgstem Driuves .- enter u
See previsws page of devices .- eater p

View Configuration
Physical Devicesin Configuration, Final Screen

When all the physical drivesin a configuration can be listed on asingle “View Configuration,
Physical Devicesin Configuration” screen the following prompt appears at the bottom of the
screen:

Display System Drives in this Configuration? (enter y or esc for previous menu)

When this message appears, type <y> then press Enter to see the system drives (logical
devices) in the configuration.

View the system drives associated with the physical devicesin the configuration by typing
<v>, Press Enter. The following screen appears.
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A list of system drives (logical devices) is created from the previously displayed physical
devices. Thisinformation includes logical device number (arbitrarily set for embedded

configuration utility selection purposes), RAID type, virtual size (MB), and RAID device
number. The RAID device number is assigned by the firmware and is related to the RAID

View Configuration
L ogical Devicesin Configuration Screen

device type. For more information on RAID devices, refer to the Firmware/Software Interface
Reference Manual, PN 775067.

If spanned system drives exist in the configuration, a screen similar to the following appears.
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5.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

Logical Devices and Spans In Confic
Hiim  Tygpie Si&e Eepn Bum_ Tiype Size [T Hun  Tgpd TEze D
q 5 TFITE Ennns= 1 5 25128 Ba= r 5 151149 Anp2 =
] g FaB s ] Fnug= 5 5 25U2H Bl 3 17 135840 o
[EHTER PARAHETER : |

Enter & number be see meee detall, esc for provlous mend

& indicates legical #ewlce 1s part of a spanning device

View Configuration
Logical Deviceswith Spansin Configuration Screen

Spanned logical devices are indicated by an asterisk (*), and have a RAID device number
starting at 8000. Creating spanned logical devicesis currently not supported through the
embedded configuration utility; however, the embedded configuration utility recognizes
spanned logical devices that have been created using other configuration tools. (For more

information on spanning, refer to the Encyclopedia of Controller Fundamentals and Features,
PN 775041.)

To view more information about individual logical devices or spanned logical devices, typethe
logical device number (Num). Press Enter. For configurations without spanned drives, a
screen similar to the “View Configuration Logical Device Details Screen” on page 3-7 appears.
For configurations with spanned drives, a screen similar to the “View Configuration Spanned
Logical Device Details Screen” on page 3-7 appears.
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View Configuration
Logical Device Details Screen
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View Configuration
Spanned L ogical Device Details Screen

6. For spanned configurations: To view more information about a specific logical device within
the spanned logical device, type the device address number (Dev Addr). Press Enter. The
following screen appears.
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View Configuration

L ogical Devices Within a Span Details Screen

Theinformation shown in the “detail” screensis presented in two parts: atable of physical
device or spanned logical device information, and alist of detail information for the specified

physical or logical device.

The following table defines the information shown on the screens.

Physical Device/Spanned Logical Device Information

Dev Addr

Device Address

This is a RAID device number randomly assigned to the physical
devices that make up this logical device.

For spanned logical devices, this is a RAID device number
randomly assigned to the logical devices that make up the spanned
logical device.

State

Device State

This represents the physical device state (such as unconfigured
offline or online optimal). (Refer to “Show Drives, Change Drive
State” on page 3-9 for more information.)

Lba

This represents the logical block address of the physical device
where the logical device begins.

Detail Information for a

Specific Logical Device

Logical Device Number

This is the randomly assigned RAID device number associated with
this device.

RAID Level

This represents a valid RAID level.

RAID level 12 represents a spanned configuration.

Device State

This represents the logical device state (such as offline failed or online
optimal). (Refer to “Show Drives, Change Drive State” on page 3-9
for more information.)

Log Dev Size

Logical Device Size

This is the size, in MB, assigned to this logical device when the
logical device was originally configured.
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Cache In size This represents the size of the data “chunk,” in KB, that can be read
or written at one time and is based on the stripe size.
Cache Line Size

Stripe Size This is the stripe size, in KB, assigned to the configuration when the
logical device was origifnally configured.

# Phys Devs used This is the number of physical devices assigned to this logical
device.

Number of Physical

Devices Used For spanned logical devices, this is the number of individual logical
devices used to create the spanned logical device.

Wrt Thru/Back This indicates whether write-through or write-back caching is used

for writing data to disk.

Write Policy

7. Torepeat Step 5 for detail information about other logical devices, press any key. For
nonspanned logical device configurations, the “View Configuration Logical Devicesin
Configuration Screen” on page 3-5 appears. For spanned logical device configurations the
“View Configuration Logical Deviceswith Spansin Configuration Screen” on page 3-6

appears.
Press Esc twice to return to the “ Configure, Check Drive State Screen” on page 3-2.

Create New Disk Packs

The Create New Disk Packs function combines selected physical devices into a device group. The
device group can be divided into one or more logical devices, each with its own RAID level, write
policy, and capacity. Logical devices can be created until the maximum capacity of the device group
isfully used or 32 logical devices are defined. (Refer to “ Create New Disk Packs’ on page 2-10 for
more information.)

Clear Configuration

Show Drives,

If you want to create anew configuration, but another configuration already exists, you need to clear
the existing configuration before creating a new configuration. (Refer to “ Clear Configuration” on
page 2-8 for more information.)

ATTENTION: Dataon the drivesis destroyed when the configuration is cleared.

Change Drive State

The Show Drives, Change Drive State function enables you to:

«  View thecurrent logical device and physical device states
«  Changethe current physical device state

Occasions arise when it is necessary to change the state of a physical device. Some examples are
given in the “Commonly Used Procedures and Troubleshooting Guide” on page 1-5. When you
changethe state of aphysical device, you also change the state of the logical device that containsthe
physical device. For example, if you change a physical device state from online to offline the logical
device stateis also changed to offline.

You can aso use the Change Drive State function to recover from accidental physical device state
changes. If you change afailed physical device to an online state by mistake, data integrity can be
compromised.
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Thecontroller storesthe state of the attached drivesin its nonvolatile memory aswell ason the disks.
Thisinformation is retained even after power isturned off.

Possible devices states are described in Table 3-1 on page 3-10.

ATTENTION:

Changing the state of adrive can result in dataloss.

Table 3-1. Possible Device States

Device
State

Physical Device

Logical Device

Description of Device State

0

Unconfigured
Offline

Offline Failed

Physical Device: The device has been
inserted and powered on into an unconfigured
slot, or the configuration has just been
cleared. The device is not part of a
configuration.

Logical Device: The logical device has
suffered failures that exceed the limit for the
configured RAID level.

Online Optimal

Online Optimal

Physical Device: The device is powered on,
part of a configuration, and functioning
normally.

Logical Device: All devices associated with
the configured logical device are powered on
and functioning normally.

Online Rebuild

Not Applicable

The device is powered on, part of a
configuration, and in the process of being
rebuilt.

Offline Failed

Online Critical

Physical Device: The device has failed to
operate properly.

Logical Device: The logical device has
suffered a device failure within the limit for the
configured RAID level.

Not Applicable

Online Critical
and Rebuilding

The logical device is in the process of
rebuilding a failed device.

33
(21h)

Online Spare

Not Applicable

The device is part of a configuration and
operating as a spare drive and will be used for
automatic rebuild.

NA

Not Approved by
Vendor

Not Applicable

The device is not a supported drive type.

To display the devices and change device states:

1. Select Configure, Check Drive States from the Main Menu by typing <0>. Press Enter. The
following screen appears.
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u
#. Wew Current Cosfigerstion
1. CFeale Hiw Disk Paiks
2. Clear Configerstiss
a. Show Drives, [haege Orive STate
B, Tearch For Phpzicsl Bewices
. hdd Logical Bries te Existing Physical Device Packs

Configure, Check Drive State Screen

2. Select Show Drives, Change Drive State by typing <3>. Press Enter. The following screen
appesars.

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

Which device bppe® Enter 1 for loglcal device, p For phpsical dewice

Show Drives, Change Drive State
Select Device Type Screen

3. Toseethelogical device state, type <I>. Press Enter. The following screen appears.
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Show Drives, Change Drive State
L ogical Device States Screen

A list of logical devices and associated device states appears. If logical devices have not yet
been created, the Logical Devices and Stateslist isblank. A list of possible logical device state
definitionsis shown below the command line. A message servesto alert you that logical device
states cannot be changed through this screen. To change the logical device state you must

change the physical device state.

Press any key to return to the “ Show Drives, Change Drive State Select Device Type Screen”

on page 3-11.

To view or change the physical device state, type <p>. Press Enter. The following screen

appears.
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T

Feer state change or hit eso For previcus sess

mln spare

Show Drives, Change Drive State
Physical Device States Screen

A list of physical devices appears. Thislist includes an arbitrarily assigned device number,
channel 1D, target ID, and the device state. A list of possible device states is shown below the

command line.

NOTE:

Type of number of the device (Num) whose state you want to change.

The device state for only one device can be changed at atime.

Press Enter. The following screen appears.
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Select new device state From aptlons below:
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Show Drives, Change Drive State
Enter New Device State Screen

A prompt at the bottom of the screen asks you to select a new device state. Below the prompt is
alist of possible device states.

If you enter a device number that is not listed, the following error message appears:

Selection out of range, choose again
Press any key to continue

Press any key and you return to the “ Show Drives, Change Drive State Physical Device States
Screen” on page 3-13 and you can re-enter the device number.

7. Typethe number (O, 1, or 8) for the new device state. Press Enter. The embedded
configuration utility immediately changes the state of the physical device. The following
screen appears.
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Show Drives, Change Drive State
Device State Changed Screen

This screen shows the new device state. You can make additional device state changes by
typing <c> and pressing Enter.

8. Press Esc when finished changing device states to return to the “ Configure, Check Drive State
Screen” on page 3-2.

Search for Physical Devices

The Search for Physical Devicesfunction performsasearch for new devices. Thisfeatureisused for
controllerswith a SCSI drive interface. Controllers with afibre channel drive interface are scanned
regularly for new devices through SES and SAF-TE devices. The Search for Physical Devicesis
invoked immediately and does not return any status.

Add Logical Drive to Existing Physical Device Packs

The Add Logical Drive to Existing Physical Device Packs function enables you to create a new
logical device with unused space available on configured device packs. If you attempt to add a
logical device before any device packs have been configured, the following message appears at the
bottom of the “ Configure, Check Drive State” screen:

No Packs Found
Press any key to continue

To Add Logical Drivesto Existing Physical Device Packs:

1. Select Configure, Check Drive States from the Main Menu by typing <0>. Press Enter. The
following screen appears.
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Configure, Check Drive State Screen

2. Select Add Logical Drive to Existing Physical Device Packs by typing <5>. Press Enter. The

following screen appears.
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Add L ogical Driveto Existing Physical Device Packs
Currently Defined Disk Drive Packs Screen

The screen shows alist of disk drive packs currently defined in the configuration. The
information includes the pack number, the number of physical devicesin the pack and the

number of logical devices associated with the pack.
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3. For more information on a specific pack, type the pack number. Press Enter. The following
screen appears.
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Add Logical Driveto Existing Physical Device Packs
Create Another System Drive Screen

A list of physical devices associated with the drive pack appears. The list includes channel ID,
target ID, and RAID device address information for each physical device. Logical device
information also appears, including the number of logical devicesin the pack and the amount
of space (in MB) available for additional RAID n devices. The RAID n deviceisthe RAID level
of the last logical device defined in the device pack. Although logical devices can have only
one RAID level, RAID levels can be mixed within a device pack. Possible combinations
include RAID 3 and RAID 5, RAID 5 and RAID 0+1 (Mylex 6), and RAID 3 and RAID 0+1.
Refer to Table 2-2 on page 2-14 for a description of Mylex supported RAID levels. (Refer to

the Encyclopedia of Controller Fundamentals and Features, PN 775041 for more information
on RAID levels and device packs.)

4. Type<n> to return to the previous menu or <y> to create another system drive (logical device).
Press Enter. The following screen appears.
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Add Logical Driveto Existing Physical Device Packs
Select RAID Level Screen

A prompt at the bottom of the screen asks you to select a RAID level. Values for possible
RAID levels are listed.

Type the number (O, 1, 3, 5, 6, or 7) for the RAID level. Press Enter. The following screen
appesars.
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Add Logical Driveto Existing Physical Device Packs

Enter Logical Device Size (MB) Screen
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A prompt at the bottom of the screen asks you to enter a system drive (logical device) size.

5. Typethe vaue (in megabytes) for the system drive size. Press Enter. The following screen
appears.
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Add Logical Driveto Existing Physical Device Packs
Select Write Policy Screen

A prompt at the bottom of the screen asks you to select the write policy for the logical device.
The write policy determines the caching strategy for write operations. “Write-Thru” writes
datato the device before returning completion status to the host. “Write-Back” returns a
completion status to the host as soon as the cache receives the data. The target device receives

the data at a more appropriate time. (For more information, refer to the Encyclopedia of
Controller Fundamentals and Features, PN 775041.)

6. Typethe number (0 or 1) for the write policy. Press Enter. The following screen appears.
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Add Logical Driveto Existing Physical Device Packs
Confirm Addition of System Driveto Configuration Screen

The information on this screen includes the logical device number, the RAID level, the logical
device state, the logical device size (MB), the stripe size (KB), the number of physical devices
used, and the write policy.

7. Toadd thissystem drive (logical device) to the configuration and save the changes, type <y>; if
not, type <n>. Press Enter. The embedded configuration utility immediately saves the new
configuration and displays the message shown in the following screen.
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Add Logical Driveto Existing Physical Device Packs
Reset Controllers Screen
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The message notifies you that the configuration is saved, and asks you to reset the controllers.
You do not need to reset the controllers to make the new configuration operational. The new
configuration is operational as soon asit is saved.

8. Toreset the controllers, type <y>. Press Enter. The controllersimmediately reset.

NoTE: Depending on the drive spin up settings, a controller reset can take
several minutes to compl ete.

9. After the controllers finish resetting, the STARTUP COVPLETE message appears. Restart the
embedded configuration utility by entering the Break command.

SANmapping™

SANmapping™ enablesyou to define complex LUN assignments. SANmapping™ defines whether
alogical deviceis accessible through one or both host ports on a single controller, or accessible
through all host portson all controllersin a dual-active controller system. SANmapping™ also
defines which hosts have access to a specific logical devicein amulti-host environment. (Refer to
“SANmMapping™” on page 2-23 for more details.)

Information and Parameters

The Information function provides information about the controllers, physical devices, and logical
devicesincluding device states, firmware versions, drive size, number of devices present, channel
IDs, and target IDs. All values shown on the screens are information only and cannot be changed
through these screens; however, theinformation can be useful for creating or editing a configuration.

The Parameter function provides changeabl e settings that affect the operation of the controller. Each
Mylex controller is shipped from the factory with initial settings that have been found to work well
inamajority of applications and environments. These settings are listed as the controller, logical
device, and physical device parameter default settings and vary depending on the product and user
reguirements. User requirements are not always the same as the suggested default settings, so you
may want to modify certain settings.

Get Controller Information

To view controller information:

1. Select Information and Parameters from the Main Menu by typing <2>. Press Enter. The
following screen appears.
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2. Select Get Controller Information by typing <0>. Press Enter.
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Controller Information
First Screen

3. To seethe next screen of information, type <n>. Press Enter. The following screen appears.
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Controller Information
Second Screen

Controller information shown on the screen and possible values are defined in Table 3-2.

Table

To return to the previous menu, press Esc.

3-2. Controller Information

Information Selection

Definition and Possible Values

Bus i/f type Bus Interface Type
00=SCSl, 01=Fibre, 03=PClI
Cntlr Type Controller Type

67=DACFF, 6B=FFx

Bus i/f speed

Bus Interface Speed (MHz)

Bus Width Bus Width Size (bits)
1=Fibre, 8&16=SCSI/LVD
Host Ports Number of Host Ports present
FW version Firmware Version
Bus i/f name Bus Interface Name (actual string vaule)
Cntlr name Controller Name (actual string value)

Max PDD per XLDD

Maximum number of physical device definitions per external or
internal logical device definition

Max ILDD per XLDD

Maximum number of internal logical device definitions per external
logical device definition

Max XLDDs Maximum number of external logical device definitions
NVRAM Size (KB) Non-volatile RAM, Size in KB
OEM Info OEM Information (from Controller Parameters)

Vendor Name

Vendor Name (actual string vaule)

Ctrl Oper Info

Other Physical/Controller/Operation Information
Bit 0 = 1 if IBBU is present
Bit 1 = 1 if controller is wroking in Active-Active Clustering mode

Max xfer size

Maximum Transfer size in 512 byte blocks
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Information Selection

Definition and Possible Values

Phys Devs pres

Physical Devices Present (connected devices includes SAF-TE
devices, controllers and drives.

Phys dsks pres

Physical Disks Present
Range = 0-124 per disk channel

Phys dsks crit

Physical Disks Critical (marked critical if PFA is received)

Phys dsks offl

Physical Disks Offline

Log devs pres

Logical Devices (XLD) Present
Range = 0-32

Log devs crit

Logical Devices (XLD) Critical

Log devs offl

Logical Devices (XLD) Offline

Max Parallel Cmds

Maximum Parallel commands supported

Phys Chns Pres

Number of physical channels present on the controller
Range = 2-4

Phys Chans Poss

Maximum number of physical channels possible on this controller
Range = 2-6

Max Targs ChO

Maximum targets possible on physical channel 0

Range = 0-124

Max Targs Chl Maximum targets possible on physical channel 1
Range = 0-124

Max Targs Ch2 Maximum targets possible on physical channel 2
Range = 0-124

Max Targs Ch3 Maximum targets possible on physical channel 3
Range = 0-124

Max Targs Ch4 Maximum targets possible on physical channel 4
Range = 0-124

Max Targs Ch5 Maximum targets possible on physical channel 5
Range = 0-124

Mem Size (MB)

Memory size in MB

Cache Size (MB)

Cache size in MB

Long Op Active Flags:
0x0

Bitmap showing which LUNs are running long ops; the bitmap
position corresponds to the LUN (bit position O corresponds to LUN
0, bit position 255 corresponds to LUN 255)

FG Inits Active

Number of logical device initializations active

ConChks Active

Number of consistency check active

Rebuilds Active

Number of reubilds active

MOREs Active Number of MORE active (This feature is not supported at this time.)
BG Inits Active: 0 This bit controls the Background Initialization process. (O=Disabled)
FG Init Rate Initialization Rate

Con Check Rate Consistency Check rate

Rebuild Rate Rebuild Rate

Num of COD Groups

Number of Configured Groups

Max IOP

Maximum IOP

Enquiry stat byte

Enquiry Status Byte
10=BBU_NORESPONSE
40=BBU_POWER_LOW
80=DEFERRED_WRITE_ERROR

Enquiry Misc Flag

Enquiry Misc Flag

Partner FW mismatch

Partner Controller FW Mismatch Code
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Information Selection Definition and Possible Values

Partner FW Version Partner Controller FW Version

Controller slot 0 WWN Controller Identification - Slot0 Node Name—WWN
Previous Loop ID Previous Loop ID last acquired by each port
Controller slot 1 WWN Controller Identification - Slotl Node Name—WWN
Previous Loop ID Previous Loop ID last acquired by each port

Get Logical Device Information

To view logical device information:

1. Select Information and Parameters from the Main Menu by typing <2>. Press Enter. The
following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

#. Gek Conbroller Infermation

i. GeE Logical beviced lafermation

2. Oek Fhysical Bewice Information

A. Ger and Set Contrellar Parameiers

o, Oet and Eet Logicel Bevice Parameters
5. Get and Set Phgclcal Dewles Parametors
fi, Bek Physical Bewice Statistics

Information and Parameters Screen

2. Select Get Logical Device Information by typing <1>. Press Enter. The following screen
appears.
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CORTROLLEE TWFE

1
#. Gek Conbroller IsFesmation
i. GeE Logical beviced lafermation
?. bet Fhpsical Bewice Information
4. Ger and St Contrsller Paradmeiers
i, ek and Set Legicsl Bewice Parameters
. Gek and Set Fhgsical bevlce Parametors
fi, BeE Physical Bewice Statistics

MR [Uers

Enter System Oriue
(0.1, 2. 0.8.5.6,7)

mmr § CORFIEURATION & ARHIMESTEST IO

Get Logical Device Information Screen

3. To obtain information on a specific logical device (system drive), type the appropriate system
drive number from the list provided. Press Enter. The following screen appears.

CORTROLLEE T¥FE o HE [Uar s

mm
Log Dew Stabe 31 Raid Leuel H
Cache Line (EE): &k Y citrl H

RE bivibe bpdabe: &
Device BElk Size; 517

AS Algorithm

Con Chk Elk Hun: 0
FE Init Wik Hua: 0
Con Check Sbat 1 0
Fi 1nir Svar R ]1]

mrr i CORFTOURATION & GRHIMISTEST TN

E Spripe Tipe (HE): &4

Orig Oeu Size (WH}; 815 Deeice Size (ME): 332
Inguiry bata (ybes 017§z 0 B 2 2 339 18A2H0COE0EETED OF AF Lk

[bpbes 18-2%) 4229080051007 87 87 BAAAAAT RIS FERATRIR
Reb Bl Wum © @
HOIAE N1k Kim & @
Rebulld Stat ¢ @
HOHE Stat B

Enter <Escr For previsws menu, carrlage return For refresh

Back  Log bew By Sb: B
L] Log b Hen @ 3

BE Inik Bk Hes 1&D520872
Febh Raid Dew o

i
BE ndt Stat & w@s

Logical Device Information Screen

Logical device information shown on the screen and possible values are defined in Table 3-3.
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Table 3-3. Logical Device Information

Information Selections

Definition and Range of Values

Log Dev State

Logical Device State

Raid Level

RAID Level

Stripe Size

Stripe Size (KB)

Cache Line Size

Cache line size (KB)

RW Citrl

Logical Device Read/Write Control

Log Dev Op St

Logical Device Operations Status

Bit 0=1 if consistency check is in progress

Bit 1=1 if rebuild is in progress

Bit 2=1 if making data consistent is in progress
Bit 3=1 if logical device initialization is in progress
Bit 4=1 if data migration is in progress

R5 Write Update

RAIDS5 write update (ar5_limit)

R5 Algorithm

RAID5 algorithm (ar5_algo)

Log Dev Num

Logical device number

Device Blk Size

Device block size in bytes

Orig Dev Size Original device size in 512 byte blocks or MB

Device Size Device size (configured/configurable) in 512 byte blocks or MB
Inquiry Data First 36 bytes of SCSI INQUIRY data

Con Chk Blk Num Consistency check block number

Reb Blk Num Rebuild block number

BG Init Blk Num Background initialization block number

FG Init BIk Num Logical device initialization block number

MORE Blk Num Data migration block number

Reb Raid Dev RAID Device Number of Physical Device running Long Op
Con Check Stat Consistency Check Op Status

Rebuild Stat Rebuild Long Op Status

BG Init Stat Background initialization status

FG Init Stat Logical Device Initialization Long Op Status

MORE Stat MORE Long Op Status

Get Physical Device Information

To view physical device information:

1. Select Information and Parameters from the Main Menu by typing <2>. Press Enter. The
following screen appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

#. Gek Conbroller IsFesmation

i. GeE Logical beviced lafermation

?. bet Fhpsical Bewice Information

4. Ger and St Contrsller Paradmeiers

i, ek and Set Legicsl Bewice Parameters
. Gek and Set Fhgsical bevlce Parametors
fi, BeE Physical Bewice Statistics

Information and Parameters Screen

2. Select Get Physical Device Information by typing <2>. Press Enter. The following screen

appears.

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

F
#. Gek Conbroller Isfermation
i. GeE Logical bewice Iafermation
2. bDek Phpsical Bewice Information
3. Get and Se¢t Comtreller Parameters
B, Oek and Set Lpgicsl Bewice Parameters
5. Get and Set Phgsical Bevice Parametors
fi, GeE Physical Bewice Statistics

EnEpr Channe]l Honkber

Get Physical Device Information
Enter Channel Number Screen

3. To get information on a specific physical device, type the channel number of the physical

device. Press Enter. The following screen appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

’
#. Gek Conbroller IsFesmation
i. GeE Logical beviced lafermation
?. bet Fhpsical Bewice Information
4. Ger and St Contrsller Paradmeiers
i, ek and Set Legicsl Bewice Parameters
. Gek and Set Fhgsical bevlce Parametors
fi, BeE Physical Bewice Statistics

Enker Targek 1B

Get Physical Device Information
Enter Target ID Screen

4. Typethetarget ID number of the specific device. Press Enter. The following screen appears.

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

Lhannel | largel LD =1 I.'uul]g Sfalus 1 Hxl
Dey EBeabe: 1 Batys WMdth @ 2 Dey Bpeed (mhz]s 10

B Pores 1o Emain Connect [nfo @ @xF1  Hax Tags @ 53
WAL Addres= 5 00,00, 00,00, 60, 60, 65, 6

Dper Statws @ @0 Parlty Errors: @ Soft Errors i
Hard Errors i || Hise Errors ; @ PFA= Debecbed ; 0

Dev Bk Size @ 51F  dwlg Dew Size {WBH: BOE3  Device Size (ME):1 8584

Inquiry bata {bybes B-47):
(bgbes 18-35):
serial Humber: FeOSTITISTIEISIADT BEMGEESIdgdd

Enter <Escr For previsws menu, carrlage return For refresh

Physical Device Information Screen

Physical device information shown on the screen and possible values are defined in Table 3-4.
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Table 3-4.

Physical Device Information

Information Selection

Definition

Channel Channel Number
Range = 0-5
Target ID Target ID

Range = 0-126 (excluding 112 and 113)

Config Status

Configuration status bits

Bit 0=1 if the physical device is part of a fault tolerant RAID
configuration

Bit 2=1 if the device is local to the controller

Bit 2=0 if the device is remote to the controller.

Dev State Physical device state (valid only if device is part of a
RAID/Fault-Tolerant configuration)

Data Width Negotiated data width size in bits

Device Speed Negotiated physical device speed in MHz per second.

# Ports Number of port connections available for this device

Chan Connect Info

Channel Connection Information
Bit 7: ChnB MSb

Bit 6: ChnB

Bit 5: ChnB

Bit 4: ChnB LSb

Bit 3: ChnA MSb

Bit 2: ChnA

Bit 1: ChnA

Bit 0: ChnA LSb

Max Tags

Maximum Number of tags. If the number is 0, device is working in
non-tagged mode.

MAC Address

Network address (MAC address). 0 if MAC address is not valid.

Oper Status

Physical device operations status

Bit 0=1 if consistency check is in progress

Bit 1=1 if rebuild is in progress

Bit 2=1 if making data consistent is in progress

Bit 3=1 if physicla device initialzation is in progress
Bit 4=1 if data migratio is in progress

Parity Errors

Number of Parity Errors

Soft Errors

Number of soft errors

Hard Errors

Number of hard errors

Misc Errors Number of miscellaneous errors

PFAs Detected Number of Product Failure Analysis detected

Dev Blk Size Device block size in bytes. The vaule is 0 for non-block devices

Orig Dev Size Original device size in 512 byte block or MB. A vaule of 0 for a disk
device indicatesthat the device is connected but is not usable.

Device Size Device size (configurable) in 512 byte block or MB. A vaule of O for
a disk device indicatesthat the device is connected but is not usable.

Inquiry Data First 36 bytes of SCSI INQUIRY data.

Serial # Serial number of the physical device

Get and Set Controller Parameters

Controller parameters affect the functionality of the controller. These parameters areinitially set at
the factory with default values that have been found to work well in amajority of applications and
environments. Refer to “ Controller Parameters’ on page 2-1 for a detailed procedure for modifying
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the default settings. Descriptions of the parameters and associated settings are provided in Appendix
B, “Controller, Logical Device, and Physical Device Parameters,” and Table 2-1 on page 2-2.

Get and Set Logical Device Parameters

Changing the logical device parameters cannot be performed until you create logical devices. The
write policy parameter isthe only logical device parameter that you can change using the Get and
Set Logical Device Parameters function.

To change the write policy parameter:

1. Select Information and Parameters from the Main Menu by typing <2>. Press Enter. The
following screen appears:

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

&, Cek
[l
ek
(Hili
Bek
Gl
Eek

oL S
oW i i

Conbroller Isfermation

Logical bévice Iafermation
Fhysical Bewice Infarmation

and St Contrallar FPardmeters

and Eet Logicel Bewice Parameters
and Set Fhgoical Dewlce Parametors
Physical Bewice Statistics

Information and Parameters Screen

2. Select Get and Set Logical Device Parameters by typing <4>. Press Enter. The following
screen appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

h
#. Gek Conbroller IsFesmation
i. GeE Logical beviced lafermation
?. bet Fhpsical Bewice Information
4. Ger and St Contrsller Paradmeiers
i, ek and Set Legicsl Bewice Parameters
. Gek and Set Fhgsical bevlce Parametors
fi, BeE Physical Bewice Statistics

[[ERTER PRERHETER : |
Enter Systen beiee

{#,1,2)

Get and Set Logical Device Parameter
Enter Logical Device Screen

3. Typethe number for the system drive (logical device) whose parameters you want to change.
Press Enter. The following screen appears.

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

mﬂﬂ
Raid Lewel i % b State ¢ 1 RAID DEw Hum 3 2
Stripe Siee (EEj: &N

- Far.

1} Rédl Conbrel @ Eath

Enter <Escr For previews menu, a 1 to change weite thru-wribe back

Get and Set Logical Device Parameter
Change Parameter Screen
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This screen shows the logical device parametersin two sections: Read Only Parameters and
Read-Write Parameters. The read only parameters are provided only to show the current

settings for the logical device. The following table lists the read only parameters:

RAID Level The RAID level associated with the configuration. Refer to Table 2-2
on page 2-14 for more information.
Dev State The current device state. Refer to “Show Drives, Change Drive

Logical Device State

State” on page 3-9 for more information.

RAID Dev Num

RAID Device Number

The RAID device number is assigned by the firmware and is related
to the RAID device type.

Stripe Size

The stripe size assigned to the configuration during the create
configuration process.

The Read/Write parameter provides away to configure the write policy. The write policies are
write-through or write-back. Write-through writes data to the device before returning
completion status to the host. Write-back returns a completion status to the host as soon as the
cache receives the data. The target device receives the data at a more appropriate time. (For
more detailed information, refer to the Encyclopedia of Controller Fundamentals and

Features, PN 775041.)

CORTROLLEE TWFE

o HE [Uer:

Head Uily FarameDics

Rald Lewel -]
Stripe Size (HE):
Far.

oglcal bevice Faraseters

£

1} R#H Conbrel @ Eatk

Enter BW Contrel Walss (0 = Wite Thru,

To change the read/write control type <1>. Press Enter. The following screen appears.

w b CORFTOURATION F ARHIHISTEST 0N

ey State ¢ 1 RAID DEw Hum 5 2

1 = Write Back)

Get and Set Logical Device Parameter
Enter Read/Write Control Value Screen

5. Typethe number (1 or 0) for read/write control. Press Enter. The following screen appears.
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CORTROLLEE TWFE

s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

e InHS
Logical Device Farameters
Head Unly FarcaneDirs
Raild Lewel i 5
Srripe Size (HEj2 &%
= Far.
i} K#Hl Contrel @ Thee

ey State ¢ 1 RAID DEw Hum 5 2

Enter {Esck For previews menid, 4 1 to change welbte bthru-wribe ik

Get and Set Logical Device Parameter
Changes Updated Screen

The embedded configuration utility immediately changes the read/write control and updates
the information on the screen. This parameter does not require a controller reset to take affect.

Get and Set Physical Device Parameters

Changing the physical device parameters cannot be performed until the physical device has been

configured into a RAID device.

To change a physical device parameter:

1. Select Information and Parameters from the Main Menu by typing <2>. Press Enter. The

following screen appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

#. Gek Conbroller IsFesmation

i. GeE Logical beviced lafermation

?. bet Fhpsical Bewice Information

4. Ger and St Contrsller Paradmeiers

i, ek and Set Legicsl Bewice Parameters
. Gek and Set Fhgsical bevlce Parametors
fi, BeE Physical Bewice Statistics

Information and Parameters Screen

2. Select Get and Set Physical Device Parameters by typing <5>. Press Enter. The following
screen appears.

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

*
#. Gek Conbroller Isfermation
i. GeE Logical bewice Iafermation
2. bDek Phpsical Bewice Information
3. Get and Se¢t Comtreller Parameters
B, Oek and Set Lpgicsl Bewice Parameters
5. Get and Set Phgsical Bevice Parametors
fi, GeE Physical Bewice Statistics

Enter Channel Hunbes

Get and Set Physical Device Parameter
Enter Channel Number Screen

3. Typethe channel number of the physical device for which the parameters are being changed.
Press Enter. The following screen appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

=
#. Gek Conbroller IsFesmation
i. GeE Logical beviced lafermation
?. bet Fhpsical Bewice Information
4. Ger and St Contrsller Paradmeiers
i, ek and Set Legicsl Bewice Parameters
. Gek and Set Fhgsical bevlce Parametors
fi, BeE Physical Bewice Statistics

Enter Target 1B

Get and Set Physical Device Parameter
Enter Target ID Screen

4. Typethetarget ID for the physical device for which parameters are being changed. Press
Enter. The following screen appears.

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

1) Trancher Upeed (Ahe): B 2 TeansfFer wdeh (pics): @

Enter <Escr For previews menu, a diglt {1-2} to seb a parascter

Get and Set Physical Device Parameter
Enter Parameter Screen
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The screen shows the values for the transfer speed and transfer width. The following table
defines the values for transfer speed and transfer width.

Transfer Speed (MHz)

This parameter sets the maximum transfer rate for each device. The
possible settings are 0 for asynchronous, 5, 10, 20, 40, 80, and 1000
for fibre.

Transfer Width (bits)

This parameter determines the maximum data transfer width size in
bits. The possible settings are 0 = serial, 1 = 8 bits, and 2 = 16 bits.

5. Typethe number (0 or 1) of the parameter you wany to change. Press Enter. Depending on the
parameter you want to change, one of the following screen appears showing the selected
parameter and a range of possible values.

CORTROLLEE TWFE

Enter Transfef

MR [Uers T

Phyz=ical Deuvice Farmamelers
1) ITranthir Yped (ARF)Z 0

wpid (MR, walld values are 18, 20, &2, &0, 1000 (Fibre) )

CORFITOURATION & AEHIHESTEST ION

24 Transfer Wideh (pirs): @

Get and Set Physical Device Parameter
Transfer Speed Screen
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CORTROLLEE TWFE s HE [Uer s MT

NrT1NHE
Fhyu=ical bevice Farameters

b CORFTOURATION 7 ADHIMISTEST ION

1} Tranchir Spied (aBe): @ 0 2) Transfer Wdeh (pivs): o

Enter btransFer wigth (1 - & blts, 2 - 96 biks)

Get Physical Device Statistics

To view the physical device statistics:

following screen appears.

Get and Set Physical Device Parameter
Transfer Width Screen

6. Typethe new value for the physical device parameter. Press Enter. The physical device
parameter is updated. If you want to update the other parameter, press Esc. The Information
and Parameters screen appears. Repeat steps 2 through 6.

7. Reset the controllers. The changes do not take affect until the controllers have been reset.
(Refer to “Reset Controller or Channel” on page 3-62.)

1. Select Information and Parameters from the Main Menu by typing <2>. Press Enter. The
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

#. Gek
1. Gl
2. bGek
4. Get
i, Eek
5. Gek
f, EeE

Conbroller Infarmation

Logical bévice Iafermation
Fhpsical Bewice Information

anid St Cohtraller Pirdmeters

and Set Legicsl Bewice Parameters
and Set Figsical bevlce Parametors
Physical Bewice Statistics

2. Select Get Phys Device Stats by typing <6>. Press Enter. The following screen appears.

Information and Parameters Screen

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

B, Gek
1. Ll
2. Gek
. Gl
., Bek
5. Get
fi, Eek

B
Conbroller InFarmation
Logical biwice Infermation
Phpsical Bewice Information
anid Se#t Cemtreller Parameters
and Set Logicsl Bewice Parameters
and Srt Figsical bewice Parameters
Physical Bewice Statistics

Enter Channel Hunbes

3. Typethe channel number of the device. Press Enter. The following screen appears.

Get Physical Device Statistics
Enter Channel Number Screen
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

L]
#. Gek Conbroller IsFesmation
i. GeE Logical beviced lafermation
?. bet Fhpsical Bewice Information
4. Ger and St Contrsller Paradmeiers
i, ek and Set Legicsl Bewice Parameters
. Gek and Set Fhgsical bevlce Parametors
fi, BeE Physical Bewice Statistics

Enter Target 1B

Get Physical Device Statistics
Enter Target ID Screen

4. Typethetarget ID of the device. Press Enter. The following screen appears.

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

nrrines ;g

Phusical Bewice Statistics
Lhannel | largel 1D =1 maec From sEarfup @ WIEENN
Hup Resds: Bome 3 0 Mam Wites Done H
Hiim Chide Bobiee @ 0 Hum Ceds Wadting @ @

Enter <Escr For previsws menu, carrlage return For refresh

Physical Device Statistics Screen

The physical device statistics definitions and possible values are listed in Table 3-5.
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Table 3-5. Physcial Device Statistics

Statistic Parameter Definition and Range of Values

Channel Channel Number (Range =0 - 5)

Target ID Target ID (Range =0 — 124)

Msec from startup Number of milliseconds from last system/controller power up
Num Reads Done Number of reads done

Num Writes Done Number of writes done

Num Cmds Active Number of commands active on device

Num Cmds Waiting Number of commands waiting to go on device

Start or Stop Long Ops

Start Foreground Initialization
To perform aforeground initialization, refer to “ Start Foreground Initialization” on page 2-34.

Stop Foreground Initialization

To stop aforeground initiaization that isin progress, refer to “ Stop Foreground Initialization” on
page 2-36.

Start Consistency Check

NOTE: A consistency check cannot be performed on adevice configured for
RAID 0.

To perform a consistency check:

1. Select Start or Stop Long Ops from the main menu by typing <3>. Press Enter. The following
screen appears.

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

start Foregrossd Indtialization
Stop Foregrousd Iaitialization
Ekart Consistemcy Chech

. Stop Consitbinty Cheehk

EEart Consisbescy Check w/Restore
Stop Consistency etk w/Restore
Ekarkt REebuild

Stop Rebullad

Start Backgrowed Indtialization
Stop Backgrousd Iailislization

LR - - - )

Enter option, <Escy Fer prewlous menu

Start or Stop Long Ops Screen
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2. Select Start Consistency Check by typing <2>. Press Enter. The following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

:
#. Start Foregrosesd Indtislization
1. Stop Foregrousd Iaitializatian
2. Skart Consistency Chech
4. Stop Consictenty Chetk
B, Skart Conzistency Check w/Aestore
E. Stop Consistency Chenih wifestars
Skart Eebuild
Stop Rrbuild
Start Backgroesd Indtialization
Stop Nackgrousd Iailislization

s M-

Enter Systen beiee
{8,0,2)

Start Consistency Check
Enter System Drive Screen

3. Typethe number of the system drive for which the consistency check is performed. Press
Enter. The following screen appears.

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

CHECE SDRU 3 @1 L
I

B, Etart Foregroesd Isdtislization
1. Stop Foregrousd Iaitialization

2, EEart Consistency Check

3. Stop Consisbincy Chehck

B, EEart Consistescy Check w/RAestore
5. Stop Consistency Check wilestare
fi, SEart Eebuild

7. Etop Rebuild

W, Start Nackgrowsd Isitislization
9. Etop Backgrowed Isdtialization

[EHTER PARAHETER : |
Farikty check starbed seccessfully

Press any key bo cestinee

Start Consistency Check
Successfully Started Screen

The consistency check starts immediately and a message at the bottom of the screen indicates
that the consistency check has started successfully. The message line provides a progressive
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report on the percentage of the consistency check completed. When the embedded
configuration utility finishes the consistency check, it displays the following message:

CHK SD #x COMPLETE
SD #x is the system drive on which the consistency check was running.

4. Pressany key to continue. Select additional system drivesfor consistency check asdescribed in
Step 3.

Stop Consistency Check
To stop a consistency check that isin progress:

From the Start or Stop Long Ops menu, select Stop Consistency Check by typing <3>. Press
Enter. The following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

ol SRE ;]
EHEK FRILED 1 COBE 107

#. EEart Foregroesd Isdtialization
Stop Foregrousd laitialization
tart Consisbency Check

. Stop Concitbescy Chech

Skark Conzizhbency Check w/Ae=tore
Stop Consistency Check wifestare
Skart FErbuild

Stop Rrbuild

Start Nackgrousd Initiaslization
Stop BEackgrooed Indtialization

HOE WSS .

EnEer option, (iscd Fer previous menu

Start Consistency Check
Stopped (Failed) Screen

The consistency check stopsimmediately and returns an error code of 107, indicating that the
operation was terminated. Refer to Appendix A, “Messages and Error Codes,” for a complete
list of messages.

Start Consistency Check with Restore

To perform a consistency check with restore:

1. Select Start or Stop Long Ops from the Main Menu by typing <3>. Press Enter. Thefollowing
screen appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

. Etart Foregrossd Isdtislization

Stop Foregrousd laitialization
tart Consisbency Check

itop Concisbency Chech

Skark Conzizhbency Check w/Ae=tore
Stop I:nn::ls_-tm,- ot w/lestare
Skart FErbuild

Stop Rrbuild

Start Backgroewed Indtislization
Skop Backgrousd Iailialization

Enter apblon, <Escd Feer prewlous mend

Start or Stop Long Ops Screen

2. Select Start Consistency Check w/Restore by typing <4>. Press Enter. The following screen

appears.
CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN
(EEETTE
L]
8. Etart Foregrowsd Isdtislization

1.
2,
a.
&,
G.

i
T.
H
7

1w,

Stop Foregrousd Iaitialization
Skark Consishbency Check

Stop Consisbency Chenck

ESkart Consistescy Check w/Bestore
Stop Consistency Chech w/Restore

« BEart Rebuild

Stop Rebuild

. SEart Nackgrowsd Imitislization
. Eftop Backgrowed Iaitialization

Enkter Spsten briee

1,2}

Start Consistency Check with Restore

Enter Logical Device Screen

3. Typethe number of the system drive for which the consistency check with restore is
performed. Press Enter. The following screen appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

CHECE SDRU 1 @ ¥%

h
#. EEart Foregroesd Isdtialization
Stop Foregrousd laitialization
tart Consisbency Check
. Stop Concitbescy Chech
Skark Conzizhbency Check w/Ae=tore
Stop Consistency Mok w/Restore
Skart FErbuild
Stop Rrbuild
Start Nackgrousd Initiaslization
Stop BEackgrooed Indtialization

HOE WSS .

Enter aptlon, <{Escr For previous meme

Start Consistency Check with Restore
Successfully Started Screen

The consistency check with restore starts immediately. The message line provides a
progressive report on the percentage of the consistency check with restore completed. When
the embedded configuration utility finishes the consistency check, it displays the following

message:
CHK SD #x COMPLETE

SD #x is the system drive on which the consistency check was running.

4. Pressany key to continue. Select additional system drives for consistency check with restore as
described in Step 3.

Stop Consistency Check with Restore

To stop a consistency check with restore that isin progress:

From the Start or Stop Long Ops menu, select Stop Consistency Check w/Restore by typing
<5>, Press Enter. The following screen appears.
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Start Rebuild

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

ol SRE ;]
EHEK FRILED 1 COBE 107
*

#. EEart Foregroesd Isdtialization
Stop Foregrousd laitialization
tart Consisbency Check

. Stop Concitbescy Chech

Skark Conzizhbency Check w/Ae=tore
Stop Consistency Check wifestare
Skart FErbuild

Stop Rebuild

Start Backgroesd Indtialization
Stop Nackgrousd Iailislization

L - - -

Press any kep be ot ines

Start Consistency Check with Restore
Stopped (Failed) Screen

The consistency check with restore stopsimmediately and returns an error code of 107,
indicating that the operation was terminated. Refer to Appendix A, “Messages and Error
Codes,” for acomplete list of messages.

After you replace a drive that has failed, use the Rebuild function to restore the original datato the
replacement drive. Use the Rebuild function if the automatic rebuild controller parameter is not
enabled. (Refer to “Replacing a Failed Disk Drive” on page 1-8 for information about Automatic
Rebuild.) Before rebuilding a replacement drive, the following must be met:

RAID 0 cannot be rebuilt.

The Rebuild function can be run only through CO.

The replacement drive size must be the same or larger than the failed drive.
Automatic Rebuild and Operational Fault Management must be disabled.

Rebuilding adrive can impact controller performance. Use the Rebuild and Check Consistency
Rate function described in Appendix B, “Controller, Logical Device, and Physical Device
Parameters,” and Table 2-1 on page 2-2 to vary the resources that the controller allocatesto the
rebuild.

To perform arebuild:

1. Select Start or Stop Long Ops from the Main Menu by typing <3>. Press Enter. The following

screen appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

#. Start Foregrosesd Indtislization
1. Stop Foregrousd Iaitializatian

2. Skart Consistency Chech

4. Stop Consictenty Chetk

B, Skart Conzistency Check w/Aestore
E. Stop Consistency Chenih wifestars
fi, Stark Rebuild

7. Stop Rebuild

B. Start Backgrowed Inditislization
9. Stop Dackgrousd Iailislization

Enter apblon, <Escd Feer prewlous mend

Start or Stop Long Ops Screen

2. Select Start Rebuild by typing <6>. Press Enter. The following screen appears.

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

(AT

#. Start Foregrossd Indtislization
1. Stop Foregrousd Iaitialization
2. Etart Consisbency Chech

3. Stop Consisbincy Chehck

B, Etart Conzistemcy Check w/Restore
5. Stop Consisbency otk wiA@stors
i, SEark Eebuild

7. Stop Rebulilad

W, Start Nackgrowsd Isitislization
9. Etop Backgrowed Isdtialization

Enter Channel Homher

Start Rebuild
Enter Channél Screen

3. Typethe channel number of the drive to be rebuilt. Press Enter. The following screen appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

B
#. Start Foregrosesd Indtislization
1. Stop Foregrousd Iaitializatian
2. Skart Consistency Chech
4. Stop Consictenty Chetk
B, Skart Conzistency Check w/Aestore
E. Stop Consistency Chenih wifestars
fi, Stark Rebuild
7. Stop Rrbulld
W, Start Nackgrowsd Isitialization
9. Stop Backgrownd Isdtialization

Enter Target 1B

Start Rebuild
Enter Target ID Screen

4. Typethetarget ID of the drive to be rebuilt. Press Enter. The following screen appears.

CORTROLLEE T¥FE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN

RELD SORU RO B9
B

B, Etart Foregroesd Isdtislization
1. Stop Foregrousd Iaitialization

2. Skart Consistency Check

3. Stop Consisbincy Chehck

B, Start Consistemcy Check w/Restore
5. Stop Consistency Chech w/Restore
Skart Rebuild

Stop Rebuild

Etart Backgrowed Indtialization
Stop Nackgrousd lailializatian

Press any key bo cestinee

Start Rebuild
Successfully Started Screen

The rebuild starts immediately. The message line provides a progress report on the percentage
of the rebuild compl eted.

5. Pressany key to continue. The following screen appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

RBLD 2:3 COHFLETE

#. EEart Foregroesd Isdtialization
Stop Foregrousd laitialization
tart Consisbency Check

. Stop Concitbescy Chech

Skark Conzizhbency Check w/Ae=tore
Stop Consistency Mok w/Restore
Skart FErbuild

Stop Rrbuild

Start Backgroesd Indtialization
Stop Nackgrousd Iailislization

L - - -

Enter apblon, <Escd Feer prewlous mend

Start Rebuild
Completed Screen

When the embedded configuration utility finishes the consistency check, it displaysthe
following message on the message line:

RBLD c:t COMPLETE
c:t are the channel and target |Ds of the drive that was rebuilt.

If you enter an incorrect channel or target 1D, the following error message appears on the
message line;

CHK SD #3 COMPLETE

An additional message appears at the bottom of the screen:

Rebuild failed, invalid device address
Press any key to continue

Press any key to continue. The Start or Stop Long Ops screen appears enabling you to re-enter
theinformation to rebuild the drive.

To stop arebuild that isin progress:

From the Start or Stop Long Ops screen, select Stop Rebuild by typing <7>. Press Enter. The
following screen appears.
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CORTROLLEE TWFE s HE [Uer s mmr i CORFTEURATION § &DE

ol SRE ;]
RELD FAILED 1 COBE 107

#. Start Foregrowsd Isdtislization
Stop Foregrousd laitialization
Etart Consistency Check

. SEop Concistimty Chech

Start Conzistency Check w/Aestore

Stop Consistency Check wifestare
Skart FErbuild

Stop Rrbuild

Start Nackgrousd Isitiaslization
Stop Backgrowed Isdtislization

OES SRR e

Press any kep be ot ines

THISTREAT [N

Stop Rebuild
Rebuild Stopped (Failed) Screen

The rebuild stops immediately and returns an error code of 107, indicating that the operation
was terminated. Refer to Appendix A, “Messages and Error Codes,” for a complete list of

messages.

Start Background Initialization

To perform background initialization:

screen appears.

Background initialization makes uninitialized system drives consistent by setting parity while,
simultaneously, the host has read and write access to the system drive. Background initialization can
take place while the host is accessing the system drive. Array performance is degraded durning
background initialization because every write operation requires access to al drivesin the RAID
goup. Array performance improves after the system drives have been initialized.

1. Select Start or Stop Long Opsfrom the Main Menu by typing <3>. Press Enter. The following
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

#. Start Foregrosesd Indtislization
1. Stop Foregrousd Iaitializatian

2. Skart Consistency Chech

4. Stop Consictenty Chetk

B, Skart Conzistency Check w/Aestore
E. Stop Consistency Chenih wifestars
fi, Stark Rebuild

7. Stop Rebuild

B. Start Backgrowed Inditislization
9. Stop Dackgrousd Iailislization

Enter apblon, <Escd Feer prewlous mend

Start or Stop Long Oper ations Screen
To return to the Main Menu, press Esc.

2. Select Start Background Initialization by typing <8>. Press Enter. The following screen
appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

0. Start Foreqround Initialization
1. Stap Fareground Initialization

¥. Start Gonsistency Check

. ftap Consistency Check

k, Start Conzistency Check wiResbore
5. Step Consistency Check wiResbore
&. Start Aebuilnd

¥. Stop Aebulld

&. Start Background Inltlalization
#. Stap Background Initialization

Enter Systen briee
{9,1,2)

Start Background Initialization
Enter System Drive Screen

To return to the previous screen, press Esc.

3. Enter the system drive number that you would like to initialize. Press Enter. The following
screen appears.
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[T
BEIHIT SHRU & 1 16%

. Start Foreground Initialization

- Stap Fareground Initializarion

. Start Gonsistency Check

. itep Cansistency Check

. Start Conzistency Check wiBesbnre
- Ztap Consistency Check w/Resbore
. Start Hehudild

. Stag Awbulld

. Start Background Initialization

. Stap Background Initialirzation

L B L o R ]

Enter option, <Escy Fer previous mend

ATTENTION:

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

Start Background Initialization
Successfully Started Screen

Selecting Yesimmediately begins the initialization function.

Initializing the wrong system drives results in data | oss.

The background initialization startsimmediately. The message line showsthat the initialization
has started successfully and provides a progressive report on the percentage of initialization
completed. When background initialization has finished, the message line indicates that
initialization has completed as shown in the following screen.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

ol AL ;|
BEIHIT COMPLETE
(T

- Start Fareground Initialirarion

. Stop Faoreground Initialization

. Gtart Conslstency Check

. Stap Cansistency Check

. Gtart Consistency Check wiResbore
. Stop Eonzistency Check wiResbore
. Start Aebulld

. Stap Aebuild

. Start Background Initialiration

. Stap Background Initialization

o A RS

Enker opkion, (fscd Fer previous msenu

Start Background Initialization
Completed Screen

4. Pressany key to continue. Select additional system drives for initialization as described in
Step 3.
5. Press Escto return to the Main Menu.

Stop Background Initialization
To stop a background initialization that isin progress:

1. Fromthe Start or Stop Long Ops screen, select Stop Background Initialization by typing <9>.
Press Enter. The following screen appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

[T
BEIKIT STATUS 107

. Start Foreground Initialization

. dtap Fareground Initializarion

. Start Consistency Check

. itap Censlstency Check

. Start Consistency Check wiResbore
. itep Consistency Check w/Resbore
. Ftart Hehudild

. Stop Aebulld

. Start Background Initializabion

. Stag Backgraund Initialization

L R RN e ]

Enter apblon, <Escd Feer prewlous mend

Start Background Initialization
Stopped Screen

The background initialization stops immediately and returns an error code of 107, indicating
that the operation was terminated.

2. PressEscto return to the Main Menu.

Controller and Host Operations

Get Dual Controller Status

To view dual controller status:

1. Select Controller and Host Operations from the Main Menu by typing <4>. Press Enter. The
following screen appears.
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CORTROLLEE TWFE s HE [Uer s

Partner: ACEiwe

#. Gek Dual Contreller Status
1. Kill Parbier

2. Relinguish Combraller
RSl Conbrol e &r Chdiisl
b, BeESHodiFy Hesk WM Table

Enter option, <Escy Fer prevlous mend

mmr § CORFIEURATION & ARHIMESTEST IO

OEM Reference Manual

Controller and Host Oper ations Screen

2. Select Get Dua Controller Status by typing <0>. Press Enter. The following screen appears.

CORTROLLEE T¥FE o HE [Uar s

Partner ftabtws (eex)z 0 Contraller Info {hex): @

Enter <Escr For previsws menu, carrlage return For refresh

mrr i CORFTOURATION & GRHIMISTEST TN

HnrTinHEs @ @il
Dual Conbroller States Information
SCabus Formal @ F LM = n L1 OFiue & @
Lengkh 1 16 H-5 State (hexk: @ Ebabe ImFo (Bew): B

Get Dual Controller Status Information Screen

3. Toreturn to the Controller and Host Operations screen, press Esc. To refresh the Dual

Controller Status Information screen, press carriage return (Enter).

Thedual controller statusinformation and possible values are listed in Table 3-6 through Table 3-10.
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Table 3-6. Dual Controller Status Information

Information Selection

Definition and Range of Values

Status Format

The Format field indicates the presence of the LUN and logical
device information. This is currently set to 2.

LUN The LUN field identifies the LUN on which the Get Dual Controller
Status command was received.

Sys Drive The Sys drive field identifies the logical device to which the LUN
maps.

Length The Information Length field specifies the length of data following.

State (hex)

The Master/Slave State field spcifies the current state of the
controller-controller nexus. For a list of values and descriptions for
possible states, refer to Table 3-7 on page 3-56

State Info (hex)

The Master/Slave State Additional Information field gives more
information on the relavant Master/Slave state. For a list of values
and descriptions of the additional information, refer to Table 3-8 on
page 3-57

Partner Status (hex)

The Partner Status field describes the current status of the partner
controller. For a list of values and descriptions of the partner status,
refer to Table 3-9 on page 3-57.

Controller Info (hex)

The Dual-Active Controller Information field provides information
about the dual-active controller, refer to Table 3-10 on page 3-58.

Table 3-7. Master/Slave States

Value

Description

00h

Disabled or Simplex

10h

Initial State during Dual Active Boot

12h

Negotiation with Partner Complete

15h

Controller-Controller Nexus Established

17h

Negotiation with Partner Not Complete

20h

Controller in Slot 1 Failed

21h

Controller in Slot 1 Ejected

22h

Controller in Slot 1 Removal Detected

23h

Controller in Slot 1 Inserted

24h

Command Controller in Slot 1 Inserted

25h

Command Controller in Slot 1 to Pause

26h

Paused Controller Slot 1 Ready to Resume

27h

Paused Controller Slot 1 Failed

80h

Controller in Slot 0 Failed

81h

Controller in Slot 0 Ejected

82h

Controller in Slot 0 Removal Detected

83h

Controller in Slot O Inserted

84h

Command Controller in Slot 0 Inserted

85h

Relinquish Control of Slot 1
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Table 3-8. Master/Slave State Additional Information

Value Description

0000h No additional information available.

0106h Firmware Download to Slave Failed

0110h Write Back Synchronization Failed on Channel 0
0111h Write Back Synchronization Failed on Channel 1
0112h Write Back Synchronization Failed on Channel 2
0113h Write Back Synchronization Failed on Channel 3
0114h Write Back Synchronization Failed on Channel 4
0115h Write Back Synchronization Failed on Channel 5

Table 3-9. Partner Status

Value Partner State Description

0000h No Partner Controller is running in simplex mode

0100h Booting From Power-up

0101h Booting Partner is replacement controller

0200h Active Controller-Controller Nexus

0201h Active Partner is survivor

0300h Failed Ping Time-out

0301h Failed Negotiation - Get chunk failure

0302h Failed Negotiation - SCSI Communication Failed or Cables
are wrong or Firmware versions/builds are different

0303h Failed Negotiation - Host ID mismatch

0304h Failed Negotiation - SLIP/DIFFL/FBF Mismatch

0305h Failed Negotiation - Disk Channels available mismatch

0306h Failed Negotiation - Host Channels available mismatch

0307h Failed Negotiation - Firmware version mismatch

0308h Failed Negotiation - Firmware type mismatch

0309h Failed Negotiation - Memory size mismatch

030ah Failed Negotiation - Memory read of partner failed

030bh Failed Negotiation - MS_INTNEG command to partner
failed

030ch Failed Kill Partner command received

030dh Failed Partner failed during failback TID handover

030eh Failed Partner did not enter nexus after negotiation
complete

030fh Failed Partner failed for unknown reason

0310h Failed Write Back Synchronization Failed on Channel 0

0311h Failed Write Back Synchronization Failed on Channel 1

0312h Failed Write Back Synchronization Failed on Channel 2

0313h Failed Write Back Synchronization Failed on Channel 3

0314h Failed Write Back Synchronization Failed on Channel 4

0315h Failed Write Back Synchronization Failed on Channel 5

0316h Failed Negotiation - Firmware build mismatch

0317h Failed Negotiation - Device Channel cables are crossed

0320h Failed Hot pull of partner detected while nexus active
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Value Partner State Description

0321h Failed Partner absent at boot

0322h Failed Power failed before failover finished

0323h Failed Power failed before relinquish finished

0324h Failed Controller-Controller locking had unrecoverable
SCSil error

0400h Removed Partner is removed

0500h Inserted Partner is inserted

Table 3-10. Dual-Active Controller Information

Field Description

Navtive Slot Number Identifies the controller slot number that services the Target ID (TID)
used to send this command when there is no failed controller.

Controller Slot Number | Identifies the actual controller slot number.

Native TID Set if this command was received on the controller’'s primary TID.
SCSI TID Identifies the TID used to send this command.
Port ID Identifies either the TID used to send this command (parallel SCSI) or

the Loop ID used to send this command (Fibre SCSI).

Kill Partner

TheKill Partner function enables you to hold one controller in reset when operating in adual -active
configuration, forcing the system into simplex mode.

To kill apartner controller:

1. Select Controller and Host Operations from the Main Menu by typing <4>. Press Enter. The
following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

#. Gek Dual Contreller Status
1. Kill ParUiir

2. Relinguish Combraller

4. Resel Gonbreller o Chdniel
b, BeESfHndiFy Host W Table

Enter option, <Escy Fer prewious menu

Controller and Host Oper ations Screen
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2. Select Kill Partner by typing <1>. Press Enter. The following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

1
#. Gek Dual Contreller Status
1. Kill Parbier
2. Relinquish Contraller
3. Reser Conbrollér & Chaitiel
B, GeCfHOOLIFy Heslh WH Table

iFe you suFe pou st te KL11 the partner (Y For ges, oS0 P peewlous menid)

Kill Partner Controller
Confirmation Screen

3. If you do not want to kill the partner controller, press Esc to return to the previous menu. If you
want to kill the partner controller, type <y>. Press Enter. The partner controller isimmediately

held in reset. The following screen appears.

CORTROLLER TWPE o HE [Wer: waw b CORFIOURATION  GEHIHESTRET [OM
Fartner: Failed (1F)

Gek Dual Conbreller Status
Kill Parbivier

Relinquish Coentraller

Rl Conbrol i er Chaniel
BekfHodiFp Host W Tahle

FIEEET

Enkter option, dEschy Fer prevlous menu

Kill Partner Controller
Partner Failed Notification Screen

A status message appears stating that the partner has failed due to error #12, indicating a Kill

Partner command was received.
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Relinquish Controller

The Relinquish Controller function enables you to restart a controller that has been held in reset in
a dual-active configuration. Use the Relinquish Controller function to:

e Return acontroll held in reset by the Kill Command to online
»  Bring areplacement controller online

NoTE: The Relinquish Controller function starts a failback operation that,
depending on the drive spin up settings, can take several minutes.
When the failback operation is complete, a message appears.

To relinquish a partner controller:

1. Select Controller and Host Operations from the Main Menu by typing <4>. Press Enter. The
following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

Gek Dual Combreller Status
Kill Parbber

Relinquish Contraller

. Regiel Conbrol i & Chdiiitel
BeESHndiFy Besk M Tabhle

FIELEET

Enter option, <Escy Fer prevlous mend

Controller and Host Oper ations Screen

2. Select Relinquish Controller by typing <2>. Press Enter. The following screen appears.
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CORTROLLER TWF we W [Mer: o b COKRFIBURATION  GEHIHESIRAET [OM
Fartner: Failed (1)

:
#. Gek Dual Contreller Status
1. Kill Parbier
2. Relinquish Contraller
3. Reser Conbrollér & Chaitiel
B, GeCfHOOLIFy Heslh WH Table

iFe you sure pod st te relingulsh the partner {y For ges, oS50 FOF pEeU menu)

Relinquish Partner Controller
Confirmation Screen

3. If you do not want to relinquish the partner controller, press Esc to return to the previous menu.
If you want to relinquish the partner controller, type <y>. Press Enter. The partner controller is
immediately brought online. The following screen appears.

CORTROLLEE TVFE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN
Partner ! BCElve

Gek Dual Conbreller Status
Kill Parbivier

Relinquish Coentraller

Rl Conbrol i er Chaniel
BekfHodiFp Host W Tahle

FIEEET

Enkter option, dEschy Fer prevlous menu

Relinquish Partner Controller
Partner Active Notification Screen

A status message appears stating that the partner controller is now active.
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Reset Controller or Channel

Some controller parameters do not take affect until the controllers have been reset. Mylex also
recommends resetting the controllers after creating a new array configuration. The reset channel
function issues a bus reset to the selected channel.

To reset the controllers or channel:

1. Select Controller and Host Operations from the Main Menu by typing <4>. Press Enter. The
following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

Gek Dual Combreller Status
Kill Parbivr

Relinguish Centraller

. Resel Gonbreller o Chdniel
BrkfHndiFp Bost W Tahle

FELEET

Enter option, <Escy Fer prewious menu

Controller and Host Operations Screen

2. Select Reset Controller or Channel by typing <3>. Press Enter. The following screen appears.
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CORTROLLEE TWFE s B [ r mmr § CORFIEURATION & ARHIMESTEST IO

Reset Conbroller o Phgsical Channel? (¢ = conktroller, p - phags Channel)

Controller and Host Oper ations
Reset Controller or Channel Screen

3. Toreset the controllers, type <c>. Press Enter. The controllers immediately reset and reboot.

NoTe: Depending on the drive spin up settings, acontroller reset may take
several minutes to complete.

After the controllers have finished resetting, the STARTUP COMPLETE message appears.
Restart the embedded configuration utility by typing the Break command.

4. To reset achannel, type <p>. Press Enter. The following screen appears.
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ERtEr & Chanhil iy
8,9,2,0a,08,%]

Controller and Host Oper ations
Reset Channel Screen

5. Typethe number of the channel to be reset. Press Enter. The channel isimmediately reset. The
embedded configuration utility does not return any status, but immediately returns to the
Controller and Host Operations screen.

Get/Modify Host WWN Table

The controllers maintain a host WWN table until the configuration is cleared. Entriesin the WWN
table corresponding to hosts no longer logged into the controller remain consumed and unusable,
potentially limiting the ability to provide storage access to newly added hosts. Using this function,
you can delete unused host WWNSs.

To view the Host Index-to-WWN table:

1. Select Controller and Host Operations from the Main Menu by typing <4>. Press Enter. The
following screen appears.
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Controller and Host Oper ations Screen

2. Select Get/Modify Host WWN Table by typing <4>. Press Enter. The following screen

appears.

CORTROLLEE TVFE o HE [Uar s mrr i CORFTOURATION & GRHIMISTEST TN
Partner ! BCElve

Controller @ Fort 0
L

Husk lndes o Pork Connectisng
d 20,00, 00.=0. 8000846 .87 cipi cipn
1 FO. 0. DLl S0 b Ta_ @7 clpd cipd
[[EHTER FRRAHETER 2 |
oprions:  Belete sabtvies — anter d Return ta prevlous Rend -- EHGEF E5L

Host Index to WWN Table Screen

This screen shows the Host Index-to-WWN table. Thistable is also accessible through the
“SANmapping™” function described on 2-23. Thistableis recreated every time the
configuration is cleared. Throught this screen you can delete entries in the Host
Index-to-WWN table. If you do not want to delete a Host Index-to-WWN table entry press

Esc. The “Controller Host Operations’ screen appears.
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3. Todelettheentriesin Host Index -to-WWN table, type <d>. Press Enter. The following screen

appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

Partner: ACEiwe

Gonkroller 0 Port 0
W

HosE lndes W Park Coied i
2000, 00080 0086 .67 cipi cipn
1 e VIOV TV VO T cipd cipa
[[ERTER PRERHETER : |
Dptions: pelete speclfic enbries enker d
Clear sl Fefresh entire table -- enker o

Host Index to WWN Table
Delete Options Screen

4. This screen gives you the option of deleting all the unused WWN entries at one time or
deleting specific, unused WWN entries. If you want to delete all the unused WWN entries,
type <c>. Press Enter. All unused WWN entries are removed from the table and the new list of
WWN entriesis saved. Only the WWN entries of hosts currently attached to the controller
remain. The “Controller and Host Operations Screen” on page 3-65 appears.

If you want to delete a specific WWN entry, type <d>. Press Enter. The following screen

appears.
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CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO
Partner: ACEiwe

Controller @ Port 0
nrrinHs ;o gl
Ho=t Index bo WHH T3

HosE _lndix L Pork Connect i
E0, 00,000,860 0086 .65 cipe cipn
1 FOL 0. 00 0SB T cipd cipd

Select WM table entries to delete (enber chadces as 8.1,.2.5 or @2 .5)

Host Index to WWN Table
Select Table Entries Screen

Type the host index number of the unused WWN entry that you want to delete. If you want to
delete more thant one entry you can type:

»  Each host index number seperated by a comma (0,1,2,5)

e A range of consecutive host index numbers separating the first host index number
from the last with a hyphen (0-2)

e A combination of range and individual host index numbers (0-2,5)

Using the configuration in the screen shown above as an example, if you wanted to delete Host
Index entry 0, type <0>. Press Enter. The following screen appears.
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controller @ Port 0
nrrinHs ;o gl
Ho=t Index bo WHEH
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Host Index to WWN Table
Save Table Entries Screen

The screen shows that Host Index entry 0 has been removed; however, before the new WWN
table can take effect, you must saveit. If you were to return to the previous menu by pressing
Esc, the Host Index entry you attempted to delete would reappear. To save the new WWN table
type <s>. Press Enter. The embedded configuration utility updates the WWN table and the
“Controller and Host Operations Screen” on page 3-65 appears.

Other actions you can perform from this screen are:

« Deleting additional WWN entries: Type <d>. Press Enter. The “Host Index to WWN
Table Select Table Entries Screen” on page 3-67 appears enabling you to select
additional WWN entriesto delete.

*  Viewing additional pages of WWN entries: In some cases the WWN table can take
several screensto show all of the entries. To see other screens, type <n>. Press Enter.
The next screen of entries appears.

Change Serial Port Usage

The serial port can be configured asaVT100 Terminal Emulation interface or as a trouble shooting
debug tool. Temporarily switching the serial port to debug mode is performed only under
recommendation and direction from atechnical service representative. A password is required to
enter debug mode.

NOTE: Returning to VT100 mode after being in debug mode requires
assistance from atechnical service representative.

To configure the seria port for temporary debug mode:

1. Select Configure Serial Port from the Main Menu by typing <5>. Press Enter. The following
screen appears.

3-68 IBM Confidential Embedded Configuration Utility



OEM Reference Manual

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

#. Swikch bo debug mede

Enter apblon, <Escd Feer prewlous mend

Configure Serial Port Screen

ATTENTION:  You cannot escape from this action after pressing Enter.

2. Select Switch to Debug Mode by typing <0>. Press Enter.

3. PressEnter asecond time to activate the debug menu. The following screen appears.

CORTROLLEE TWFE s HE [Uer s mmr § CORFIEURATION & ARHIMESTEST IO

(TN o
#. Swikch bo debwa mele

Enter password (BeC) te enable Debug Menu...

Debug Password Request Screen

You are prompted for a password to enable the debug menu. This password is only available
from atechnical service representative.
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Appendix A
Messages and Error Codes

This appendix provides alist of possible error messages and alist of error codes. The messages
appear on the LCD screen, if oneis present, or under the MESSAGE: bar on the screen. The
messages provide the user with information, error conditions, and command progress. The messages
are described in Table A-1, and the error codes are described in Table A-2 on page A-4. Certain
features associated with some of the messages and error codes are not supported at thistime.

Messages

Table A-1. Messages

Message

Description

AEMI scan reject #

AEMI scan was rejected

CHCK Failed: Code #

Parity check failed

Check SDRV #: %

Status monitoring the progress of parity check on system drive #.
The LCD must be in monitor mode to receive this message.

CHK SDRV # Complete

Parity check on system drive # has completed

CHK Started SDRV #

Parity check on system drive # has started

DRV Replaced by C:l

A drive has been replaced by Channel:ID

Error Code : nnnn

Diagnostics failed, number indicates type of failure

Fail:Chk/Rbl in Prog

Failure due to a parity check or rebuild already in progress

Failed: Bad EEPROM Failure saving the configuration to EPROM

Failed: Bad NVRAM Failure saving the configuration to non-volatile RAM

Failed: Channel Busy Drive channel is busy

Failed: Check in Prog A parity check is in progress on the addressed system drive
Failed: Disk failed New disk failure

Failed: Drive Dead Failure due to a dead dependent drive

Failed: Drv Not Ready Unable to start drive

Failed: Init in prog Failed because an initialization is in progress

Failed: Invalid Dev Failure due to an invalid device

Failed: Invalid SDRV Failure due to a non-redundant or non-existent system drive
Failed: No Device Drive or other device not available

Fail: Rbl/Chk in Prog Rebuild failed; another rebuild or parity check is in progress
Failed: Start failed Rebuild failed; drive could not start or is online
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Message

Description

Failed: Unknown SDRV

System drive operation failed; affinity is not assigned to this
controller

Failed: State Changed

A change of state has occurred

Fan Failure #

A failed fan has been detected

Fatal Err: RAM Failed

The memory has failed

Fatal Err: RAM Parity

A parity error has occurred on the memory

Fatal Err: FW Chksum

A checksum reveals corrupted firmware

Hardware Err; #

A hardware error has occurred

ID C:I Can’t Rebuild

Drive with ID Channel: ID can’t perform a rebuild

ID C:l Drive Failed

Drive with ID Channel:ID has failed

ID C:I Not Responding

Drive with ID Channel:ID is not responding

ID C:I Removed

Drive with ID Channel:ID has been removed

ID n:n Set to RBLD

Drive with ID Channel:ID has had a state change to rebuild

ID n:n Set to SBY

Drive with ID Channel:ID has had a state change to standby

ID n:n Unconfigured

Drive with ID Channel:ID is not configured

ID Mismatch at n:n

An ID mismatch has occurred with drive Channel:ID

lllegal Request

Operation is no longer supported

lllegal Operation

Operation is illegal; there is no Master/Slave configuration

Init SDRV #: %

Status monitoring the progress of initalization on system drive #. The
LCD must be in monitor mode to receive this message.

Init SDRV Complete

Initialization on system drive # has completed

Invalid drive

Invalid choice of drive

Invalid Device #

Invalid device address

Invalid Option

A submenu was not selected when required

Mirror-Race Checksum

Following a power cycle, a check is performed on the Mirror-Race
Table for valid data and parity

Mirror-Race CR SD #

A mirror-race is being performed on critical system drive #

New COD Config

A new COD configuration has been detected and will be accepted
by the controller

No arrays defined

There are no system drives to delete

Non-Redundant Power

SES and SAF-TE systems only—multiple power supplies are no
longer functioning, the system is operating with one power supply
and has been forced in conservative cache mode

No SDRVs defined

Invalid configuration

OVR-TEMP Failure

The enclosure has detected a temperature above limit

Operation complete

The invoked operation has successfully completed

Parity Check Error

A drive parity error has been detected

Partner : booting

From power-up or Partner is replacement controller

Partner : active

Controller-Controller nexus is established or Partner is survivor

Partner : failed O

Ping Time out

Partner : failed 1

Negotiation—unable to allocate chunk of memory

Partner : failed 2

Negotiation—SCSI communication failed or cables are wrong

Partner : failed 3

Negotiation—host ID jumper mismatch

Partner : failed 4

Negotiation—SLIP/DIFFL/FBR jumper mismatch

Partner : failed 5

Negotiation—number of disk channels available mismatch

Partner : failed 6

Negotiation—number of host channels available mismatch
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Message

Description

Partner : failed 7

Negotiation—firmware version mismatch

Partner : failed 8

Negotiation—firmware type mismatch

Partner : failed 9

Negotiation—memory size mismatch

Partner : failed 10

Negotiation—memory read of partner failed

Partner : failed 11

Negotiation—cache memory size mismatch

Partner : failed 12

Kill Partner command received

Partner : failed 13

Partner failed during failback TID handover

Partner : failed 14

Partner didn’t enter nexus after negotiation complete

Partner : failed 15

Partner failed for unknown reason

Partner : failed 16

Write Back Synchronization Failed on Channel O

Partner : failed 17

Write Back Synchronization Failed on Channel 1

Partner : failed 18

Write Back Synchronization Failed on Channel 2

Partner : failed 19

Write Back Synchronization Failed on Channel 3

Partner : failed 20

Write Back Synchronization Failed on Channel 4

Partner : failed 21

Write Back Synchronization Failed on Channel 5

Partner : failed 22

Negotiation—firmware build mismatch

Partner : failed 23

Negotiation—device cables are crossed

Partner : failed 31

Room for channel expansion

Partner : failed 32

Hot pull of partner detected while nexus active

Partner : failed 33

Partner absent at boot

Partner : failed 34

Power failed before failover finished

Partner : failed 35

Power failed before relinquish finished

Partner : removed

Partner is removed

Partner : inserted

Partner is inserted

Possible Data Loss

Possible data loss has occurred

PWR-SPLY Failure #

A power supply failure has been detected

Race Recovery Begun

Mirror-race recovery has begun

RBLD C:l Complete

The rebuild process has completed on drive Channel:ID

RBLD Failed: Code #

The rebuild process has failed

RBLD SDRV #: %

Status monitoring the progress of a rebuild operation on system
drive #. The LCD must be in monitor mode to receive this message

RBLD Started SDRV #

A rebuild operation has started on system drive #

RestoreCfl NVR2>NVR1

A configuration mismatch has been detected between NVRAM1 and
NVRAM 2

RestoreCfl NVR1>NVR2

A configuration mismatch has been detected between NVRAM1 and
NVRAM 2

RestoreCf2 NVR2>NVR1

A configuration mismatch has been detected between NVRAML1 and
NVRAM 2

RestoreCf2 NVR1>NVR2

A configuration mismatch has been detected between NVRAML1 and
NVRAM 2

SBY size too small

Standby Drive is too small for the existing configuration

SEr: n The number of drive soft errors
SSU Fail C:l A start spin up (SSU) command has failed on drive Channel:ID
Standby Created A standby drive has been successfully created

STARTUP COMPLETE

The controller(s) has successfully completed a power-on self test
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Message Description

UPS AC Power Failure AC power to the UPS failed, displayed if UPS is supported and
enabled

Warm Start Complete A power cycle occurred and successfully completed while the

controller is performing I/O and has a BBU present

Write Policy SD#—Wx The write policy for system drive # is set to write through (WT) or
write back (WB)

Error Codes
Table A-2. Error Codes

Error Code Description

0x0001 Media error

0x0002 At least two physical drives offline

0x0003 Operation failed with bad blocks on drive

0x0004 Operation failed because drive offline

0x0006 Error occurred while transfering data from host

0x0102 Physical drive not present

0x0103 Host block count is zero

0x0104 Operation requested is not implemented (invalid operation code)

0x0105 Parameter specified is out of bounds or not running

0x0106 Controller or system drive or physical device is busy

0x0107 Operation has been terminated

0x0109 lllegal parameter specified in command

0x010a First command to system drive

0x010b Physical drives not yet spun up

0x010c Initialization is in progress or already done

0x010d Check consistency is in progress

0x010e Bad data found in specified read range

0x010f Firmware slave operation failed

0x0110 Migration already in progress

0x0111 Maximum number of system drives already defined

0x0112 System drive to migrate is in CRITICAL mode

0x0113 System drive to migrate is not in ONLINE state

0x0114 Controllers are in dual active mode for Simplex MORE

0x0115 Failover still in progress

0x0116 Migrate command issued to system drive with more than one span

0x0117 Disk drive to add is already part of a system drive

0x0118 Disk drive to add is not in STANDBY mode

0x0119 Multiple system drives defined on pd's to enlarge

0x01la Invalid parameter in MORE data list

0x011b The rebuild/migrate "rate" is set to Oxff

0x011c A drive in system drive to expand is also in other system drive with more than
1 span

0x011d The drive to add is too small

0x011le No memory available to complete the command
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Error Code

Description

0x011f

COD write to disk failed

0x0120

Device trying to get ready

0x0121

Waiting for start unit command

0x0122

Device not be able to get ready

0x0123

Command didn’t complete because controller not active

0x0124

No more devices to report status or information on

0x0125

Max number of enclosures reached (32) enclosures

0x0126

More Get Environmental data than space to return data

0x0127

Parameter is valid, but not supported currently

0x0128

Device scan in progress

0x0129

RAID device type specified is not valid

0x012a

RAID device specified is not found

0x012b

Maximum number of COD groups (64) already used

0x0150

RAID device not available for configuration

0x0151

Maximum number of physical devices reached

0x0152

Maximum number of system drives reached

0x0153

Requested data length larger than allocation length

0x0154

No space available for new configuration

0x0155

Invalid field in configuration data

0x0156

Physical device already in use

0x0157

Data transfer count too small for command

0x0158

Device type specified in configuration data is invalid

0x0159

Device number specified in configuration data is invalid

0x015a

Device name already in use

0x015b

Device specified does not correspond to a RAID device

0x015c

Cannot change RAID device type

0x015d

Cannot change RAID device stripe size

0x015e

Cannot change RAID device number

0x015f

Physical device not connected

0x0160

No COD groups present

0x0161

Bad number of drives to add with MORE

0x0162

User attempted spanning with MORE

0x0163

Physical device must be configured prior to MORE

0x0164

Physical device address was not at LBA 0 in MORE data

0x0165

Physical device only partially used - must used entire physical device

0x0166

System drive definition in MORE data has bad field(s)

0x0167

No SES device found running

0x0168

The configuration data containing the logical device definition is invalid

0x0169

RAID device numbers are out of sequence

0x0l1l6a

RAID device is found, but is not configured

0x016b

Configuration data contains an invalid stripe size
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Appendix B

Controller, Logical Device, and Physical Device
Parameters

This appendix describes the controller, logical device, and physical device parametersin greater
detail than is provided in “ Get and Set Controller Parameters’ on page 2-4, “ Get and Set Logical
Device Parameters’ on page 3-31, and “ Get and Set Physical Device Parameters’ on page 3-34.

Each Mylex controller is shipped from the factory with initial settings that have been found to work
well inamajority of applicationsand environments. These settings are listed asthe controller, logical
device, and physical device parameter settings and vary depending on product and user
reguirements. Some parameters are product or configuration dependent and do not have a
recommended default setting provided.

Default values are provided; however, these are only examples of the most common settings. User
reguirements are not always the same as the suggested default settings, so you may want to modify
certain settings. Additionally, if you are going from a simplex configuration to a dual-active
controller configuration, certain controller parameters must be changed to accommodate the new
dual-active controller configuration.

A thorough understanding of the parametersand settingsis strongly recommended before modifying
the current settings and creating a configuration.

Controller Parameters

The controller parameters are described individually in greater detail than is provided in Table 2-1
on page 2. Some parametersinclude notes of special interest and known side effects of using certain
parameter settings

1. Reassign Restricted to One Block

Default = Disabled (0)
Requirescontroller reset

The Reassign Restricted to One Block function limits reassigning failures to the single failed bl ock.
This parameter is limited to recovered errors and medium errors. If the sense on the error does not
indicate one of these errors, this setting does not apply. When Reassign Restricted to One Block is
disabled, all reassigns are for the entire 1/0 process, possibly alarge number of blocks where not all
have failed.
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2. True Verify

Default = Disabled (0)
Requirescontroller reset

If thisoptionisdisabled, the Verify command returns astatus without datacomparison. If thisoption
is enabled, the Verify command compares data before returning a status. Enabling this parameter
compromises performance.

3. Disk Write Through Verify

Default = Disabled (0)
Rrequires controller reset

The Disk Write Through Verify function enables Force Unit Accessfor reads and writes during error
handling. Force Unit Access bypasses the cache and forces all reads and writes directly to or from
the disk.

Side Effect: For some devices, enabling Force Unit Access reduces sequential write performance by
86%.

4. Read Ahead Enable

Default = Enabled (1)

The Read Ahead Enable function improves data retrieval performance by enabling the controller to
read into cache afull stripe of dataat atime. This greatly improves the percentage of cache hits. For
small transfers, the read ahead algorithm helps with performance.

For example, if the stripe sizeis set to 8 K and the host requests 1 K of data, when this function is
enabled the controller reads ahead the full 8 K. When the host requeststhe next 1 K block, that data
isaready in the controller’s cache. For best performance this function needs to be enabled during
normal controller operation.

5. Automatic Rebuild Management

Default = Enabled (1)
Requirescontroller reset

The Automatic Rebuild Management function enables the controller to take autonomous actions
when afailed disk has been replaced or a configured online spare disk drive is present.

The Automatic Rebuild Management function works in conjunction with Fault Management and
featuresin SAF-TE and SES certified disk array enclosures to detect the removal of afailed disk
drive. The Automatic Rebuild Management function also performs an automatic rebuild after a
replacement disk driveisinstalled into aredundant (fault tolerant) array (RAID 1, RAID 3, RAID 5,
and RAID 0+1).

Side Effect: Without Automatic Rebuild Management enabled, a host must issue the rebuild
command.

6. Operational Fault Management

Default = Enabled (1)
Requirescontroller reset

The Operational Fault Management function enabl esthe controller to take autonomous actions when
afailure occurs. Actions that the Operational Fault Management function monitors and reports
include drive failures, background activity completion status, and enclosure events. To help ensure
array performance and reliabilty, this function needs to be enabled during normal controller
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operation. Do not disable this function unless specifically instructed to do so as part of a
trouble-shooting diagnostic activity. The Operational Fault Management function worksin
conjunction with Automatic Rebuild Management and featuresin SAF-TE and SES certified disk
array enclosuresto detect the removal of afailed disk drive. A controller reset isrequired beforethis
parameter takes effect.

Side Effects: Without Operational Fault Management enabled, a host program or operator must
handle all failure cases.

7. Super Read Ahead

Default = Disabled (0)
Requirescontroller reset

The Super Read Ahead function increases performance for applications that must access large
blocks of sequentia data. This option only improves performance for large sequential read
operations and has no effect on write operations. This function incorporates intelligent data request
monitoring to track datarequests by the host. With Super Read Ahead enabled, the controller detects
requests for data that are stored in sequence on the drives. It reads the datainto the cache so that the
cache remains at | east one request ahead of the host. For best array performance this function needs
to be disabled during normal controller operation.

8. Rebuild and Check Consistency Rate
Default =50

The Rebuild and Consistency Check Rate function defines the amount of resource the controller
CPU allocates to rebuild, consistency checks, and MORE operations. Controller CPU usageis
always shared with datatraffic. Thevalid range of integer valuesisfrom 0 to 50; avalue of 50 means
that all of the resources that can be dedicated for the operations are used. For low priority and high
array performance, specify alower value. For high priority and reduced array performance, select
50. This parameter takes effect immediately, without resetting the controllers.

9. Device Combing

The Device Combing function provides device queuing coal escing optimization. The function
enables data traffic coalescing on the traffic of each device. Coalescing combines the addresses of
adjacent 1/0Os. Thisjoins the data from adjacent 1/Os into asingle I/O to improve performance. This
parameter takes effect immediately, without resetting the controllers.

10. Disk Startup Mode
Default = Autospin (0)

The Disk Startup Mode function controls how the disk drivesin the array are started (spun up). This
function has three different startup modes:

e« AUTOSPIN (0) — The AUTOSPIN mode issues start commands to all devices automatically.
This mode waits the amount of time specified in Startup Delay 1, issues Start Unit commands
to the devices as specified in Startup # Devices, then waits the specified Startup Delay 1 again.
Thiscycle repeats until all devices have been issued Start Unit commands. This mode proceeds
with a sequence delay, specified by the SCSI Start Delay 2 parameter, while the drives become
ready. Ready is equal to the on power spin-up mode. The sequence delay will not exceed a
maximum of 75 seconds. The sequence delay is normally 0 when drive jumpers are set to spin
immediately on power-up, but can be set to a number of seconds for atarget |D-based motor
spin delay (where the drive has power immediately, but waits n seconds multiplied by itstarget
ID before starting its motor).
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e PWRSPIN (1) — Devices spin on power application. This mode is designed for systems where
drives are powered on in sequence by the drive enclosure. This mode waits the amount of time
specified in Startup Delay 1, after which the first bank of devicesis expected to be ready. The
first bank of drives are then checked. This wait-check cycle repeats for each subsequent bank
of drives. Startup # Devicesisignored for this mode. The Startup Delay 1 is set to the drive
power-on-to-spin time and the SCSI Startup Delay 2 is set to the enclosure delay between
powering banks of drives. This mode assumes all drives with the same target ID arein a bank.

e WSSUSPIN (2) — The controller waits for the host to issue a Start/Stop Unit (SSU) command
then performs the AUTOSPIN mode described above. This mode causesthe driveinitialization
to stall until the host sends the controller a start unit command, then proceeds with the
AUTOSPIN mode.

Table 2-1 details the relationship between Disk Startup Mode, Startup Number of Devices, Startup
Delay 1, and SCSI Startup Delay 2.

Table 2-1. Disk Startup Mode Parameters

Disk Startup Mode= AUTOSPIN PWRSPIN WSSUSPIN
Startup # Devices= #Devices/spin | Undefined #Devices/spin
Startup Dly 1= Device spin Initial delay Device spin
wait wait
SCSI Start dly 2= (0) Sequence 0)
delay

11. Startup Number of Devices

Default = 2
Requirescontroller reset

This option specifies the number of physical disk drivesto be spun up at one time. Possible settings
are 1 through 8. This parameter isignored if PWRSPIN mode is selected.

12. Startup Delay 1

Default = 6
Requirescontroller reset

The Startup Delay 1 function varies with the selection of the Disk Startup Mode parameter. If
AUTOSPIN selected, thisfunction specifiesthe number of seconds between physical device spin-up
cycles. If PWRSPIN is selected, thisfunction setsthe number of seconds beforethe controller issues
start up commands. For best array performance this value needs to be set to the device's
power-on-to-spin time. Possible settings are 0 to 255 seconds.

13. SCSI Startup Delay 2

Default =0
Requirescontroller reset

This parameter is also referred to as sequence delay.

For AUTOSPIN mode, the SCSI Startup Delay 2 function sets the number of seconds for a SCS
device motor spin delay. The device has power immediately, but waits a cal culated amount of time
before starting its motor. The calcuted timeis

n x SCSI-ID

where “n” isthe number of seconds entered using this function and “ SCSI-ID” isthe ID number of
the SCSI device. The SCSI Startup Delay 2 function is normally set to 0 for AUTOSPIN mode.
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For PWRSPIN mode, the SCSI Startup Delay 2 function sets the number of seconds between
physical device startup cycles. For best array performance the setting val ue needs to be set to the
enclosure’'s power delay between powering banks of devices.

Possibl e setting values for the AUTOSPIN and PWRSPIN modes are 0 to 255 seconds.

14. Vendor Unique Test Unit Ready

Default = Disabled (0)
Requirescontroller reset

The Vendor Unique Test Unit Ready (TUR) function enables avendor unique TUR response sent to
an offline LUN. If disabled, ahard error status (4/00/00) is returned. If enabled, a Not Ready status
(2/04/03) isreturned.

15. Disable Check Condition for Invalid LUN

Default = Enabled (1)
Requirescontroller reset

The Disable Check Conditionfor Invalid LUN function disables check condition for aninvalid LUN.
This affects the handling of the Inquiry command when the referenced LUN isinvalid. If this
function is enabled, the Inquiry command returns data with the peripheral qualifier indicating that
the peripheral deviceisnot connected. If thisfunction is disabled: the Inquiry command failswith a
check condition of “Illegal Request, LUN Not Supported.”

16. No Pause on Controller Not Ready

Default = Disabled (0)
Requirescontroller reset

The No Pause on Controller Not Ready function turns the pause off or on for certain commands
when the controller is not ready. Normally, when the controller is starting up, certain commands
encounter a pause. This only happens when the controller has not reached STARTUP COMPLETE.
The pause lasts one second. The affected commands are:

Prefetch SCSI OP 0x34
Read/Write SCSI OP 0x08 / 0x0a
Read/Write Extended | SCSI OP 0x28 / 0x2a
TUR SCSI OP 0x00
Verify SCSI OP 0x2f
Write Verify SCSI OP 0x2e

17. Disable Queue Full Status

Default = Disabled (0)
Requirescontroller reset

Enabling this parameter sets the controller to return a busy status when a queue full condition is
detected. Disabling this parameter setsthe controller to return aqueue full status. When acommand
isreceived and the controller detectsaqueuefull condition, it normally returnsqueuefull status. This
parameter is intended to help hosts that are confused by queue full.

18. Disable BUSY Status During Failback
Default = Disabled (0)
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Requirescontroller reset

The Disable BUSY Status During Failback function enables the controller to disregard new requests
without returning aBUSY status. If enabled, during failback the surviving controller ignoresall new
reguests and does not return any status. If disabled, the surviving controller returns a BUSY status
to new commands received from the host during the cache flush operation.

19. SAF-TE Data for UPS Support

Default = Enabled (0)

The SAF-TE Datafor UPS Support function provides UPS monitoring using the SAF-TE vendor
unique bytes described in the SAF-TE specification. The current state of all SAF-TE inputs can also
be determined using SAF-TE passthru commands.

Enabled (0)—UPS monitoring is enabled if it is also supported by the system enclosure.
Disabled (1)—UPS monitoring is disabled.
UPS monitoring currently supports the following input/outputs.

e ACFAIL (input)—The UPS has detected aloss of ac. The controller switches to conservative
cache for this event.

e BAT LOW (input)—The UPS has detected that its battery power isnow limited. The controller
switches to conservative cache for this event.

e Shutdown (output)—If AC FAIL and BAT LOW are active and the cache has been flushed, the
controller issues a shutdown signal to the UPS.

This parameter takes effect immediately, without resetting the controllers.

20. Node Name Retention

ATTENTION: If the host uses node namesto locatelogical devices (system drives)
this option must be enabled, or access to data can be lost.

Default = Disabled (0)
Requirescontroller reset

The Node Name Retention function determines if afailed controller’s node name isto be retained
after a controller failure. When disabled, each controller shares its node name with its partner
controller through failover; however, when failback occurs, the replacement controller usesits own
(new) node name. When enabled, each controller sharesits node namewith its partner controller and
those names are used through all phases of failover and failback, the new controller assuming the
replaced controller node name.

Side Effects: Not having this function set has serious ramifications if the controllers are connected
to a host that uses node names to locate logical devices.

21. Failover Topologies

Requirescontroller reset.
This option sets the Fibre Channel port topology. The choices are:
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« Inactive Port (0) — One active and one inactive port per controller. The active port isfor normal
traffic while the inactive port is for the partner’s traffic when it is failed over. Thistopology is
only recommended for the FF controller.

e Multiport (1) — All host ports are active and connected to individual fibre loops. This topology
requires alternate path software and does not support transparent controller failover/failback.

e Clustering (2) — Thistopology requires a clustering operating system. This topology is not
currently supported.

e Multi-TID (3) — Provides the controller with the ability to function as multiple target portson a
single arbitrated loop. During failover, the surviving controller enables avirtua port,
impersonating the ports from the failed controller. This topology requires | SP2200 processors,
available on the FFx and FF2.

* Master-Slave (4) — Master/Slave topology requires one active controller while the other
controller remainsinactive. If the active controller fails in the Master/Slave topology, the
surviving controller joins the loop and assumes the responsihilities for the failed controller.
This topology is not recommended for use with firmware version greater than 5.4.

22. Override Multiport Reset

The Override Multiport Reset function restricts internal resets to ports that have logical devices
reserved through that port. If enabled, an internal reset is executed by a port only if alogical device
has been reserved through that port. If disabled, internal resets are not qualified by logical device
reservations. This parameter takes effect immediately, without resetting the controllers.

Side Effects: When thisfunction is set, only the Reset Event receiving port and the reserved port are
reset.

23. Reset Propagation

Default = Disabled
Requirescontroller reset

The Reset Propagation function enables a port to issue an Internal Reset without causing a Reset
Event to occur on its attached interface. If enabled, aport that issues an Internal Rest propagates the
reset by causing a Reset Event to occur on its attached interface. If disabled, a port will nhot cause a
Reset Event on its attached interface as part of issuing an Internal Reset.

Side Effects: Thisisalegacy command. Thisparameter isnot applicableto fibre host controllersand
has no effect.

24. Serial Port Baud Rate

Default = 19200
Requirescontroller reset

The Seria Port Baud Rate function sets the baud rate of the serial port when in VT100 or Debug
mode. Thisisineffective when in SLP mode. Options are 3 = 2400, 4 = 4800, 5 = 9600, and
6 = 19200.

25. Serial Control
Read Only
The Serial Control function isaread-only function that controls thefollowing serial port parameters.

CBITS7 0x01 | /*1=>7 bits */
CSTOP1 0x02 | /* 1=> 1 stop bit */
CSTOP15 0x04 | /* 1=> 1.5 stop bits */
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CPARDIS 0x10 | /* 0=> parity enabled */
CPARODD 0x20 | /* 0=> parity even if enabled */
C2_SLP_CTL_UNUSED_BITS | 0xc8

26. Serial Port Usage

Default = SLP/VT100 (3)
Requirescontroller reset

The Seria Port Usage function sets the serial port to be used as either the SLP/VT100 port or the
debug port. Thedebug port isfor development useonly. Select SLP/VT100if you are using the serial
port.

27. Frame Size Control

Default = 2KB (0)
Requirescontroller reset

The Frame Size Control function setsthe host fibre channel dataframe sizeto either 512 bytes, 1 KB
or 2 KB. A frame size of 2 KB is recommended because it providesthe largest packet transfers and
the most throughput.

28. Smart Large Host Transfers

Default = Enabled (0)

The Smart Large Host Transfers function enables selection of Coalesce (fewer disconnects on large
transfers) or As Available (more disconnects) on host data transfers. This function is most effective
on SCSI, but has some benefit on fibre channel systems. The Smart Large Host Transfers function

takes effect for transferslarger than the stripe size. This parameter takes effect immediately, without
resetting the controllers.

29. PCI Latency Control

Default = Short (0)
Requirescontroller reset

The PCI Latency Control function provides for adjustment of the Fibre Channel processor usage of
the PCI bus. This function controls the amount of data each processor can burst across the primary
bus before relinquishing bus ownership to the next device. PCI Latency Control takes effect only
when both portsare active and are arbitrating for the bus. PCI Latency Control enablestheintegrator
to tune the controller’s operating parameters for specific applications. For maximum throughput,
Long isrecommended and is equivalent to the time necessary to transfer 1024 bytes; Medium is
equivalent to 684 bytes and Short is equivalent to 512 bytes.

30. Automatic Failback

Default = Disabled (0)
Requirescontroller reset

When enabled in a dual-active controller system, Automatic Failback provides automatic recovery
of apartner controller when areplacement isinserted. If you enablethis option, you must also enable
the Duplex Fault Signals function (see “33. Duplex Fault Signals’ on page B-9).

31. Force Simplex

Default = Disabled (0)
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Requirescontroller reset.

The Force Simplex function enables duplex (dual-active controller) firmware to functionin a
simplex (single controller) environment. The Force Simplex function forces the duplex firmware to
ignore some of the dual-active operations.

ATTENTION: Do not enable Force Simplex unlessit is required. Disabling Force
Simplex and returning to a dual-active mode requires that each
controller be reconfigured independently of the other controller.
Thisis accomplished by removing one controller from the system,
reconfiguring the remaining one, swapping the controller positions,
reconfiguring the second controller, then reinstalling the first
controller.

32. Conservative Cache Mode
Default = Disabled (0)

The Conservative Cache Mode function provides a controller an extra degree of data safety when
operating in a degraded state. This function switches write-back caching to write-through operation
after acritical system component fails or a degraded state is detected. When the degraded condition
isresolved, write-back caching operationsresume. This parameter takes effect immediately, without
resetting the controllers.

NoTE: Conservative Cache Mode is entered automatically when the UPS
signals ac failure or alow battery, power supply failure, over
temperature condition, partner controller failure, MORE operation,
or SESfailure exists.

Side Effect: During Conservative Cache mode array performance is reduced. Enabling this option
has no effect during normal operation.

33. Duplex Fault Signals

Default = Disabled (0)
Requirescontroller reset.

The Duplex Fault Signals function informs a controller that certain signals should be used to detect
the presence or absence of a partner controller.

NoTE: If you have enabled Automatic Failback, select Enabled for this
function also. (See “30. Automatic Failback” on page B-8.) This
function is necessary for hot plugging controllers and automatic
failback.

34. Duplex Fault Signals on Channel 4
Default = Disabled (0)
Requirescontroller reset

The Duplex Fault Signals on Channel 4 function informs a controller to use certain signals to detect
the presence or absence of a partner controller. This function is only supported on the DACSX
controller. A controller reset is required before this parameter takes effect.

Side Effects: Thisisalegacy command. Thisparameter isnot applicableto fibre host controllersand
has no effect.
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35. Host SCSI Reset Delay

Default = No Reset (0)
Requirescontroller reset

The Host SCSI Reset Delay function enables a controller to rest the host in failover and failback
situations. If this function is set to “No Reset” (0), a SCSI bus reset is not generated on the host
channel(s) after afailover or failback. If thisfunction is set to “Reset Delayed” (1-14), a SCSI bus
reset is generated on the host channel (s) approximately 1-14 seconds after a failover or failback. If
thisfunction is set to “Reset Immediately” (15), a SCSI bus reset is generated immediately without
delay.

NoOTE: If you are using the Solaris™ operating system, set this parameter
to 5.

Side Effects: Thisisalegacy command. Thisparameter isnot applicableto fibre host controllersand
has no effect.

36. Simplex — No Reset

Default = Disabled (0)
Requirescontroller reset

The Simplex — No Reset function inhibits the reset signal hormally sent from one controller to
another controller in adual-active controller system. This function isintended for use in simplex
environments only.

37. Queue Limit

Default = 32

The Queue Limit function specifies the queue depth for tagged commands to al attached physical
device. Thisisfurther [imited to the device’sown tag limit. The valid range for tagged commandsis
1to 230. A setting of 1 isequivalent to notags. If using coal escing, set the queuetag limit to 2. This
parameter takes effect immediately, without resetting the controllers.

38-41. Hard Loop IDs

Default = Disabled, (0)
Requirescontroller reset

The Hard Loop I Ds function enables or disables use of the controller/host port and, if enabled,
defines the hard loop ID. Specifying the hard loop ID means that the same ID is always used. The
valid rangefor loop IDsis0 to 127. A value greater than 128 + n or 0x80 + nindicatesthat hard loop
IDs are enabled and n is equal to theloop ID.

Side Effects: Fibre Channel arbitrated loop nodes acquire loop IDsin this order: Previous (L1_PA),
Hard (LI_HA), Soft (L1_SA). Any soft ID isused in the next LIPA cycle.

42-43. Controller Name

Read only

The Controller Name function enables you to assigh names to the controllers. This parameter takes
effect immediately, without resetting the controllers. This parameter is not supported by VT100 at
thistime.
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Logical Device Parameters

Changing the Logical Device Parameters cannot be performed until logical devices have been
created. Several of the Logical Device Parameters are not changeable, or are set during the creation
of anew configuration. These parameters are provided for informational purposes only. The write
policy parameter isthe only Logical Device Parameter that can be modified.

RAID Level

Read Only
This parameter isthe RAID level associated with the configuration. You can set the RAID Level
when creating anew configuration. (Refer to “Create New Disk Packs’ on page 2-10 for instruction
on how to set the RAID level. Refer to Table 2-2 on page 14 for alist and description of valid RAID
levels)

Logical Device State
Read Only
This parameter is the current logical device state. Refer to “ Show Drives, Change Drive State” on
page 3-9 for more information.

Raid Device Number
Read Only
This parameter isthe RAID device number that is assigned by the firmware. This number is related
to the RAID devicetype.

Stripe Size
Read Only
This parameter is the stripe size assigned to the configuration when configuration is originally
created.

Read-Write Control
This parameter can be modified

This parameter changes the configured write policy. Write-Through writes data to the device before
returning completion status to the host. Write-Back returns a completion status to the host as soon
as the cache receives the data. The target device receives the data at a more appropriate time. This
parameter takes effect immediately, without resetting the controllers.

Physical Device Parameters
Changing the Physical Device Parameters cannot be performed until The physical device has been
configured into a RAID device.

Transfer Speed

Default = depends on devicetype
Requirescontroller reset

The Transfer Speed parameter setsthe maximum transfer rate for each device. The possible settings
are 0 for asynchronous, 5, 10, 20, 40, 80, and 1000 for fibre.

NoTE: Change the default setting only if problems are encountered in
communicating with adevice. Do not change the default setting
unless you are doing so as part of a trouble-shooting activity.
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Transfer Width

Default = 16 bits (2)

Requirescontroller reset

The Transfer Width parameter determines the maximum datatransfer width sizein bits. The possible
settings are serial, 8 bits, and 16 hits.
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Appendix C
Configuring for VT100 Terminal-Emulation Mode

Refer to the appropriate controller installation guide for requirements to configure the serial port for
terminal emulation. Some controllers require jumper settings. The jumpers are located on the
distribution board and vary between controllers. Some controllers require configuration bit settings
and firmware header settings.

By connecting aVVT100 compatibleterminal, or aPC operating in an equival ent terminal-emulation
mode, basic controller functions can be exercised from the VT100 terminal. Mylex has tested the
VT100 User Interface with the following terminal -emul ation programs: Terminal .exe, availablewith
Windows NT version 3.5; Hyperterminal .exe, available with Windows NT version 4.0, Tip avail able
on Solarissystems, and CU available on IRIX systems. Tip and CU requirethe user to open an Xterm
window then run Tip and CU to the open serial ports.

Configure the host settings to the values shown in Table 3-1 to ensure proper communication
between the terminal emulation program and the controller.

Table 3-1. Terminal-Emulation Interface Requirements and Settings

Terminal Requirement
Connection Null-modem cable
Protocol Asynchronous, RS232
Baud rate 19,200
Data bits 8
Stop bits 1
Parity None
Flow control None

Access the user interface by typing <@> (the ASCII equivalent is 0x40 or shift-2 on keyboards
configured for North America) or the <Ctrl> and <Break> keys together.

Part Number 775107-00, Rev. B IBM Confidential C-1




Raid and Sorage Products

C-2

IBM Confidential

Embedded Configuration Utility



Appendix D
Glossary

Array
Multiple physical disks configured to behave has a single, independent disk.
Cache
Controller memory used to speed up data transfer to and from a disk.
Cache Flush
Refers to an operation where all unwritten blocks in a Write-Back Cache are written to the target
disk. This operation is necessary before powering down the system.
Channel

A path for the transfer of dataand control information between drives and the drive controller. Mylex
disk array controllershave one or two host channels and up to six drive channels. Each drive channel
can support up to 124 drives.

Consistency Check

Also referred to as a parity check. The Consistency Check function verifies the integrity of dataon
asystemdrive. It verifiesthat mirror or parity information matches the stored data on the redundant
arrays (RAID 1, RAID 3, RAID 5, or RAID 0+1). If the parity block information isinconsistent with
the data blocks, the controller has the ability to correct the inconsistencies using Consistency Check
with Restore function.

Disk Striping
The practice of dividing data into blocks and writing them across multiple drives for increased

performance.

Drive Group (or Drive Pack)

A drivegroupisagroup of individua disk drives (preferably identical) that arelogically tied to each
other and are addressed as a single unit.
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Dual-Active

A disk array system with two identical controllers handling host I/O requests. Both controllers are
capable of taking over the host traffic operations of the other controller in the event of afailure. Also
referred to as duplex.

Environmental Device
AEMI, SAF-TE, or SES. Environmental monitoring devices that detect drive insertion or removal,
power supply malfunction, fan malfunction, temperature extremes, and UPS ac failure.
Failback
A process by which a controller releases its partner controller from reset and alowsit to re-assume
its duties.
Failed Drive
A physical disk drive that has failed to operate properly or has been marked offline failed by the
controller.
Failed Controller
One of the controllersin a dual-active configuration has been determined to be malfunctioning by
its partner.

Failover

A process by which a controller putsits partner controller in reset and assumes its duties.

Fibre Channel

A datatransfer interface technology that provides high-speed I/O and networking functionality in a
single connectivity technology.

GAM (Global Array Manager)

A software utility developed by Mylex for use with Mylex controllers. This utility is used to
configure, manage, and monitor RAID arrays connected to one or two Mylex controllers.

Hard Loop ID

A controller’s preferred loop 1D (as specified by the saved configurations). The controller attempts
to acquire hard loop IDs during the LIHA (Loop Initialization Hard Address) phase of loop

initialization.

Hot plug
The action of removing and inserting a controller while system power is applied. Insertion and
removal can occur while the other controller in a dual-active system is active. Hot plug does not
include the removal of afunctioning controller.

Hub

A Fibre Channel device that connects nodes into alogical loop. Hubs connect multiple drive
channels to one or two host channels. The hub detects when a node has been inserted or failed and
automatically adds the new node or removes the failed node while maintaining the loop.
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I/O
Input/Output. Refersto disk reads and writes.

LCD

Liquid crystal display on the front panel of the controller enclosure. The LCD provides a monitor
display for error and status messages.

Logical Device

Disk storage space on one or more physical drives which appears to the computer as one drive.
Sometimes referred to as a system drive.

Logical Device States

The current operational state of a system drive: Offline Failed, Online Optimal, Online Critical, or
Online Critical and Rebuilding.

Logical Unit

Disk storage space on one or more physical drives that appears to the computer as one drive.
Sometimes referred to as a system drive or alogical drive.

Logical Unit Number (LUN)

A SCSI representation of a system drive on a given channel and target ID. Thismay be asingle
device or an array of devices configured to behave as a single device.

LUN Mapping

A method whereby a LUN ID is assigned to a system drive. With aLUN ID the system driveis
accessible through one or more host ports. The LUN assignments are per host port and are
independent of the assignments on other host ports. System drives can be assigned only one LUN
per host port.

By not assigning aLUN ID to asystem drive on a particular host port, that system drive is not
accessible to that host port.

LUN mapping is a component of SANmapping™.

Mirroring
Refersto the 100% duplication of dataon one disk driveto another disk drive. Each disk isthemirror
image of the other; RAID Level 1.

MORE
Mylex Online RAID Expansion.

Parity

Refers to amethod of providing complete data redundancy while requiring only afraction of the
storage capacity of mirroring. All dataand parity blocks are divided between the drivesin such a
way that if any single driveis removed (or fails), the data on it can be reconstructed using the data
on the remaining drives.
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Partner Controller

In a dual-active configuration, the partner controller is the controller that is not being accessed.
Convention has assigned controller 1 as the partner controller.

Physical Device States

Refers to the drives current operationa status: Unconfigured Offline, Commanded Offline, Offline
Failed, Offline Missing, Offline Warm Spare (not supported at thistime), Online Optimal, Online
Critical, Online Hot Spare, or Online Rebuild.

Physical Disk Drive

A single hard disk drive. Each physical disk drive is assigned a unique identification address.
Sometimes referred to as a physical device.

Previous Loop ID

Theloop ID acquired during aprior loop initialization. The controller acquires previous loop IDs
during the Loop Initialization, Previous Address (LI1PA) phase of loop initialization.

Primary Controller

In a dual-active configuration, the primary controller is the controller that is currently being
accessed. Convention has assigned controller O as the primary controller.

Online Hot spare

A physical drive not part of a system drive that the controller can use to automatically rebuild a
critical system drive. The hot spare drive must have at least as much capacity as the largest drivein
the array or the rebuild may not start.

RAID
Redundant Array of Independent Disks.
RAID levels
Mylex disk array controllers support four RAID Advisory Board approved levels (RAID O, RAID 1,
RAID 3, RAID 5) and two special RAID levels (RAID 0+1, and JBOD).
RAID O
The controller stripes data sequentially across multiple drives without redundancy.
RAID 1
Disk mirroring—controller duplicates data from one drive to another.
RAID 3
Stripes blocks of data across all drives. Maintains parity information that can be used for data
recovery.
RAID 5

Stripes blocks of data and parity information across all drives.
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RAID 0+1 (Mylex RAID 6)
Combines the benefits of disk mirroring (RAID 1) and data striping (RAID 0).

JBOD (Mylex RAID 7)

The controller treats a single drive as a stand-al one disk and provides a high-performance
cache.

Rebuild

Refersto aphysical drive state where the driveisin the process of being rebuilt. During this process,
datais regenerated and written to the disk drive.

Redundant Array

A RAID level that provides complete dataredundancy. In the event of adrivefailure or removal, the
data can be reconstructed using the data on the remaining drives.

Replacement Controller

A controller that replaces afailed controller.

Replacement Disk Drive
A drivethat replaces afailed drive. See also hot spare.

Reset Controllers

This operation performsa“warm” power cycle onthe controllers. A controller reset isrequired after
changing some controller parameters and is recommended after making any changes to the
configuration.

SAF-TE

SCSI Access Fault-Tolerant Enclosure. SAF-TE provides monitoring of power supplies, fans, and
temperature in the cabinet.

SANmapping™

The SANmapping™ feature restricts host access to configured system drives similarly to the
Programmable LUN Mapping feature. Programmable LUN Mapping is incorporated into
SANmapping™. SANmapping™ isintended for use in configurations in which multiple host
computers attach to one or more Mylex controllers or a Storage Area Network (SAN) configuration.
The host computers are attached to the controllersthrough afibre channel arbitrated loop or through

aswitch.

SES
SCSI-3 Enclosure Services. SES provides support for disk drives, power supply, temperature, door
lock, alarms, UPS, and enclosure services controller electronics. The SES process polls each SES
device once every 10 seconds.

Simplex

A system with only one controller or a mode of operation where only one controller is active or
present. To perform aMORE (Mylex Online RAID Expansion) operation, adual -active system must
be in simplex mode.
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SCSI (Small Computer System Interface)

A technological standard that defines connections between computers and peripheral devices.

Stripe Size

The stripe size is defined as the size, in kilobytes (1024 bytes) of asingle 1/0 operation. A stripe of
dataisdivided over al disksin the drive group.

Striping

Refers to the storing of a sequential block of incoming data across multiple drivesin agroup. This
storage method increases the disk system throughput by ensuring a balanced load among all drives.

Surviving Controller

A controller that has determined that its partner controller in a dual-active pair has failed and has
assumed the duties of both controllers.

System Drive

Disk storage space on one or more physical drives which appears to the computer as one drive.
Sometimes referred to asalogical device or logical drive.

System Drive Affinity

System drive affinity defines the host ports and controllers through which a particular system drive
can be accessed. System drives are presented to the host as LUNSs.

Target ID (TID)

Refersto the SCSI ID or the Fibre ID of adevice attached to a controller. Each drive channel can
have up to 15 attached devices.

VT100

Terminal-emulation interface that enables a user to access the controller through a PC without an
additional utility.

Write-Back Cache

Refersto a caching strategy whereby write operations result in acompletion signal being sent to the
host operating system as soon as the cache receives the data to be written. The target drive receives
the data at a more appropriate time in order to increase controller performance.

Write-Through Cache

Refersto a caching strategy whereby dataiswritten to the drive before completion statusis returned
to the host operating system. This caching strategy is considered more secure than Write-Back
caching because apower failureislesslikely to causealoss of data; however, aWrite-Through cache
resultsin adightly lower performance.
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