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Package Contents

Contents of Package:

B D-Link AirPlus DI-614+ Enhanced 2.4GHz Wireless
Broadband Router

B Power Adapter — 5V DC, 2.5A

B Manualon CD

B Quick Installation Guide

Note: Using a power supply with a different voltage rating than the one included with the
DI-614+ will cause damage and void the warranty for this product.

If any of the above items are missing, please contact your reseller.
System Requirements For Configuration:

B Computer with a Windows, Macintosh, or Linux based
operating system with an installed Ethernet adapter

B Internet Explorer or Netscape Navigator, version 6.0 or above,
with JavaScript enabled



Introduction

The D-Link AirPlus DI-614+ Wireless Broadband Router is an enhanced 802.11b high-
performance, wireless router. Itis an ideal way to extend the reach and number of
computers connected to your wireless network.

Unlike most 802.11b routers, the DI-614+ is capable of data transfer speeds up to 22
Mbps (compared to the standard 11 Mbps) when used with other D-Link AirPlus
products such as the DWL-520+ Wireless PCI Adapter.

After completing the steps outlined in the Quick Installation Guide (included in your
package) you will have the ability to share information and resources, such as files
and printers, and enjoy the freedom that wireless networking delivers.

The DI-614+ is compatible with most popular operating systems, including Macintosh,
Linux and Windows, and can be integrated into a large network. This Manual is
designed to help you connect the Router and the D-Link AirPlus 2.4GHz Wireless
Adapters into a network in Infrastructure mode. Please take a look at the Getting
Started section in this manual to see an example of an Infrastructure network using
the DI-614+.

This manual provides a quick introduction to wireless technology and its application
as it relates to networking. Please take a moment to read through this manual and
get acquainted with wireless technology.



Connections

Auto-Sensing Ports:All ports (both LAN
and WAN) auto-sense cable types to
accomodate stright-through or cross-over
cable.

3 WAN port is the Pressing the Reset
LAN ports provide - 9 Receptor
poris p ) connection for the Button restores the P
connections to Ethernet h bl h ) 7 for the
eI s Ethernet cable to the | [router to its original Power
‘ Cable or DSL modem | lfactory default
. Adapter
settings.

LEDs

WLAN LED: A solid light
indicates that the wireless
segment is ready. This LED
blinks during wireless
transmission.

WAN LED: A solid light
indicates connection on
the WAN port. This LED
blinks during
transmission.

DI-G14D

——

Power LED: A solid

M1 LED: A solid light
indicates that the DI-614+
is ready.

Local Networ LED: A solid
light indicates a connection
to an Ethernet-enabled
computer on ports 1-4. This
LED blinks during data
transmission.

light indicates a
proper connection to
the power supply.

M2 LED: A solid light
indicates that the unit is
defective.




Wireless Basics

D-Link AirPlus wireless products are based on industry standards to provide easy-to-
use and compatible high-speed wireless connectivity within your home, business or
public access wireless networks. Strictly adhering to the IEEE standard, the D-Link
AirPlus wireless family of products will allow you to access the data you want, when and
where you want it. You will be able to enjoy the freedom that wireless networking delivers.

A wireless local area network (WLAN) is a cellular computer network that transmits and
receives data with radio signals instead of wires. Wireless LANs are used increasingly
in both home and office environments, and public areas such as airports, coffee shops
and universities. Innovative ways to utilize WLAN technology are helping people to work
and communicate more efficiently. Increased mobility and the absence of cabling and
other fixed infrastructure have proven to be beneficial for many users.

Wireless users can use the same applications they use on a wired network. Wireless
adapter cards used on laptop and desktop systems, support the same protocols as
Ethernet adapter cards.

Under many circumstances, it may be desirable for mobile network devices to link to a
conventional Ethernet LAN in order to use servers, printers or an Internet connection
supplied through the wired LAN. A Wireless Access Point (AP) is a device used to
provide this link.

People use wireless LAN technology for many different purposes:

Mobility - Productivity increases when people have access to data in any location
within the operating range of the WLAN. Management decisions based on real-time
information can significantly improve worker efficiency.

Low Implementation Costs — WLANSs (Wireless Local Area Networks) are easy to set
up, manage, change and relocate. Networks that frequently change, both physically and
logically, can benefit from WLANs ease of implementation. WLANs can operate in
locations where installation of wiring may be impractical.

Installation Speed and Simplicity - Installing a wireless LAN system can be fast and
easy and can eliminate the need to pull cable through walls and ceilings.

Network Expansion - Wireless technology allows the network to go where wires
cannot go.

Reduced Cost-of-Ownership - While the initial investment required for wireless LAN
hardware might be higher than the cost of wired LAN hardware, overall installation
expenses and life-cycle costs will be significantly lower. Long-term cost benefits are
greatest in dynamic environments requiring frequent moves, adds, and changes.



Wireless Basics

small number of users to full infrastructure networks of thousands of users that allow
roaming over a broad area.

D-Link AirPlus Wireless Family of LAN products include:

B Enhanced 2.4GHz Wireless Cardbus Adapters used with laptop
computers (DWL-650+)

B Enhanced 2.4GHz Wireless PCI cards used with desktop computers
(DWL-520+)

B Enhanced 2.4GHz Wireless Router and Access Point (DI-614+, DWL-
900AP+)

The DI-614+ is also compatible with the D-Link Air 802.11b family of products, which
include:

B 2.4GHz Wireless Cardbus Adapters used with laptop computers
(DWL-650)

B 2.4GHz Wireless PCI cards used with desktop computers (DWL-520)
B Wireless Router/Access Point/Print Servers (DI-713P)
B Wireless Access Points (DWL-1000AP, DWL-900AP)

Standards - Based Technology

The IEEE standard-based technology assures that the D-Link AirPlus Products are
interoperable with existing compatible 2.4GHz wireless technology. This means you
will be able to transfer large files quickly or even watch a movie in MPEG format over
your network without noticeable delays. The technology works by using multiple
frequencies in the 2.4GHz range at speeds up to 22 Mbps. D-Link AirPlus products
will automatically sense the best possible connection speed to ensure the greatest
speed and range possible with the technology.

Installation Considerations

Designed to go up to 1,312 feet (400 meters) outdoors and up to 328 feet (100
meters) indoors, the D-Link AirPlus DI-614+ lets you access your network with your
laptop computer from virtually anywhere. Keep in mind, however, that the number,
thickness and location of walls, ceilings or other objects that the wireless signals
must pass thru may limit range. Typical ranges vary depending on the types of
materials and background RF (radio frequency) noise in your home or business. The
key to maximizing range is to follow these basic guidelines:



Wireless Basics

1. Keep the number of walls and ceilings between the wireless Access Point and
your receiving device (e.g., the DWL-650+) to a minimum - Each wall or ceiling
can reduce your D-Link AirPlus Wireless product’s range from 3-90 feet (1-30
meters.) Position your Access Points, Residential Gateways, and computers
so that the number of walls or ceilings is minimized.

2. Be aware of the direct line between Access Points, Residential Gateways
(routers) and computers. Awall that is 1.5 feet thick (.5 meters), at a 45-degree
angle appears to be almost 3 feet (1 meter) thick. At a 2-degree angle it looks
over 42 feet (14 meters) thick! Try to make sure that the Access Points and
adapters are positioned so that the signal will travel straight through a wall or
ceiling for better reception.

3. Building Materials make a difference - A solid metal door or aluminum studs may
have a negative effect on range. Try to position Access Points, and computers
with wireless adapters so that the signal passes through drywall or open doorways
and not other materials.

4.  Make sure that the device's antenna is positioned for best reception by using the
software signal strength tools included with your product.

5. Keep your product away (at least 3-6 feet or 1-2 meters) from electrical devices
or appliances that may generate extreme RF noise.

For the average home, signal range should not be an issue. If you experience low or no
signal strength in areas of your home that you wish to access, consider positioning the
Access Point in a location directly between the computers with wireless adapters.
Additional Access Points can be connected to provide better coverage in rooms where
the signal does not appear as strong as desired.

The Infrastructure Network example shown on the following page contains the following
D-Link network devices:

A wireless Broadband Router - D-Link AirPlus DI-614+

Alaptop computer with a Wireless Adapter - D-Link AirPlus DWL-650+
A desktop computer with a Wireless Adapter - D-Link AirPlus DWL-520+
A Cable Modem - D-Link DCM-201



Getting Started

With its default settings, the DI-614+, when activated, will connect with
other D-Link Air or AirPlus products, right out of the box.

Please refer to the following
sections of this manual for
additional information about
setting up a network:

Networking Basics - learn
how to check and assign your
IP Address; share printers and
files.

Using the Configuration
Menu - learn the settings for
the DI-614+, using the web-
based interface.

Internet

Cable/DSL Modem

@ DI-614+

Enhanced 2.4GHz Wireless
l Broadband Router

Computer 3
Desktop PC or Laptop
(Wireless Adapter Required)

Computer 1
Desktop PC or Laptop

Computer 2
Desktop PC or Laptop
(Wireless Adapter Required)

For a typical network setup at home (as shown above), please do the

following:

o You will need broadband Internet access (a Cable or DSL subscription line into

your home or office).

e Consult with your Cable or DSL provider for proper installation of the modem.

Connect the Cable or DSL modem to the DI-614+ wireless broadband router
(see the Quick Installation Guide included with the DI-614+).

If you are connecting a desktop computer to your network, you can install the
6 D-Link DFE-530TX+ ethernet adapter into an available PCI slot. (See the
Quick Installation Guide included with the DWL-530TX+.)

If you are connecting a laptop computer to your network, install the drivers for
6 the Ethernet Cardbus adapter (e.g., D-Link DWL-650+) into a laptop
computer.(See the Quick Installation Guide included with the DWL-650+.)



Using the Configuration Menu

Whenever you want to configure your network or the DI-614+, you can access the
Configuration Menu by opening the web-browser and typing in the IP Address of the
DI-614+. The DI-614+ default IP Address is shown below:

| Open the web browser File Edit ‘iew Favorites Tools  Help
u Type in the IP Address of A - @ - [x
the DI-614+ S O [ @
address | @] http://192.168.0.1

Note: if you have changed the default IP Address assigned to the DI-614+, make sure to
enter the correct IP Address.

Connect to 192.168.0.1
The factory default User name is admin and the default |

Password is blank (empty). It is recommended that you
change the admin password for security purposes. Please
refer to Tools>Admin to change the admin password. |, | |

H ome > Wl zZar d [JRemember my password

DI-614+

User name: | £ admin v |

D-Link DI-614+
Enhanced 2,4GHz Wireless Router

The Home>Wizard screen will
Home Advanced Tools Status Help appear_ P|ease refer to the
Quick Installation Guide for

l
|. Wizard The Dlﬁﬂ |sanersIIE"s;BTrl:radh?n'iRu\-nerldﬁaI:?JEh;‘:lE‘:ettuwurrglng ahndm more |nf0rmat|on regard|ng the
rem——

Setup Wizard

514.( ct ta your ISP (Inter Provider). The DI514+'s easy setup

h minutes. Please follow the satup Setup Wizard .

] il allowe you to have Internet access
Wireless wizard step by step to configure the DI614+.

ONT )
Help

a Clicking Apply will save changes made to the page.
Apply

&
=

Cancel

-

Clicking Cancel will clear changes made to the page.

o Clicking Help will bring up helpful information regarding the page.
Help

@ Clicking Restart will restart the router. (Necessary for some changes.)
10



Using the Configuration Menu

Home > Wireless

DI-614+
Enhanced 2.4GHz Wireless Router

Advanced Tools  Status - Help

These are the wireless settings for the AP(Access Point)Portion

@ Enabled O Disabled

5510 | default il

Channel | 6 ~| [0 Auto Scan
WER @ open System O Shared kKey O wpa O wWPa-PSE
WEP (O Enabled & Disabled

WEP Encryption ‘EIEIH V_i

Keyl @ |0000000000

Key2 ¢ |0000000000 \

Key3 O [Dooooooooo |

Keyd ¢ [0000000000

9 90O

Apply Cancel Help

Wireless Settings are settings for the (Access Point) Portion of the Wireless Router.
It allows you to change the wireless settings to fit an existing wireless network or to

customize your wireless network.

Enabled or
Disabled

SSID

Channel

Auto Scan

By default, Wireless is Enabled. If you do not want to use the
Wireless feature on the DI-614+, you can disable it by selecting

Disabled.

Service Set Identifier (SSID) is the name designated for a specific
wireless local area network (WLAN). The SSID’s factory default
setting is “default”. The SSID can be easily changed to connect
to an existing wireless network or to establish a new wireless
network.

Indicates the channel setting for the DI-614+. By default the
channel is setto 6. The Channel can be changed to fit the channel
setting for an existing wireless network or to customize the
wireless network.

Click the check box to enable Auto Scan. Enabling this will allow
the device to detect the best wireless channel to use.

11



Using the Configuration Menu

Home > Wireless (Continued)

WEP

Shared Key

Open System

Key Type

KEYS

DI-614+
Enhanced 2.4GHz Wireless Router

Home Advanced Tools  Status : Help

These are the wireless settings for the AP(Access Point)Portion

@ Enabled O Disabled

Channel ,}Q [] Auto Scan
WWEP @ open System O Shared Key O wpa O wWPa-PSK
WEP (& Enabled & Disabled

Keyl @ |0000000000

Key2 ¢ [0000000000 \
Key3 © |onooooooon
Keyd ¢ [0000000000 \

9 90O

Apply Cancel Help

Wired Equivalent Protocol (WEP) is a wireless security protocol
for Wireless Local Area Networks (WLAN). WEP provides security
by encrypting the data that is sent over the WLAN. The DI-614+
supports 3 levels of WEP Encryption: 64Bit encryption, 128Bit
encryption, and 256Bit encryption. WEP is disabled by default.
The WEP setting can be changed to fit an existing wireless network
or to customize your wireless network.

In this mode, in order to access the DI-614+ on the network, the
device must be listed in the MAC Address Control List.

The DI-614+ will be visible to all devices on the network. This is
the default setting.

The Key Types that are supported by the DI-614+ are HEX
(Hexadecimal) and ASCII (American Standard Code for Information
Interchange.) The Key Type can be changed to fit an existing
wireless network or to customize your wireless network.

Keys 1-4 allow you to easily change wireless encryption settings
to maintain a secure network. Simply select the specific key to
be used for encrypting wireless data on the network. 12



Using the Configuration Menu

Home > Wireless > WPA

DI-614+
Enhanced 2,4GHz Wireless Router
T W Advanced  Tools Status Help

Wireless Settings

These are the wireless settings for the APfAccess Point)Portion.

@ Enabled O Disabled

ssi0
Channel [] Auto Scan
WEP O open System O Shared Key @ wpa O wWpa-psk

802.1X

RADIUS Server 1 1P 0000
Fort [1812

Shared Secret |

RADIUS Server 2 1P 0.0.00
Optional
ool e ]

Shared Secret | ‘

9 90

Apply Cancel Help

Wi-Fi Protected Access authorizes and authenticates users onto the wireless network.
WPA uses stronger security than WEP and is based on a key that changes automati-
cally at a regular interval. This mode requires a RADIUS server in the network.

Radius Server 1 IP - Enter the IP Address of the RADIUS server.

Port - Enter the port number that your RADIUS server uses for
Authentication. The default setting of 1812 is the port setting for
many RADIUS servers.

Shared Secret - Enter the Shared Secret. The Shared Secret
must be the same as the Shared Secret on your RADIUS server.

Radius Server 2 Optional. If you have a second RADIUS server, you will
input the same information as shown above.

13



Using the Configuration Menu
Home > Wireless > WPA-PSK
D-Link

BuRding Networks for People DI-614+

Enhanced 2.4GHz Wireless Router
L1, - Advanced  Tools Status Help
Wireless Settings
These are the wireless settings for the AP{Access Point)Portion
@ Enabled O Disabled
531D

Channel [ Auto Scan

WEP O oOpen System O Shared key © Wpa & WPA-PSK
Passphrasal ‘
LAN Confirmed Passphrase | ‘

9 © 0
Apply Cancel Help

Wi-Fi Protected Access - Pre-Shared Key mode means that the wireless client and the
router must have the same passphrase in order to establish the wireless connection. A
RADIUS server is not required with PSK.

Passphrase Enter a passphrase for the router. The RADIUS server should
use the same passphrase (secret key) as the router.

Confirmed Enter the Passphrase again to confirm.

Passphrase

14



Using the Configuration Menu
Home >WAN

DI-614+

Enhanced 2,4GHz Wireless Router
l L1, Advanced  Tools Status Help
" - WAN Settings
Please selact the appropriate option to connect to your ISP
Wizard
@ Dynamic IP Address Choose this option to obtain an IP address automatically
fram your ISP. (For most Cable moderm users)
fr et O Static IP Address Choose this option to set static IP infarmation provided to
s
O PPPoE Choose this option if your ISP uses PPFoE. (For most
DSL users)
3 Others PPTP, L2TP and BigPond Cahle
O PPTP (for Europe use anly)
—_— O L2TP (for specific 15Ps use only)

- © BigPond Cable  (for Australia use anly)

Dynamic IP

DHCP
Host Name [Dk&14+ | toptionan
MAC Address o | Joo | fes | es |[E1 |72 | optionan
Frimary DNS Address 000
Secondary DNS Address ‘El 0.0.0 (optional)
MU 1500

Choose WAN Type

WAN stands for Wide Area Network. In this case WAN represents the mode in which
you connect to the Internet. If you are uncertain, please ask your ISP which of the

following represents your connection mode to the Internet:

Dynamic Obtain an IP address from your ISP automatically (mainly for Cable
IP Address users).
Static IP Your ISP assigns you a Static IP Address.
Address
PPP over Some ISPs require the use of PPPOE to connect to their services
Ethernet (mainly for DSL users).
Others
PPTP For use in Europe only.
L2TP For specific ISP’s use only.
Big Pond For use in Australia only.
Cable

15



Using the Configuration Menu
Home > WAN > Dynamic IP Address

Buding etworks for DI-614+
Enhanced 2.4GHz Wireless Router
Advanced  Tools Status Help

Please select the appropriate aption to connect 1o your ISP,

@ Dynarmic IP Address ~ Chonse this option ta obtain an IP address autamatically
from your ISP. (For most Cable modern users)

Chonse this option to set static IP information provided to

you by your ISP

Chonse this option if your ISP uses PPPGE. (For mos 4

DSL users)

PPTP, L2TP and BigPond Cable

(for Europe uss only)

@ Static IP Address
© PPPoE
© Others

O© PPTP

o Lot (for specific 1SPs use orly)

© BigPond Cale  (for Australia use anly)

Host Mame [Dr614+ | toptional)
MAC Address [o0 ].[op ]-[es ].[8s ].[E1 |-[r2](optional)
Primary DNS Address [nono I

Secondary DNS Address  |0.0.0.0 | (optionan

MTU [1500 |

9 00

Apply Cancel Help

Most Cable modem users will select this option to obtain an IP Address automatically
from their ISP (Internet Service Provider).

Host Name
MAC Address

Clone
MAC Address

Primary DNS
Address

Secondary DNS
Address

MTU

This is optional, but may be required by some ISPs. The host
name is the device name of the Router.

The default MAC Address is set to the WAN's physical interface
MAC address on the Router.

This feature will copy the MAC address of the Ethernet card, and
replace the WAN MAC address of the Router with this Ethernet
card MAC address. It is not recommended that you change the
default MAC address unless required by your ISP.

Input the primary DNS address provided by your ISP

(Optional) Input the Secondary DNS address provided by your ISP.

Maximum Transmission Unit; default is 1500; you may need to
change the MTU to conform to your ISP.

16



Using the Configuration Menu
Home > WAN > Static IP Address

- ’
D-Link
Bulding letwors for Pecple DI-614+
Enhanced 2,4GHz Wireless Router
| .7 -3 Advanced  Tools Status Help
Plzase select the aapropriatz option fo connect to yous 15
- I e
| ftom yaur ISF. (Fo* moct Cable mocem users)
@ Gratic M Address Chaose this option ta et s:atic IP infarmation provided tc
S yuu by suur ISP,
Wireless O PEook Chouse i uption if yuar ISP Jses PPSUE. (Fur st
DL ussrs)
O Othes PPTP, L2TP and BigFod Cable
WAN o app (fur Euripz use Lyl
o 2P {fon =| nix)
lAN O 3igPand able  or Awsiralia use eyl
T
1P AdHmss [nnnn | assignec by your15P)
DHCP Subnet Mask [EXEs
187 G eway Aldress 0.0.0.0
WAL Address 00 |- |.[e ]-[66 ]-[ET |-z | eptioneh

Piimary DN Address 0.0.00
Secondary CNS Addicos |1.0.0.0 {optionzl)

wTL [amn |

Choose Static IP Address if all WAN IP information is provided to you by your ISP. You
will need to enter in the IP address, subnet mask, gateway address, and DNS address(es)
provided to you by your ISP. Each IP address entered in the fields must be in the
appropriate IP form, which are four IP octets separated by a dot (x.x.x.x). The Router will
not accept the IP address if it is not in this format.

IP Address Input the IP Address provided by your ISP.

Subnet Mask Input the Subnet Mask provided by your ISP.

ISP Gateway Input the Gateway address provided by your ISP.

MAC Address The default MAC Address is set to the WAN's physical inter-
face MAC address on the Router.

Clone This feature will copy the MAC address of the Ethernet card, and

MAC Address replace the WAN MAC address of the Router with this Ethernet

card MAC address. Itis not recommended that you change the
default MAC address unless required by your ISP.

Primary DNS Input the primary DNS address provided by your ISP.
Address

Secondary DNS (Optional) Input the Secondary DNS address provided by your
Address ISP.

MTU Maximum Transmission Unit; default is 1500; you may need to
change the MTU to conform to your ISP. 17



Using the Configuration Menu
Home > WAN > PPPoE

D-Link DI-614+
Enhanced 2.4GHz Wireless Router

[N Advanced  Tools Status Help

WAN Settings
Pleasa select the appropriate option to connect to your ISP

Wizard © Dynaric IF Address  Chooss this option to btain an IP address automatically
from your ISP, (For most Cable modem users)
© Static IP Address Chooza this option to set static IP information provided to
| B you by your ISP
Wireless & PPEoE Choose this option if your ISP uses PPPoE. (For most
DSL users)
© Others PPTP, L2TP and BigPond Cable
I WAN O PPTP (for Eurape use only)
O LITP (for specific ISPs use only)
————

© BigPond Cabla (for Australia use only)
PPPoE

ic PPP: PPP
'W @ Dynamic oE O Static ‘ oE

User Mame |

Password Ty —

Retypa P il T

{optianal)

L
Senice Mame |

IP Address [

MAC Address oo ].Joo | Jea | [as | [E1 | 72 | aptionan
Primary DNS Address |7

Secondary DNS Address | 0.0.0 (optianal)

Maximurn ldle Time [o Minites

MTU “7327‘

Auto-reconnect @ Enatiled O Disabled

Most DSL users will select this option to obtain an IP address automatically from their
ISP through the use of PPPOE.

User Name Your PPPoE username provided by your ISP.

Password Your PPPoE password is provided by your ISP.

Service Name (Optional) Check with your ISP for more information if they require
the use of service name.

IP Address (Optional) Enter in the IP Address if you are assigned a static
PPPOE address.

MAC Address The default MAC Address is set to the WAN's physical interface
MAC address on the Router.

Clone This feature will copy the MAC address of the Ethernet card, and

MAC Address replace the WAN MAC address of the Router with this Ethernet

card MAC address. It is not recommended that you change the
default MAC address unless required by your ISP.

18



Using the Configuration Menu
Home > WAN > PPPoE (Continued)

-
D-Link
Bulding Networks for Peogle DI-614+
Enhanced 2.4GHz Wireless Router
| LT Advanced  Tools Status Help
‘- = WAN Settings
Please select the appropriate option to connect ta your ISP
© Dynamic IP Address  Choose this option 1o obtain an I address automatically
from your ISP, (For most Cable modem users)
) Static IP Address Choose this option to set static IP information provided to
G T you by your ISP,
Wireless ® PPPoE Choose this option If your ISP uses PPPoE. (For most
DEL users)
O Others PPTP, L2TP and BigPond Cable
I WAN O PPTP (for Europe use only)
O TP (for specific ISPs use only)
LAN © EigPond Cable (for Australia use only)
PPPoE
Friion ® Dynamic PPPoE O Static PPPoE
DHCP
User Mame | ‘

Primary DNS
Address

Secondary DNS
Address

Maximum
Idle Time

MTU

Auto-reconnect

Password

Retype Password

Senice Mame

IP Address

MAC Address oo ].Joo | Jea | [as | [E1 | 72 | aptionan
Primary DNS Address I_—

Secondary DNS Address  [0.00 | foptiomal)

Maximurn Idle Time [o Minutes

i e

Auto-reconnect @ Enabled O Disabled

You will get the DNS IP automatically from your ISP but you
may enter a specific DNS address that you want to use instead.

(Optional) Input the secondary DNS address.
Enter a maximum idle time during which Internet connection is

maintained during inactivity. To disable this feature, enable Auto-
reconnect.

Maximum Transmission Unit; default is 1492; you may need to
change the MTU to conform to your ISP.

If enabled, the Broadband Router will automatically connect to

your ISP after your system is restarted or if the connection is
dropped.

19



Using the Configuration Menu
Home > WAN > PPTP

Wizard

I
s_
-
et
p—

Wireless

W,

DI-614+
Enhanced 2.4GHz Wireless Router

Home Advanced Tools Status. Help

WAN Settings

Please select the appropriate option to connect to your ISP

© Dynamic IP Address Chopse this option to obtain an [P address autoratically
frorm your ISP (For most Cable moderm users)
O Static IP Address Choose this option to set static IP information provided to
you by your ISP.
O PPPoE Choose this option if your ISP uses PPPoE. (For most
DSL users)
@& Others PPTPR, L2TP and BigPond Cable
@ PPTP (for Europe use only)
O LZTP (for gpecific ISPs use only)

© BigPond Cable (for Australia use only)

PPTP Client

IP Address [0000
Subnet Mask [n0o |
Server IP [noo |

PRTR Account |

PPTP Password [

PPTP Retype password

IMmuleS

taximum Idle Time
MTU [1a00
Auto-reconnect @ Enabled O Disabled

Point-to-Point Tunneling Protocol (PPTP) is a WAN connection used in Europe.

IP Address
Subnet Mask

Server |IP

PPTP Account
PPTP Password

Maximum
Idle Time

MTU

Auto-reconnect

Enter the IP Address.
Enter the Subnet Mask.

Enter the Server IP Address.

Enter the PPTP account name.
Enter the PPTP password.

Enter a maximum idle time during which Internet connection is
maintained during inactivity. To disable this feature, enable Auto-
reconnect.

Maximum Transmission Unit; default is 1400; you may need to
change the MTU to conform to your ISP.

If enabled, the Broadband Router will automatically connect to
your ISP after your system is restarted or if the connection is
dropped.

20



Using the Confi
Home > WAN > L2TP

D-Link DI-614+

Wizard

—_—
Wireless

A

guration Menu

Enhanced 2.4GHz Wireless Router

Home Advanced Tools Status Help

WAN Settings
Please select the appropriate aption ta connect ta your ISP,

© Dynamic P Address  Ghonse this option to obtain an IP address automatically
from your ISP, (For most Cable modem users)
) Static IP Address Choose this option to set static IP infarmation provided to
you by your ISP
© PPPOE Choose this option if your ISP uses PPPoE. (For most
DSL users)
@ Others PPTP, L2TP and BigPond Cable
O PPTP (for Europe use only)
@ LZTP (for specific 1ISPs uge only)

© BigPond Cabla (for Australia use anly)

2TP Client

@ Dynaric IP O Static IP

IP Address
Subnet Mask
Server IP

LZTP Account
L2TP Passwaord

L2TP Retype password

Maximum ldle Time EE Minutes
MTU [0 |
Auto-reconnect @ Enabled O Disabled

Layer 2 Tunneling Protocol (L2TP) is a WAN connection.

IP Address
Subnet Mask

Server |IP

L2TP Account

L2TP Password

Maximum
Idle Time

MTU

Auto-reconnect

Enter the IP Address.
Enter the Subnet Mask.

Enter the Server IP Address.

Enter the PPTP account name.

Enter the PPTP password.

Enter a maximum idle time during which Internet connection is
maintained during inactivity. To disable this feature, enable Auto-
reconnect.

Maximum Transmission Unit; default is 1400; you may need to
change the MTU to conform to your ISP.

If enabled, the Broadband Router will automatically connect to
your ISP after your system is restarted or if the connection is

dropped.
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Using the Configuration Menu
Home > WAN > BigPond Cable

Wizard

—_—

Wireless

l
‘_.
i
ead

DI-614+
Enhanced 2.4GHz Wireless Router

Home Advanced  Tools Status Hel '

Please select the appropriate option to connect to your ISP,

(@} Dynamic IP Address Choose this option to obtain an [P address automatically
fram your ISP. (Far maost Cable modem users)
O Static IP Address Choose this option to set static IP information provided to
you by your ISP
O PPPaE Choose this option if your ISP uses PPPoE. (For most
DSL users)
& Others FPTF, L2TF and BigFond Cable
O PPTP (for Europe use only)
O L2TP (for specific ISPs use only)

& BigPond Cable (for Australia use only)

BigPond

User Name

Password | |

Retype Password

Auth Server sm-server ¥

Login Server IP [0.0.00 | (optional)

MAC Address oo | oo [ jss | [es | BV |-[72 | faptional
Clane MAC Address

2 9O

Apply Cancel Help

Dynamic IP Address for BigPond is a WAN connection used in Australia.

User Name
Password

Auth Server

Login Server IP

MAC Address

Clone
MAC Address

Enter in the username for the BigPond account.

Enter the password for the BigPond account.

Select the auth server for the BigPond account.
(Optional) Enter the Login Server name if required.

The default MAC Address is set to the WAN's physical inter-
face MAC address on the Router.

This feature will copy the MAC address of the Ethernet card, and
replace the WAN MAC address of the Router with this Ethernet
card MAC address. It is not recommended that you change the
default MAC address unless required by your ISP.
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Using the Configuration Menu
Home > LAN

DI-614+

Enhanced 2.4GHz Wireless Router
Home Advanced Tools Status Help
LAN Settings
The IP address of the D614+
f Wizard [ ——
IP Address 192.168.01

l
i
i

Subnet Mask 285266 256.0

|
WE S Local Domain Mame |

|(0pt\0na\)

DNS Relay

@ Enabled O Disabled

9 90

Apply Cancel Help

LAN is short for Local Area Network. This is considered your internal network. These are
the IP settings of the LAN interface for the DI-614+. These settings may be referred to as
Private settings. You may change the LAN IP address if needed. The LAN IP address is
private to your internal network and cannot be seen on the Internet.

IP Address The IP address of the LAN interface.
The default IP address is: 192.168.0.1.

Subnet Mask The subnet mask of the LAN interface.
The default subnet mask is 255.255.255.0.

Local Domain Name (Optional) The name of your local domain.
DNS Relay You may choose to enable or disable DNS Relay. If disabled,

the DNS address received on the WAN port will pass through to
the LAN clients.
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Using the Configuration Menu
Home > DHCP

DHCP stands for Dynamic Host Link S
Bulding Networks for - +
Control Protocol. The DI-614+ s o e i i s

has a built-in DHCP server. The
DHCP Server will automatically IR Acvanced _Tools _ Status ___Help |

|

aSSign an IP add ress to the ‘ Ths 'DI-E‘M+ can be setup as a DHCP Server to distribute IP addresses 1o the LAN
computers on the LAN/private - . e o s )

network. Be sure to set your . T T

computers to be DHCP clients Enving IP Adress 192.168.0.[199_|

by setting their TCP/IP settings - wesee e =

to “Obtain an IP Address Statc DHCP

. ” T Static DHCP is used to allow DHCP server to assign same |P address to specific MAC

Automatically.” When you turn il

your computers on, they will ,7"“"’ - e 8 e
automatically load the proper 3 w0 |
TCP/IP settings provided by the s :ff—\,l—,,l—tgaq

. DHCP Client 1, 00-02-96-03-48-F1 | [ Clone |

DI-614+. The DHCP Server will e
automatically allocate an unused 9 OO0
IP address from the IP address ‘ Apply Cancel Help
pOOI to the requeStlng CompLIter' Hust N;rn.e = : IP Address MAC Address

You must specify the starting and Dynarmic DHCP Client

. Host Name  IP Address MAC Address Expired Time

endlng address of the IP address pm 1921630100 00-02-96-03-A%-F1  Apr0R2002 00:0745
pool.
DHCP Server Enable or disable the DHCP service.

Starting IP Address The starting IP address for the DHCP server’s IP assignment.
Ending IP Address The ending IP address for the DHCP server's IP assignment.

Lease Time The length of time for the DHCP lease.

Static DHCP Used to allow the DHCP server to assign the same IP adress to
a specific MAC address. Enter the name, IP address, and MAC
address into the fields. Select which DHCP client to clone.

Name The name to be used to reference the specific static DHCP
client.

MAC Address The MAC address of the static DHCP client.

DHCP Client Drop down list of all currently connected DHCP clients.

DHCP Clients List Liststhe DHCP clients connected to the DI-614+. Click Refresh
to update the list. The table will show the Host Name, IP Ad-
dress, and MAC Address of the DHCP client computer. 24



Using the Configuration Menu
Advanced > Virtual Server

Applications

l
L Y
[—1
|
i
—

Filters

rental Contro

Firewall

DMZ

[

Performance

DI-614+
Enhanced 2.4GHz Wireless Router

|__Home JRUTICA WM Tools  Status  Help

Wirtual Server is used to allow Internet users access to LAN senices.

© Enabled O Disabled

[Gea)

Narne

Private [P

Fratocol Type | TCP |

Private Port

Schedule O Always
O From t\me‘raq'{ﬁzﬂﬂ_‘immn l’: ‘ﬁ{”ﬁ“"" r"

Public Port

day[‘SU” ii

2 00O

irtual Servers Lis Apply Cancel Help
hame Private IP Protocol Schedule

Virtual Server FTP 0.0.0.0 TCP 2121 aways (470
Virtual Server HTTP 0.0.0.0 TGP 80/80 aways 400
Virtual Server HTTPS 0.00.0 TCP 4431443 abways 470
irtual Server DNS noon UDP 53/53 always [E| |
Virtual Server SMTP 0,000 TCR 25125 always  [470
Virtual Server POP3 0.0.00 TCP 110410 aways 470
Virtual Server Telnet 0000 TCP 2323 abways  [AT]
IPSec 0.000 UDP 500/500 aways [ 470
PPTP 0.0.0.0 TCP 17231723 abways  [410
Netheeting 0.00.0 TCP 17201720 aways  [400
DCE-1000 0.0.0.0 TGP 8040 aways  [40]
DGS-2000 0.00.0 TGP 80/80 abways  [AT0
iZeye 1921680112 TCP 17201720 always [E|]

The DI-614+ can be configured as a virtual server so that remote users accessing Web
or FTP services via the public IP address can be automatically redirected to local servers
in the LAN (Local Area Network).

The DI-614+ firewall feature filters out unrecognized packets to protect your LAN network
so all computers networked with the DI-614+ are invisible to the outside world. If you
wish, you can make some of the LAN computers accessible from the Internet by enabling
Virtual Server. Depending on the requested service, the DI-614+ redirects the external

service request to the appropriate server within the LAN network.

Enable

Name
Private IP

Protocol Type

Private/ Public
Ports

Schedule

Select to activate the policy.

You can name the Virtual Server.

The IP address of the internal computer that will be using the
virtual service.

Select the protocol the Virtual Server will use.

Enter in the private and public port or ports to be used. Arange
of ports can be specified with a hyphen. (e.g., 20-21)

Select Always, or choose From and enter the time period dur-
ing which the virtual service will be available. 25



Using the Configuration Menu
Advanced > Applications

D link DL614s
Enhanced 2,4GHz Wireless Router

l [ Home BWXVCUTVEM Tools  Status Help

10

Special Application is uged to run applications that require multiple connections

el © Enabled © Disabled

[Ez3

Applications Trigger Port | g
Trigger Type | TCP |
Filters Public Port 77 B
Public Type | TCP ¥
umICum’oI a J c

Apply Cancel Help

NAME Trigger Public
e

JEHE

Firewall Batle net 6112 6112 ]
Dialpad 7175 51200-51201,51210 £}
cUn 2019 2000-2038,2050-2051,206%,2085,3010-3030 | 47
DMz MSN Gaming Zone 47624 2300-2400 28800-29000 [T
PC-to-Phone 12053 12120,12122,24150-24220 El]
Quick Time 4 554 6970-6399 [

Performance

[

Some applications require multiple connections, such as Internet gaming, video
conferencing, and Internet telephony. These applications have difficulties working through
NAT (Network Address Translation). Special Applications makes some of these
applications work with the DI-614+. If you need to run applications that require multiple
connections, specify the port normally associated with an application in the Trigger
field, then enter the public ports associated with the trigger port into the Incoming
Ports field.

At the bottom of the screen, there are already defined special applications. To use them,
select one from the drop down list and select an ID number you want to use. Then click
the “Copy to” button and the router will fill in the appropriate information to the list. You
will then need to enable the service. If the mechanism of Special Applications fails to
make an application work, try using DMZ host instead.

Note! Only one PC can use each Special Application tunnel.

Enabled or Select to activate or deactivate the policy.

Disabled

Name You can name the defined special applications.

Trigger Port This is the port used to trigger the application. It can be either a
single port or a range of ports.

Trigger Type Select the trigger protocol you would like to initiate. To chage
the selection, use the drop down arrow and other choices will
be listed.

Public Ports This is the port number on the WAN side that will be used to

access the application. You may define a single port or a range of
ports. You can use a comma to add multiple ports or port ranges.

Public Type Select the public type the special application will use. ”



Using the Configuration Menu
Advanced > Filters > IP Filter

"Virtual Server

I Applications

l
| "
i
i

Filters

ammal Control

Firewall

ILE

g

Performance

[

DI-614+
Enhanced 2,4GHz Wireless Router

[ Home QTSI Tools

Filters are used to allow or deny LAN users from accessing the Intermet

Status Help

@ IP Filters O MAC Filters

IP Filters

Use IP Filters to deny LAN [P addresses access to the Internet.

O Enabled O Disabled

=3 ]

Port | [ |

Pratocol Type|TCP V‘
Schedule & Always

2 i [00 ][00 ] (A ] 10 00 ][00 ] [and ]

day|[Sun ¥ |to|Sun ¥
9 9O
IP Filter List Apply Cancel Help
IF Range Protocal Schedule
i TCP 2021 always E{]

TCP 8D always E|]

Use IP (Internet Protocol) filters to allow or deny computers access to the Internet based

on their IP address.

Enabled or Disabled

IP Address

Port Range

Protocol Type

Schedule

Click Enabled to apply the filter policy or click Disabled to
enter an inactive filter policy. (You can reactivate the policy
later.)

Enter the IP address range of the computers that you want the
policy to apply to. If it is only a single computer that you want
the policy applied to, then enter the IP address of the computer
in the Start Source IP and leave the End Source IP blank.

Enter in the port range of the TCP/UDP ports that you want the
policy to apply to. If it is only a single port that you want the
policy applied to, then enter the port number in the Start Port
field and leave the End Port field blank. If you want to use all the
ports, you can leave the port range empty.

Select the protocol type to allow or deny certain types of IP
addresses.

Select Always, or choose From and enter the time period dur-
ing which the IP filter policy will be in effect.
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Using the Configuration Menu
Advanced > Filters > MAC Filters

DI-614+
Enhanced 2,4GHz Wireless Router

[ Home XYL IE Tools Status Help

Filters are used to allow or deny LAN users from accessing the Intemet

—_—
VirtualServer O IP Filters @ MAC Filters

Applications

Use MAC address to allow or deny computers access to the network.

@ Disabled MAC Filters
© Only allow computers with MAC address listed below to access the netwark

| Filters
r—— O Only deny camputers with MAC address listed below to access the netwark
arental Control e
T —
Po— MAC Address L
rewa
DHOP Clent | pr 10-02-96-03A8 1 ]
DAZ 9 0o
MAC Filter List Apply Cancel Help
Mame MAC Address

il

Performance

MAC (Media Access Control) Filters are used to deny or allow LAN (Local Area Network)
computers from accessing the Internet and network by their MAC address.

At the bottom of the screen, there is a list of MAC addresses from the DHCP client
computers connected to the DI-614+. To use them, select one from the drop down list
and select an IP number you want to use. Then click the “Copy to” button and the
DI-614+ will fill in the appropriate information in the list.

Disabled MAC Filter Select this option if you do not want to use MAC filters.

Only allow computers with MAC address listed below to access the network
Select this option to only allow computers that are in the list
to access the network and Internet. All other computers will
be denied access to the network and Internet.

Only deny computers with MAC address listed below to access the network
Select this option to only deny computers that are in the list
to access the network and Internet. All other computers will
be allowed access to the network and Internet.

Name Enter a name to create a profile for the associated
computer(s) on the network.

MAC Address Enter the MAC Address of the client that will be filtered.

DHCP Client Select from the DHCP Client list and click the Clone button to

automatically clone that computer’'s MAC address to the MAC
address field. 28



Using the Configuration Menu
Advanced > Parental Control >URL Blocking

DI-614+
Enhanced 2.4GHz Wireless Router

[ Home BTN Tools Status____ Help

Parental Control
Parental Control filters are used to allow or deny LAN users from accessing the Internet

"Virtual Server @ URL Blocking O Domain Blocking

URL Blocking
Applications Block those URLs which contain keywords listed below.

(O Enabled @ Disabled
e e
" Filters | \

g

Parental Control

Firewall 0 Q o

Apply Cancel Help

DMZ

Performance

i

Use URL Blocking to deny LAN computers from accessing specific web sites by its
URL. AURL is a specially formatted text string that defines a location on the Internet.
If any part of the URL contains the blocked word, the site will not be accessible and
the web page will not display.

Disabled URL Blocking
Select this option if you do not want to use URL Blocking.
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Using the Configuration Menu
Advanced > Parental Control > Domain Blocking

DI-614+
Enhanced 2.4GHz Wireless Router

l " Home MYV Tools  Status  Help

Parental Control filters are used to allow or deny LAN users from accessing the Internet

N
VirtuaiServer ' URL Blocking @ Domain Blocking

—
Applications T

& Disabled
© Allow users ta access all domains except "Elocked Domains”

Filters ; :
© Deny users to access all domains except "Permitted Domains”

LL

Parental Control Permitted iz:‘.g!: ains |
u
e e
DMZ Blocked Domains
|

9 90

Apply Cancel Help

Use Domain filters to allow or deny computers access to specific Internet domains
whether it is through www, ftp, SNMP, etc. Domain filters apply to both wired computers
connected to one of the four Ethernet LAN ports and to wireless clients connected
wirelessly to the DI-614+.

Disabled Domain Filter Select this option if you do not want to use Domain filters.

Allow users to access the following domains and block all other domains
Select this option to allow users to access the specified
Internet domains listed below. Users will be denied access
to all other Internet domains.

Deny users to access the following domains and permit all other domains
Select this option to deny users access to the specified
Internet domains listed below. Users will be allowed access
to all other Internet domains.

Permitted/Blocked Domains
This is a list of domain suffixes of the Internet domain you
want to permit or block. (Example: shopping.com,
sports.net.)
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Using the Configuration Menu
Advanced > Firewall

DI-614+
Enhanced 2,4GHz Wireless Router

|| N Advonces TR
"- Firewall Rules
Firewall Rules can be used to allow or deny traffic from passing through the DI-B14+.
‘Virtual Server
5 © Enatled O Disabled
Action O Allow O Deny
Interface IP Range Start P Range End  Protocol  Port Range
r—— | H |
il Destinatian | * V|| H |iTCF’ | |
Schedule O Always
amm!Cnmrol O Fram hme|UU | mlMM ¥ o 00 "‘ |DD "HAM "I
day | Sun V‘m ‘ Sun &
Firewall a w o
Firewall Rules List Apply Cancel Help
ActionMame SourceDestination Frotocol
DMZ Allow Allow to Ping WM port WAR FLAN192.168.01  ICMP 8 [4
Allgw MSMSYS (192.168.0.100:15427) VWAN *LAN 192.168.0 1DDTCP,15427— Iﬁ
B 3EBED
o — -
Al o505 (52 AR DIONEZ22] a1 a 152.186.0.100UDP 5222.53084 [ 4
Deny Default Lr LAR * IF i)
Allow Default LAN® = L

Firewall Rules is an advance feature used to deny or allow traffic from passing through
the device. It works in the same way as IP Filters with additional settings. You can
create more detailed rules for the device.

Enabled or Disabled
Click Enabled to apply the filter policy or click Disabled to enter an inactive filter policy
(You can reactivate the policy later).

Name
Enter the name of the Firewall Rule.

Action
Select Allow or Deny to allow or deny traffic to pass through the DI-614+.

Interface Source
Choose between a LAN or WAN source. An asterisk signifies the selection of both
sources.

Interface Destination
Choose between a LAN or WAN destination. An asterisk signifies the selection of both
destinations.

IP Start
The starting IP address for the filter policy. Leaving the field blank selects all IPs.

IP End
The ending IP address for the filter policy. Leaving the field blank sleects all IPs.
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Using the Configuration Menu
Advanced > Firewall (Continued)

DI-614+
Enhanced 2.4GHz Wireless Router

[ Home BT VBl Tools  Siatus  Help

‘- = Firewall Rules
Firewall Rules can be used to allow or deny traffic frorm passing through the D614+
—_—
g O Enabled O Disabled
Mame ‘ |[C\ear]
G ;
Action O Allow O Deny
Interface  IP Range Start IP Range End  Protocol  Port Range
EE— Source i* VH H |
—— Destination [+ 8] I [ree @ [ ]
— - Schedule O Always
Farental Control O From time [00 ¥, [00 %] [aM |10 00 ¥ [00 %] [aM
day Sun V‘m Sun |»
Firewall a 8 o
Firewall Rules List Apply Cancel Help
Actionhame SourceDestination Protocol
DMZ Allow Allowe to Ping WAN port WAR FLAN 192.168.0.1  ICMP 8 [4
msmegs (192.168.0.100:15427) % TCP 15427-
Allow 3 VAN "LAN,192.168.0.100 ]
S ; §
Allow o198 (192.188.0000:8222) sy ~LaN 192.168.0.100UDP 6222-53984 [ 4
Deny Default S LAN > P
Allow Default LAN ** P @)

Protocol ]
Select one of the following protocols: TCP, UDP, or ICMP.

Port Range

Enter in the port range of the TCP/UDP ports that you want the policy to apply to. Ifitis
only a single port that you want the policy applied to, then enter the port number in the
Start Port field and leave the End Port field blank. If you want to use all the ports, you
can leave the port range empty.

Schedule

Select Always, or choose From and enter the time period during which the virtual ser-
vice will be available
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Advanced > DMZ

DI-614+
Enhanced 2,4GHz Wireless Router

BT Advanced BN Status___ Help

DMZ

DWZ (Demilitarized Zone) is used to allow a single computer on the LAN to be exposed to

the Internet.
"Virtual Server

© Enabled @ Disatled

IP dddress 132 188 0.0 |

Applications

' Filters o 9 o

e :

Apply Cancel Help

ammal Control

" Firewall

Performance

i

If you have a computer that cannot run Internet applications properly from behind the
DI-614+, then you can allow that computer to have unrestricted Internet access. Enter
the IP address of that computer as a DMZ (Demilitarized Zone) host with unrestricted
Internet access. Adding a client to the DMZ may expose that computer to a variety of
security risks, so only use this option as a last resort.
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Advanced > Performance

DI-614+
Enhanced 2.4GHz Wireless Router

[ Home BT Tools  Status Help

These are the

55 Performance features for the AP{Access Paoint) Portion

‘Virlual Server =
Beacon interval : [100 | (msec, range:1~1000, default:100)

i

P DTM interval: [3 | rangs: 1~255, default3)

Basic Rates : O 1-2Zmbpgy @ 1-255-11gubpey O 1-2-5 5:11-220ubpsy
' Filters TARates . O 12mMbps O 1-2-55-Mbpey & 1-2-5.5-11-22Mbps)
Preamble Type : (& Short Preamble & Long Preamble

mnm Control SSID Broadcast : & Enabled O Disabled

Antenna transmit power : | 100% 17dBm ¥

Antenna Selection ; |Dlver9\tyAntenna V]
4XMade: @ Enabled O Disabled

Apply Cancel Help

" Firewall

afild

Beacon Interval Beacons are packets sent by an Access Point to synchronize a
wireless network. Specify a value. 100 is the default setting and is
recommended.

DTIM interval (Delivery Traffic Indication Message) 3 is the default setting. ADTIM
is a countdown informing clients of the next window for listening to
broadcast and multicast messages.

Basic Rates Select the datarate. Default is 1-2-5.5-11-22Mbps.

TX Rates Select the data rate. Defaultis 1-2-5.5-11-22Mbps.

Preamble Type Long preamble isthe default setting. (High traffic networks should
use the shorter preamble type.) The preamble defines the length of
the CRC block used in communication between the Access Point
and the roaming wireless Network adapters.(Cyclic Redundancy
Check is a common technique for detecting data transmission errors)
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Advanced > Performance (Continued)

Virtual Server
Applications
Filters

mnhl Control

" Firewall

|
Y
aid
—

DMZ

SSID Broadcast

Antenna transmit

power

Antenna Selection

Internal

External

Diversity

4X Mode

DI-614+
Enhanced 2,.4GHz Wireless Router

" Home BT M Tools  Status Help

Wireless Performa

These are the Wireless Performance features for the AP{Access Foint) Portion

Beacon interval }_TU_UJ {msec, range:1~1000, default: 100)

DT interval: 3 | frange: 1-255, default:3)
Basic Rates © (0 1-2mbpsy @ 1-2-5.5-11bpsy O 1-2-5.5-11-22Mbpsy
THRates : O 1-2pbps O 125 5- M bpsy & 1-2-5 5-11-22mbpsy
Preamble Type © (& Short Preamble O Long Preamble
SEID Broadeast : & Enabled O Disabled

Antenna transmit power : | 100% 17dBm ¥

Antenna Selection : | Diversity Antenna ¥

4% Mode : |Internal Antenna led
External Antenna
D Antenng

9 90

Apply Cancel Help

Enabled is the default setting. Choose Enabled to broadcast
the SSID across the network. All devices on a network must
share the same SSID (Service Set ldentifier) to establish
communication. Choose Disabled if you do not wish to broadcast
the SSID over the network.

The DI-614+ has the option to adjust its wireless transmit power.
Limiting transmit power can help in situations where you do not
want the same signals overlapping one another.

Select Internal Antenna, External Antenna, or Diversity Antenna.

In this mode, the DI-614+ only uses the internal antenna for short
distance coverage.

In this mode, the DI-614+ only uses the external antenna and
extends wireless coverage.

In this mode, the DI-614+ uses both the internal and external
antenna and then uses the antenna that picks up the strongest
signal.

4x Mode allows for higher speed wireless performance. Only
other devices that support 4x Mode will be able to take advan-
tage of the higher performance.
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Tools>Admin

Admin

]

Time

System

' Firmware

' Misc.

Cable Test

HEEHE

DI-614+
Enhanced 2.4GHz Wireless Router

(SO Status____Help

-

Administrator Settings

Administrators can change their login password.

Administrator (The Login Mame is "admin")

User (The Login name is "user")

Mew Password Euuuuuuu. |

Confirrn Password !u.ou.ou.o.-. |

Remote Management

© Enabled @ Disabled

IP Address [*

K,

Apply Cancel Help

There are two accounts that can access the Broadband Router’'s Web-Management
interface. They are admin and user. Admin has read/write access while user has read-
only access. User can only view the settings but cannot make any changes. It is recom-
mended that you change the admin password from the default setting. The default pass-
word is blank (no password).

Password

Remote
Management

IP Address

Port

To change the admin and user passwords, enter in the old pass-
word, and enter the new password twice to confirm.

Remote Management allows the device to be configured through
the WAN (Wide Area Network) port from the Internet using a
web browser. A username and password is still required to
access the browser-based management interface.

Internet IP Address of the computer that has access to the
DI-614+. Ifthe IP Address is setto 0.0.0.0, this allows all Internet
IP addresses to access the DI-614+.

The port number used to access the DI-614+.
E.g., http://x.x.x.x:80, where x.x.x.x. is the WAN IP address of
the DI-614+ and 80 is the port used for the Web Management

interface.
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Tools> Time

Admin

|
saiad

Time

' System

pa—
-
el
i

' Firmware

' Misc.

Tools

DI-614+
Enhanced 2.4GHz Wireless Router

|

Time
Set the D14+ system time.

Local Time Apr01/2002 01:30:39

Time Zone | (GhT-08:00) Pacific Time (US & Canada)

) Enabled & Disabled
Start [Jan v |[01 v|End[dan v 01 ¥

Daylight Saving

Get the Time Automatically via Metwork Time Protocol(NTF)

Diefault NTP Senfer| {optional)

Set the Tirme

‘(ear|2002 ~ | Manth | Apr % Dayim R
Hour |01 % Minute |30 %| Second | 39 %

9 90

Apply Cancel Help

Set the time here by entering it manually or by using NTP (Network Time Protocol.) NTP
is a standard protocol on the Internet that sychronizes the time settings accurately for
all the computers on your network.

Time Zone

Daylight Saving

Default NTP
Server

Set Device Date
and Time

Select your time zone from the pull-down menu.

Select to enable or disable Daylight Saving. If you choose to
enable this, enter the start and end date and the system time

will automatically adjust on those dates

(Optional.) If you are enabling NTP to synchronize the time set-
tings on your network using an NTP server, please enter the link

to the default server.

If you are entering the time manually, select the correct Year,

Month, Day, Hour, Minute, and Second.
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Tools > System

DI-614+
Enhanced 2.4GHz Wireless Router

Home  Advancedi VBB Status  Help |
‘d System Settings
Save Settings To Local Hard Drive

Save

Load Settings From Local Hard Drive
| | Browse.. ]

Restore To Factory Default Settings

Help

The current system settings can be saved as a file onto the local hard drive. The saved
file or any other saved setting file created by the DI-614+ can be uploaded to the unit. To
reload a system settings file, click on Browse to search the local hard drive for the file
to be used. The device can also be reset back to factory default settings by clicking on
the Reset to Default button. Use the restore feature only if necessary. This will erase
previously saved settings for the unit. Make sure to save your system settings to the
hard drive before doing a factory restore.

Save Settings to Click Backup Setting to save the current settings to the local
Local Hard Drive Hard Drive.

Load Settings from  Click Browse to find the settings file, then click Load.
Local Hard Drive

Restore to Factory Click Reset to Default to restore the factory default settings.
Default Settings
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Using the Configuration Menu
Tools > Firmware

DI-614+
Enhanced 2,4GHz Wireless Router

[ Status___Help |

S —— !

Firmware Upgrade
There may be new firrmware for your DHG14+ to improve functionality and performance.
Click here to check for an upgrade on our support site.

To upgrade the firmware, locate the upgrade file on the local hard drive with the Browse
button. Once you have found the file to be used, click the Apply button below to start the
Time firmware upgrade.

Current Firmware Version: 3.27
Firmware Date: Wed, 10 Dec 2003

' System ‘

QED

|[ Browse.. |

Firmware 0 9 o

Apply Cancel Help

DDNS

' Misc.

~ Cable Test

HEE

You can upgrade the firmware by using this tool. First, check the D-Link support site for
firmware updates at http://support.dlink.com. Make sure that the firmware you want to
use is saved on the local hard drive of your computer. Click on Browse to search the
local hard drive for the firmware that you downloaded from the D-Link website to be used
for the update. Upgrading the firmware will not change any of your system settings but
itis recommended that you save your system settings before doing a firmware upgrade.

Browse After you have downloaded the new firmware, click Browse in
this window to locate the firmware update on your hard drive.
Click Apply to complete the firmware upgrade.

Note: Do not power off the unit when it is being upgraded. When the
upgrade is complete, the unit will automatically restart.
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Using the Configuration Menu
Tools >DDNS

D-Link DI-614+

Bullding Networks for People

Enhanced 2.4GHz Wireless Router
Home  Advancedi (10 m
Dynamic DNS
Admin DDNS O Enabled & Disabled
Server Address DwnDns.org %
Time Host Name | |

Username | |

System

Password | ‘

Firmware

HEEE

DDNS a a o

Apply Cancel Help

-

" Cable Test

DDNS (Dynamic Domain Name System) keeps dynamic IP addresses (e.g., IP
addresses assigned by a DHCP capable router or server) linked to a domain name.
Users who have a Dynamic DNS account may use this feature on the DI-614+.

DDNS When an IP address is automatically assigned by a DHCP server,
DDNS automatically updates the DNS server. Select Disabled
or Enabled.

Server Address Select from the pull-down menu.

Host Name Enter the Host name.

Username Enter the username.

Password Enter the password.

40



Using the Configuration Menu

Tools > Misc

D-Link

Bulding Networks for People

DI-614+

Enhanced 2.4GHz Wireless Router
Tools TN

il

Ping Test
Ping Test is used to send "Ping" packets to test if a computer is on the Intemet.

i G

Restart Device
Reboots the D14+

Block WAHN Ping

YWhen you "Block WAN Ping", you are causing the public WAN IP address on the DI-
B14+ to not respond to ping commands. Pinging public WAN IP addresses is a common
method used by hackers to test whether your YWAMN IP address is valid.

Discard PING fram WAN side & Enabled ® Disabled

UPHP Settings

@ Enabled O Disabled

Gaming Mode
@ Enabled O Disabled

VPN Pass-Through
Allowes PN connections to work through the DFE14+

PPTP @ Enabled O Disahbled
PSec ® Enabled O Disabled

WAN select to 10/100 Mhps
O 100Mbps © 10Mbps @ 10/100Mbps Auta

9 OO

Apply Cancel Help
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Tools > Misc (Continued)

Ping Test

Restart Device

Block WAN Ping

UPnP Setting

Gaming Mode

VPN Pass Through

WAN select to 10/100
Mbps

This useful diagnostic utility can be used to check if a
computer is on the Internet. It sends ping packets and
listens for replies from the specific host.

Click reboot to restart the unit.

Click Enable to block the WAN ping. Computers on the
Internet will not get a reply back from the DI-614+ when it is
being “ping”ed. This may help to increase security.

Universal Plug and Play is a feature that is preset to alow
certain popular applications such as MSN messenger to be
functional using the router without making any configurations.
By default UPnP setting is set to enable. It is recommended
to keep UPnP Setting on enable.

Click Enable to enable Gaming Mode. This feature allows
many online games to work with the DI-614+.

For users who telecommute or use Virtual Private Network
(VPN), you can select PPTP or IPSec to be used with this
router.

This option allows the user to select 10Mbps, 100 Mbps, or
10/200Mbps Auto for the WAN port. You may need to change
the WAN port speed if you are experiencing connection prob-
lems with your Cable or DSL modem.
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Tools > Cable Test

DI-614+
Enhanced 2.4GHz Wireless Router

[ _Home _ Advancedill (ORI Status __Help |

N
=
Ports Link Status
ystem
vt [ Connected
—
e T ST
[
Misc.
Oabiailse Refresh Help

Diagnostic Cable Tester is an advanced feature that integrates a LAN cable tester on
every Ethernet port on the router. Through the graphical user interface (GUI), Cable
Tester can be used to remotely diagnose and report cable faults such as opens,
shorts, swaps, and impedance mismatch. The Cable Tester feature significantly
reduces service calls and returns by allowing users to easily troubleshoot their cable
connections.

Ports The Ethernet port names associated to the physical ports.

Link Status The current link status of the Ethernet cable connected to the
respective Ethernet port.

More Info Click on More Info for [El .
detailed information [E&EEs
about the cable link sta-
tus. The following window .
Willappear. LAN1 - Cannected
TxPair Normal Cable!
RxPair Normal Cablel
J
Exit
Refresh Click on Refresh to run the cable test. Allow the router a few

seconds to complete the test.
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Using the Configuration Menu

Status > Device Info

-

Device Info

T
Log

*  Stats
Wireless

DI-614+
Enhanced 2.4GHz Wireless Router

Home Advanced mools . Status m

Device Information
Firmware Version: 3.23 , Mon, 03 Nov 2003
LAN
MAC Address 00-0D-88-85-E1-71

IP Address 152 168.0.1
Subnet Mask 255.255.255.0
DHCP Server Enabled

WYAN
MAC Address 00-0D-55-55-E1-72

. DHCP Client Disconnected
Connection ™ HHep Rolease | [ DHCF Renew

IP Address 0.0.0.0

Subnet Mask 0.0.0.0

Default Gateway 0.0.0.0
DHS

Wireless
MAC Address 00-00-85-54-81-65
SSID default
Channel &
WEP Digablad

Help
This screen displays information about the DI-614+.
DHCP Release Click to release IP addresses sent from the DHCP server.
DHCP Renew Click to renew IP addreses sent from the DHCP server.
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Using the Configuration Menu
Status > Log

DI-614+
Enhanced 2.4GHz Wireless Router

Home Advanced 'i'oolé Status lﬁ_

View Log
“iew Log displays the activities occurring on the D614+, Click on Log Settings for
advance features.

1

' Device Info :
[ First Page ][ Last Page Presious | | Mext |Clear][ Log Settings ] Help
page 1 of 1
Time Message Source Destination Mate

[
" Wireless

This screen displays activities occurring on the DI-614+.

First Page- Click First Page to go to the first page of the log.
Last Page- Click Last Page to go to the last page of the log.
Previous- Click Previous to go to the previous page of the log.
Next- Click Next to go to the next page of the log.

Clear- Click Clear to clear the log.

Log Settings- Click for advanced features (see next page.)
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Status > Log > Log Settings

DI-614+
Enhanced 2.4GHz Wireless Router

Home Advanced Tools Status m

Loy settings
Logs can be saved by sending it to an admin email address.
Device Info

SMTP Server / IP Address | |

Email Address | |[__Send Mail Now

Save Log File To Local Hard Drive

Log Type System Activity

' Stats
[[] Debug Information

Attacks

flkEe

“'Wireless [[] Drapped Packets
Matice
Apply Cancel Help
E-Mail Alert The DI-614+ can be set up to send the log files to a specific
email address.
SMTP Server IP Enter in the IP address of the mail server.
Email Address Enter in the email address of the recipient who will receive the
email log.
Send Mail Now Click to send mail immediately.
Save Log File to Selecting this allows you to save the log to a local hard drive. A
Local Hard Drive window will appear prompting you to save the file to a specific
location.
Log Type Select the types of activity to log.
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Using the Configuration Menu
Status > Stats

DI-614+
Enhanced 2.4GHz Wireless Router

l Home Advanced  Tools Status m
‘ Traffic Statistics
Traffic Statistics display Receive and Transmit packets passing through the D614+

o

f
Help
I Receive Transrmit
WAN 0 Packets 83 Packets
LAN 2980 Packets 5947 Packets
Stats
B —

WIRELESS 0 Packets 3524 Packets

In Stats section, traffic statistics are displayed.

Refresh This will update the page.

Reset This will reset the packet counter to zero.

WAN Displays Received / Transmitted packets from the WAN port.

LAN Displays Received / Transmitted packets from the LAN port.

WIRELESS Diizla)ll(s received and transmitted packets from the wireless
network.
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Using the Configuration Menu

Status > Wireless

DI-614+
Enhanced 2,4GHz Wireless Router

Home Advanced ToolS Status m

Connected Wireless Client List
The Wiraless Client table below displays Wireless clients Connected to the AP o
(Access Paint).

—_——
" Device Info
Caonnected Time MAC Address

Help

* Stats

=
| Wireless

The wireless client table displays a list of current connected wireless clients. This
table also displays the time and MAC address of the wireless client connected.
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Using the Configuration Menu
Help

DI-614+
Enhanced 2.4GHz Wireless Router

| Home Advanced  Tools Status Help J

‘- Home

« Setup Wizard
Menu » Wiireless Settings
o VAN Settings

o LAN Settings
« DHCP Server

Advanced

« Vitual Server
Special Applications
Filters
Firewall Rules
Dz
« Wireless Performance

Tools
« Administrator Settings
« Systemn Time
« System Settings
« Firmware Upgrads
« Miscellansous tems

Status
« Device Information
e Log
« Traffic Statistics
« Connected Wireless Client List

FAQs

This screen displays the complete Help menu. For help at anytime, click the Help tab in
the Configuration menu.
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Troubleshooting

This chapter provides solutions to problems that can occur during the installation and
operation of the DI-614+ Wireless Access Point. We cover various aspects of the
network setup, including the network adapters. Please read the following if you are
having problems.

(Note: It is recommended that you use an Ethernet connection to
configure the DI-614+ Access Point.)

1. The computer used to configure the DI-614+ cannot access the
Configuration menu.

B  Checkthat the Ethernet LED on the DI-614+ is ON. If the LED is
not ON, check that the cable for the Ethernet connection is securely
inserted.

[ | Check that the Ethernet Adapter is working properly. Please see
item 6 (Check that the drivers for the network adapters are
installed properly) in this Troubleshooting section to check that
the drivers are loaded properly.

B Checkthatthe IP Address is in the same range and subnet as the
DI-614+. Please see Checking the IP Address in Windows XP in
the Networking Basics section of this manual.

Note: The IP Address of the DI-614+is 192.168.0.1. All the computers on the
network must have aunique IP Address in the samerange, e.g., 192.168.0.x. and
a Subnet Mask of 255.255.255.0. Any computers that have identical IP Addresses
will not be visible on the network.

| Do a Ping test to make sure that the DI-614+ is responding. Go to
Start>Run>Type Command>Type ping 192.168.0.1. Asuccessful
ping will show four replies.

f - EAWINDOWSASystem32\cmd.exe ﬂﬂ
-]

[E:\>ping 192.168.8.1
Pinging 192.168.8.1 with 32 bytes of data:

fiReply from 192 .1 s TIL=128
ne{ims TIL-128

s TTL=128

TTL=128

- = @ (B2 loss>.
13- :

s —seconds :
s, Maxinun = @ms, Average = Bms

50



Troubleshooting

2. The wireless client cannot access the Internet in the Infrastructure

mode.

Disable
Status
Repair

Yiew Available Wi

Zipen Metwork Connections @

Make sure the wireless client is associated and joined with the correct
router. To check this connection: Right-click on the Local Area
Connection icon in the taskbar> select View Available Wireless
Networks. The Connect to Wireless Network screen will appear.
Please make sure you have selected the correct available network, as
shown in the illustrations below.

Connect to Wireless Network

The following netwark[z) are availlable. To access a network, select
it fram the list. and then click Connect.

Auvailable networks:

1 alan -~

(T —

If pou are having difficulty connecting o a network, click Advanced.

[ Connect l[ Cancel ]

Check that the IP Address assigned to the wireless adapter is within
the same IP Address range as the gateway. (Since the DI-614+ has
an IP Address of 192.168.0.1, wireless adapters must have an IP
Address in the same range, e.g., 192.168.0.x. Each device must have
a unique IP Address; no two devices may have the same IP Address.
The subnet mask must be the same for all the computers on the
network.) To check the IP Address assigned to the wireless adapter,
double-click on the Local Area Connection icon in the taskbar >
select the Support tab and the IP Address will be displayed. (Please
referto Checking the IP Address in the Networking Basics section
of this manual.)

Ifitis necessary to assign a Static IP Address to the wireless adapter,
please refer to the appropriate section in Networking Basics. If you
are entering a DNS Server address you must also enter the Default
Gateway Address. (Remember that if you have a DHCP-capable
router, you will not need to assign a Static IP Address. See

Networking Basics: Assigning a Static IP Address.)
51



Troubleshooting

3. Check that the drivers for the network adapters are installed properly.

You may be using different network adapters than those illustrated here, but this
procedure will remain the same, regardless of the type of network adapters you are

using.

[ | Go to Start.

B Right-click on My
Computer.

B Click Properties.

NOTE: Screen shots taken using
Windows XP. If you are using a
different Operating System your

screen may look different.

B Select the Hardware
Tab.

B  Click Device Manager.

® Windows Media Player I

Open
B? Cantral P

Explore
e, Conneck
he)

Search...
Manage
;:’_é Printers &

Map Metwaork Drive. .
Disconnect Metwork Drive. ..

v Show on Desktop
Rename

@) Help and
,-.) Search

i"‘__)?Run...

All Programs D

System Properties

Autol
Computer Mame

Remate
Advanced

| Systemn Restore ||

| General ||

Add Hardware wizard
§ The Add Hardware ‘Wizard helps you install hardware.

Add Hardware Wizard

[evice Manager

The Device Manager listz all the hardware devices installed
on your computer. Use the Device Manager to change the
properties of any device.

[ Diriver Signing

——
] [( Device Manager 3 ]
\-..________./

Hardware Profiles

Hardware profiles pravide & way for you ta zet up and stare
different hardware configurations.

[ Hardware Profiles ]

I QK H Cancel ] Apply
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Troubleshooting

[ | Double-click on Network
Adapters.

B Right-click on D-Link AirPlus
DWL-650+ Wireless Cardbus
Adapter.

B  Select Properties to check
that the drivers are installed

properly.

B LookunderDevice Status to
check that the device is working

properly.

B Click OK.

B=)E3

L Device Manager

File Action View Help
& = =Ra

- =) PMTEST
+ E’ Batteries
+- ¢ Computer
+-cge Disk drives
+ :; Displary adapters
+-{=% Floppy disk controllers
+- i, Floppy disk drives
=) IDE ATAJATAPL controllers
‘s Keyboards
__; Mice and other pointing devices

i, Modemns

2 Manitars

-

FaRE S e SR e S

ok
:=E'ID-Link AirPlus DWL-650+ Wireless Cardbus Adapter

+- o Ports (COM & LPT)
+ ﬂ Processors
+-8), Sound, video and game controllers

+ System devices
+ Universal Serial Bus controllars

D-Link AirPlus DWL-650+ Wireless Cardbus Adapter 2]

General | ddvanced | Settings | Driver | Resources

D-Link AirPlus DWL-650+ Wireless Cardbus Adapter

Device type: Metwork adapters
M anufacturer: D-Link.
Location: PCI bus 5, device 0, function 0

Thiz device is working properly.

If you are having problems with thiz device, click Troubleshoot to
start the troubleshooter.

Troubleshoat...

Device uzage:

Use thiz device [enable] v
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Troubleshooting
4. Resetting the DI-614+ to Factory Default Settings

After you have tried other methods for troubleshooting your network, you may
choose to Reset the DI-614+ to the factory default settings. Remember that
D-Link AirPlus products network together, out of the box, at the factory default

settings.

To hard-reset the D-Link AirPlus DI-614+ to Factory Default Settings, please do the
following:

Locate the Reset button on the back of the DI-614+.
Use a paper clip to press the Reset button.

Hold for about 10 seconds and then release.

After the DI-614+ reboots (this may take a few minutes) it will
be reset to the factory Default settings.
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Networking Basics

Using the Network Setup Wizard in Windows XP

In this section you will learn how to establish a network at home or work,
using Microsoft Windows XP.

Note: Please refer to websites such as http://www.homenethelp.com
and http://www.microsoft.com/windows2000 for information about networking
computers using Windows 2000, Me or 98.

Go to Start>Control Panel>Network Connections
Select Set up a home or small office network

Nebwork Setup Wizard

Welcome to the Network Setup
Wizard

Thiz wizard will help you set up thiz computer o run an yaur
netwiark, “WWith a network, you can;

+ Share an Internet connection

+ Set up Internet Connection Firewall
+ Share filez and folders

+ Share a printer

To continue, click Mest.

Mewst > '[ Cancel

When this screen appears, Click Next.
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Please follow all the instructions in this window:

Metwork Setup Wizard
Before you continue. .

Befare you continue, review the checklist for cresting a network.

Then, complete the following steps:

= |nstall the network. cards, modems, and cables.

+ Turn on all computers, printers, and external modems.
+ Connect ba the [ntermet.

Wwhen pou click Mest, the wizard will search for a shared Internet connection on your network.

i (e )

Click Next.

In the following window, select the description that best fits your computer. If
your computer connects to the internet through a gateway/router, select the
second option as shown.

Network Setup Wizard
Select a connection method.

Select the statement that best dezcribes thiz computer:

() Thiz computer connects directly to the Intemet. The other computers on my network connect
to the Internet through thiz computer.

Wiew an example.

(®) Thiz computer cannects ta the Intemet through another computer an my netwark or through
a residential gateway.
Wiew an example.

Learn mare about home or small office network configurstions.

< Back I[ Mext » J'[ Cancel

Click Next.
56



Networking Basics

Enter a Computer description and a Computer name (optional).

Network Setup Wizard
Give thiz computer a description and name.

[ LComputer description: | Mary's Computar Il
Examples: Family Room Computer or Monica's Computer

[ Computer name: | Office |]
Examples: FAMILY or MOMICA

The curnent computer name iz Office

Learm mare about computer names and descrptions.

¢ Back I Mest » ' Cancel

Click Next.

Enter a Workgroup name. All computers on your network should have the
same Workgroup name.

Network Setup Wizard

Mame your network.

Mame pour network by specifying a workgroup name below, Al computers on your network,
should have the zame workgroup name.

Wwhork group name: Accounting
Exanles HOME or OFFICE

[ < Back Mest » ][ Cancel ]

Click Next.
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Please wait while the Network Setup Wizard applies the changes.

Network Setup Wizard

Ready to apply network settings...

The wizard will apply the fallowing settings. This process may take a few minutes to complate
and cannot be interrupted.

Settings:
Metwork settings: ~
Carmputer description: Mary's Computer
Carputer name: Office
“Workgroup name: Accounting
The Shared Documents folder and any printers connected to this computer hawve been
shared.
bt

To apply these settings. click Mest.

[ < Back Il Mest » ][ Cancel
——

When the changes are complete, click Next.

Please wait while the Network Setup Wizard configures the computer.
This may take a few minutes.

Metwork Setup Wizard

Please wait...

Fleaze wait while the wizard configures this computer for home or zmall office netwaorking. Thiz
process may take a few minutes,

4 o
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In the window below, select the option that fits your needs. In this example, Create a

Network Setup Disk has been selected. You will run this disk on each of the
computers on your network. Click Next.

Network Setup Wizard
You're almost done...

2 Wou need to run the Metwaork Setup Wizard ohce on each of the computers on your
\l.) network. Ta run the wizard on computers that are not running Windows %P, pou can use
the "Windows %P CD or & Metwaork Setup Dizgk.

What do pou want to do?

(0 Use the Network Setup Digk | alieady have
(0 Use my Windows <P CD

(2 Just finish the wizard: | don't need to run the wizard on other computers

Insert a disk into the Floppy Disk Drive, in this case drive A.

Network Setup Wizard
Inzert the dizk you want to use.

Ingert a digk the into the following disk drive, and then click Mest.

3% Floppy [4:]

If pou want to format the disk, click Format Disk.

< Back I” Mt » ]]
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Copying...

9 =

Please wait while the wizard copies files. ..

[ ]| Cancel |

Please read the information under Here’s how in the screen below. After you complete
the Network Setup Wizard you will use the Network Setup Disk to run the Network

Setup Wizard once on each of the computers on your network. To continue click Next.

Nebtwork Setup Wizard
To run the wizard with the Network Setup Disk__. %

® . Complete the wizard and restart thiz computer. Then, uze the Metwark Setup Dizk toorn
\._!‘) the Metwark Setup ‘wizard once on each of the ather computers on your netwaork.

Here's how:

1. Inzert the Metwork Setup Disk into the next computer you want to network,
2. Open My Computer and then open the Metwork Setup Disk.
3. Double-click "netzetup.”

[ < Back I Hest > .|
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Please read the information on this screen, then click Finish to complete the Network
Setup Wizard.

Network Setup Wizard

Completing the Network Setup

% Wizard
You have succeszsfully zet up this computer for home or zmall

office networking.

For hielp with home or emall office networking, zee the
following topics in Help and Support Center:

+ Uzing the Shared Docurnents folder
+ Shanni hles and folders

To zee other computers on vaur network, click Start, and then
click My Metwork Places.

To cloze thiz wizard, click Finish.

| <Back |[ Finish |

The new settings will take effect when you restart the computer. Click Yes to
restart the computer.

System Settings Change X

P You musk restart waur compuker before the new setkings will take effect,
</

Do you wank ko restart wour cormpuber now?

You have completed configuring this computer. Next, you will need to run the
Network Setup Disk on all the other computers on your network. After running
the Network Setup Disk on all your computers, your new wireless network
will be ready to use.
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Naming your Computer

To name your computer, please follow these directions. In Windows XP:

B Click Start (in the lower left corner of the screen).

B Right-click on My Computer.

B Select Properties and click.

“ Internet __) My Documents
Internet Explorer
Sj E-miail b My Recent Documents »

d Cutlook Express
_f) My Pictures

n Command Prompk -;b] My Music

-
“ MSM Explorer ‘[ vy Computer |
| Open

.g My Metwork  Explore
Windows Media Player Search
G & Control pane|  Manage
WL Windows Mavie Maker

e Map Metwork Drive. .,
s CenpEE T Disconnect Metwork Drive, ..

'.@ Tour Windows XP -
}.’,ﬂ Printers and F - Show on Deskbop

4 | Files and Settings Transfer { Rename

iy e |

B Select the Computer Sy
Name Tab “_’] the SyStem | System Festoe, Il Autaratic Updates | Remate [
Properties window. | General |l Computer Mame ” Hardware || Advanced |

- Windows uses the following information to identify your computer
on the network.

S e
B You may enter a Com- S SETE R

puter Descri ption if you For example: "Kitchen Computer’ or "Mary's
. - . . Computer''.
wish; this field is optional.

Full computer name:  Office

“wéork group: Accounting
To uze the Mebwork |dentification Wizard to join a Netwark 1D
domain and create a local uger account, click Netwaork, —
m To re_ngme the cpmpu_ter D
and join a domain, Click _ - .
Ch ange To rename thiz computer of join a damain, click Chanas.
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Naming your Computer

M |n this window, enter the
Computer name.

Computer Name Changes

Y'ou can change the name and the membership of this
computer. Changes may affect access to network resources.

B Select Workgroup and enter
the name of the Workgroup.

Computer name:

Office
B All computers on your network | |
must have the same Full computer narne:
Workgroup name. Office
B Click OK. Member of
() Domair:
(&) Workgroup:
| Accounting |

L OK [ Cancel J

Assigning a Static IP Address in Windows XP/2000

Note: Residential Gateways/Broadband Routers will automatically assign IP Ad-
dresses to the computers on the network, using DHCP (Dynamic Host Configura-
tion Protocol) technology. If you are using a DHCP-capable Gateway/Router you
will not need to assign Static IP Addresses.

If you are not using a DHCP capable Gateway/Router, or you need to assign a Static IP
Address, please follow these instructions:

| E’ Contral Panel

] Go to Start. @ Tour Windows XP

1& Faint

;| Files and Settings Transfer
. . ‘Wizard
B Double-clickon ,) Search

Control Panel.
All Programs D ER"'”"'

|::é Printers and Faxes

g/] Help and Support

—
OFf | El | Turn QOFf Computer

/4 start




Networking Basics

Assigning a Static IP Address in Windows XP/2000

B Double-click on
Network
Connections.

B Right-click on Local Area
Connections.

B Double-click on
Properties.

B Control Panel

File Edit View Favorites Tools  Help

OBaEk \) LI pSEar[h || Foders | [23]~

Address g' Control Panel

M5 Accessibility Options

Add Hardware
‘Y Add or Remove Programs
48 Admiristrative Tools
::?Date and Time

See Also ) Folder Options

‘ Windows Update
@) Help and Support

= Game Controllers
’Intarnet Ciptions

“oaPrinkers and Faxes
9 Regional and Language Options
=

°s Network Connections

File Edit Wiew Favorites Tools Advanced  Help

eEa:k - \“_:) ‘,7 )_n)SEar:h li=

Address @ Network Connections

Network Tasks

[ create anew
connection Disable
Q Set up & homs or small Status
office network —
@ Disable this netwark _—
device Bridge Cannections
8, Repair this connection e
=i Rename this connection
€ view status of this
connection

Change settings of this
connection

Create Shortcut
Delete

Rename

Other Places

O Control Panel T
g 1My Network Places

1) My Documents

W My Computer

Detail
S v€ m
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Assigning a Static IP Address
in Windows XP/2000

B Click on Internet
Protocol (TCP/IP).

B Click Properties.

B Enterthe LAN IP address of
the Wireless Router. (D-Link
wireless routers have a LAN IP
address 0f 192.168.0.1.)

The DNS server information will
be supplied by your ISP (Internet
Service Provider).

B Click OK

-L Local Area Connection 7 Properties

General | Advanced

Connect using:

E  D-Link DWL-AE50

This connection uzes the following items:

Igl, Clignt for Microzoft Metworks

S File and Printer Sharing for Microzoft Networks
B 05 Packet Scheduler

Internet Protocol [TCPAIP) I

Instal..
[ escription

Tranzmizzion Contral Protocaol/|ntermet Protocol. The default
wide area network, protocol that provides communication
aciogs diverse inkerconnected networks.

[ Show icon in notifization area when connected

Ok ] [ Cancel

Internet Protocol (TCP/IP) Properties

General

You can get IP settings assigned automatically if your network, supports
this capability. Otherwize, you need to ask your netwark. administrator for
the appropriate [P settings.

(C) Obtain an IF address automatically

‘@ Uze the fallowing IP address: '

1P address: 192 .168. 0 . 2
Subnet mazk: 28928602856 0
Default gateway: 192.168. 0 . 1

(@ Usg the following DNS server addresses.]
Preferred DMS server 192.168. 0 . 1

Alernate DMS server

Ce )
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Networking Basics
Assigning a Static IP Address with Macintosh OSX

80 System Preferences =}
@ =A@ 3
Personal
B Go to the Apple Menu and se- L B R .
lect System Preferences.
s = v =B S
B Click on Network.
e e a &
e & ® § @ 2
‘80 Network =)
B SelectBuilt-in Ethernetinthe ¢ @ & @ @

Show pull-down menu.

Location: Automatic

DR |

oxies
DHCP Router

Configure  Using DHCP

E

Show: | Built-in Ethernet

Select Manually in the Con-
figure pull-down menu.

Using BootP
Servers (Optional)
IP Address:
(Provided by DHCP Server)
Subnet Mask: 255.255.255.0
Router: 152.168.0.1 Search Domains (Optional)
DHCP Client ID
(Optionaly

Example: apple.com, earthlink.net
Ethernet Address

@ Cliek the lock to prevent further changes. Apply Now

80C Network =)
W Q@ 3
Show All | Displays Sound Network Startup Disk
Location: [Automatic  [#)
Show: | Built-in Ethernet [ ]

Input the Static IP Address,
the Subnet Mask, and the
Router IP Address inthe ap-

PPPoE | AppleTalk | Proxies |
|

Domain Name Servers (Optional)

Configure: | Manually

propriate fields.

Click Apply Now.

IP Address:

Subnet Mask:

Router:

192.168.0.2
255.255.255.0

192.168.0.1

Ethernet Address:

00:09:93:75:de:5a

Search Domains

Example: apple.com, earthlink.net

(Oprional)

@®

Click the lack to prevent further changes.

'f Apply Now \'
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Networking Basics

Selecting a Dynamic IP Address with Macintosh OSX

B  Go to the Apple Menu and select

System Preferences.

B Click on Network.

B Select Built-in Ethernet in the
Show pull-down menu.

B  Select Using DHCP in the
Configure pull-down menu.

B Click Apply Now.

B ThelP Address, Subnet
mask, and the Router’s IP
Address will appear in a few
seconds.

890 System Preferences. [=)
« 240 O

ShowAll | Displays Sound Network Startup Disk

m == o6 & @

Hardware
¢ =@ ¢ m 8§
Inernet & Nesgrk

@

Internet

cudTine— shaing
system
2 @ @
o
s Date T —Sotvs—Spesch— s kit

‘86¢C Network (=8

 E A 3

Show All  Displays Sound Network Startup Disk

Location: | Automatic 5.

how: | Built-in Ethernet [ |

Manually

@ESTIETE v Using DHCP
09ing Boot?

‘ Servers (Optional)

IP Address:
(Provided by DHCP Server)

Subnet Mask: 255.255.255.0

Search Domains (Optional)

Router: 192.168.0.1
DHCP Client ID:

(Optional)

Example: apple.com, earthlink.net
Ethernet Address:

@ Click the lock to prevent further changes. Apply Now

86cC Network =3

W =A@ O

Show All : Displays Seund Network Startup Disk

[&

Location: | Autematic [

Show: | Built-in Ethernet =

ppPoE | AppleTalk

Configure: | Using DHCP =)

Domain Name Servers (Optional)

Proxies |

IP Address: 192.168.0.160
(Provided by DHCP Server)

Subnet Mask: 255.255.255.0

Search Domains (Optional)

Router: 192,168.0.1

DHCP Client ID:
(Optional)

Example: apple.com, earthlink net

' ¢ Apply Now '

Ethernet Address: 00:06:96:79:de:5a

@ Click the lock to prevent further changes.
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Technical Specifications

Standards
B |EEE 802.3 10BASE-T Ethernet

B |EEE 802.3u 100BASE-TX Fast Ethernet
B |EEE802.11b

VPN Pass Through Function
H PPTP
B |PSec

Advanced Firewall Features

Device Management

B Web-Based - Internet Explorer 6.0 or later; Netscape Navigator 6 or

later; or other Java- enabled browsers.

Wireless Data Rates With Automatic Fallback

B 22Mbps

B 11Mbps

B 55Mbps

B 2Mbps

B 1Mbps
Encryption

B 64/128/256-bit RC4

Media Access Control
B CMSA/CAwith ACK

Wireless Frequency Range
B 2.4GHzt02.46GHz

Wireless Operating Range
B Indoors: Upto 328 feet (100 meters)

B Outdoors: Upto 1,312 feet (400 meters)

Wireless Modulation Technology
B PBCC - Packet Binary Convolutional Coding
B DSSS - Direct Sequence Spread Spectrum
B 11-chip Barker sequence
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Technical Specifications

Modulation Technique

Barker (1Mbps/0db)
Barker (2Mbps/3db)
CCK (5.5Mbps/5.5db)
PBCC (5.5Mbps/1.4db)
CCK (11Mbps/8.6db)
PBCC (11Mbps/4.5db)
PBCC (22Mbps/8.5db)

Wireless Transmit Power

B 15dBm2dB
External Antenna Type

B Single detachable reverse SMA

LEDs

Power

M1

M2

WAN

Local Network - 10/100
WLAN (Wireless Connection)

Operating Temperature
B 32°Fto131°F (0°Cto55°C)

Humidity
B 95% maximum (non-condensing)

Power
m DC5V25A

Safety & Emissions
m FCC
m UL

Dimensions

W L= 7.56inches (192mm)
B W=4.65inches (118mm)
B H=1.22inches (31mm)

Weight
B -~10.80z.(0.3kg)
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Technical Support

You can find software updates and user documentation on the D-Link website.

D-Link provides free technical support for customers within the United States and
within Canada for the duration of the warranty period on this product.

U.S. and Canadian customers can contact D-Link technical support through our
website, or by phone.

Tech Support for customers within the United States:
D-Link Technical Support over the Telephone:
(877) 453-5465
24 hours a day, seven days a week.

D-Link Technical Support over the Internet:
http://support.dlink.com
email:support@dlink.com

Tech Support for customers within Canada:
D-Link Technical Support over the Telephone:
(800) 361-5265
Monday to Friday 7:30am to 12:00am EST

D-Link Technical Support over the Internet:
http://support.dlink.ca
email:support@dlink.ca
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Warranty

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited
warranty for its product only to the person or entity that originally purchased the product from:

| D-Link or its authorized reseller or distributor and
B Products purchased and delivered within the fifty states of the United States, the District of

Columbia, U.S. Possessions or Protectorates, U.S. Military Installations, addresses with an
APO or FPO.

Limited Warranty: D-Link warrants that the hardware portion of the D-Link products described
below will be free from material defects in workmanship and materials from the date of original retail
purchase of the product, for the period set forth below applicable to the product type (“Warranty
Period”), except as otherwise stated herein.

3-Year Limited Warranty for the Product(s) is defined as follows:

B Hardware (excluding power supplies and fans) Three (3) Years
B Power Supplies and Fans One (1) Year
W Spare parts and spare kits Ninety (90) days

D-Link’s sole obligation shall be to repair or replace the defective Hardware during the Warranty Period
at no charge to the original owner or to refund at D-Link’s sole discretion. Such repair or replacement will
be rendered by D-Link at an Authorized D-Link Service Office. The replacement Hardware need not be
new or have an identical make, model or part. D-Link may in its sole discretion replace the defective
Hardware (or any part thereof) with any reconditioned product that D-Link reasonably determines is
substantially equivalent (or superior) in all material respects to the defective Hardware. Repaired or
replacement Hardware will be warranted for the remainder of the original Warranty Period from the date
of original retail purchase. If a material defect is incapable of correction, or if D-Link determines in its sole
discretion that it is not practical to repair or replace the defective Hardware, the price paid by the original
purchaser for the defective Hardware will be refunded by D-Link upon return to D-Link of the defective
Hardware. All Hardware (or part thereof) that is replaced by D-Link, or for which the purchase price is
refunded, shall become the property of D-Link upon replacement or refund.

Limited Software Warranty: D-Link warrants that the software portion of the product (“Software”)
will substantially conform to D-Link’s then current functional specifications for the Software, as set forth
in the applicable documentation, from the date of original retail purchase of the Software for a period of
ninety (90) days (“Warranty Period”), provided that the Software is properly installed on approved
hardware and operated as contemplated in its documentation. D-Link further warrants that, during the
Warranty Period, the magnetic media on which D-Link delivers the Software will be free of physical
defects. D-Link’s sole obligation shall be to replace the non-conforming Software (or defective media)
with software that substantially conforms to D-Link’s functional specifications for the Software or to
refund at D-Link’s sole discretion. Except as otherwise agreed by D-Link in writing, the replacement
Software is provided only to the original licensee, and is subject to the terms and conditions of the
license granted by D-Link for the Software. Software will be warranted for the remainder of the original
Warranty Period from the date or original retail purchase. If a material non-conformance is incapable of
correction, or if D-Link determines in its sole discretion that it is not practical to replace the non-
conforming Software, the price paid by the original licensee for the non-conforming Software will be
refunded by D-Link; provided that the non-conforming Software (and all copies thereof) is first returned
to D-Link. The license granted respecting any Software for which a refund is given automatically
terminates.

Non-Applicability of Warranty: The Limited Warranty provided hereunder for hardware and software
of D-Link’s products will not be applied to and does not cover any refurbished product and any product
purchased through the inventory clearance or liquidation sale or other sales in which D-Link, the sellers,
or the liquidators expressly disclaim their warranty obligation pertaining to the product and in that case,
the product is being sold “As-Is” without any warranty whatsoever including, without limitation, the
Limited Warranty as described herein, notwithstanding anything stated herein to the contrary.

Submitting A Claim: The customer shall return the product to the original purchase point based on its
return policy. In case the return policy period has expired and the product is within warranty, the
customer shall submit a claim to D-Link as outlined below:

B The customer must submit with the product as part of the claim a written description of the
Hardware defect or Software nonconformance in sufficient detail to allow D-Link to confirm
the same.
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B The original product owner must obtain a Return Material Authorization (“RMA”) nhumber from
the Authorized D-Link Service Office and, if requested, provide written proof of purchase of
the product (such as a copy of the dated purchase invoice for the product) before the
warranty service is provided.

B After an RMA number is issued, the defective product must be packaged securely in the
original or other suitable shipping package to ensure that it will not be damaged in transit, and
the RMA number must be prominently marked on the outside of the package. Do notinclude any
manuals or accessories in the shipping package. D-Link will only replace the defective portion
of the Product and will not ship back any accessories.

B The customer is responsible for all in-bound shipping charges to D-Link. No Cash on Delivery
(“COD") is allowed. Products sent COD will either be rejected by D-Link or become the
property of D-Link. Products shall be fully insured by the customer and shipped to D-Link
Systems, Inc., 17595 Mt. Herrmann, Fountain Valley, CA 92708. D-Link will not be held
responsible for any packages that are lost in transit to D-Link. The repaired or replaced
packages will be shipped to the customer via UPS Ground or any common carrier selected by
D-Link, with shipping charges prepaid. Expedited shipping is available if shipping charges are
prepaid by the customer and upon request.

D-Link may reject or return any product that is not packaged and shipped in strict compliance with the
foregoing requirements, or for which an RMA number is not visible from the outside of the package. The
product owner agrees to pay D-Link’s reasonable handling and return shipping charges for any product
that is not packaged and shipped in accordance with the foregoing requirements, or that is determined
by D-Link not to be defective or non-conforming.

What Is Not Covered: This limited warranty provided by D-Link does not cover: Products, if in D-Link’s
judgment, have been subjected to abuse, accident, alteration, modification, tampering, neghgence misuse,
faulty installation, lack of reasonable care, repair or service in any way that is not contemplated in the
documentation for the product, or if the model or serial number has been altered, tampered with, defaced
or removed; Initial installation, installation and removal of the product for repair, and shipping costs;
Operational adjustments covered in the operating manual for the product, and normal maintenance;
Damage that occurs in shipment, due to act of God, failures due to power surge, and cosmetic damage;
Any hardware, software, firmware or other products or services provided by anyone other than D-
Link; Products that have been purchased from inventory clearance or liquidation sales or other sales in
which D-Link, the sellers, or the liquidators expressly disclaim their warranty obligation pertaining to the
product. Repair by anyone other than D-Link or an Authorized D-Link Service Office will void this
Warranty.

Disclaimer of Other Warranties: EXCEPT FOR THE LIMITED WARRANTY SPECIFIED HEREIN, THE
PRODUCT IS PROVIDED “AS-IS” WITHOUT ANY WARRANTY OF ANY KIND WHATSOEVER INCLUDING,
WITHOUT LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FOR APARTICULAR PURPOSE
AND NON-INFRINGEMENT. IFANY IMPLIED WARRANTY CANNOT BE DISCLAIMED INANY TERRITORY
WHERE APRODUCT IS SOLD, THE DURATION OF SUCH IMPLIED WARRANTY SHALL BE LIMITED TO
NINETY (90) DAYS. EXCEPTAS EXPRESSLY COVERED UNDER THE LIMITED WARRANTY PROVIDED
HEREIN, THE ENTIRE RISKAS TO THE QUALITY, SELECTION AND PERFORMANCE OF THE PRODUCT IS
WITH THE PURCHASER OF THE PRODUCT.

Limitation of Liability: TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE
UNDERANY CONTRACT, NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL OR EQUITABLE THEORY
FORANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY CHARACTER,
WHETHER DIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT NOT LIMITED TO,
DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR PROFIT, WORK STOPPAGE, COMPUTER
FAILURE OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICH D-
LINK'S PRODUCT IS CONNECTED WITH, LOSS OF INFORMATION OR DATA CONTAINED IN, STORED ON,
OR INTEGRATED WITHANY PRODUCT RETURNED TO D-LINK FOR WARRANTY SERVICE) RESULTING
FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY SERVICE, OR ARISING OUT OF ANY
BREACH OF THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE POSSIBILITY OF
SUCH DAMAGES. THE SOLE REMEDY FOR ABREACH OF THE FOREGOING LIMITED WARRANTY IS
REPAIR, REPLACEMENT OR REFUND OF THE DEFECTIVE OR NON-CONFORMING PRODUCT. THE MAXIMUM
LIABILITY OF D-LINK UNDER THIS WARRANTY IS LIMITED TO THE PURCHASE PRICE OF THE PRODUCT
COVERED BY THE WARRANTY. THE FOREGOING EXPRESS WRITTEN WARRANTIES AND REMEDIES
ARE EXCLUSIVEANDARE IN LIEU OFANY OTHER WARRANTIES OR REMEDIES, EXPRESS, IMPLIED OR
STATUTORY
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Governing Law: This Limited Warranty shall be governed by the laws of the State of California. Some
states do not allow exclusion or limitation of incidental or consequential damages, or limitations on how
long an implied warranty lasts, so the foregoing limitations and exclusions may not apply. This limited
warranty provides specific legal rights and the product owner may also have other rights which vary
from state to state.

Trademarks: D-Link is a registered trademark of D-Link Systems, Inc. Other trademarks or registered
trademarks are the property of their respective manufacturers or owners.

Copyright Statement: No part of this publication or documentation accompanying this Product may
be reproduced in any form or by any means or used to make any derivative such as translation,
transformation, or adaptation without permission from D-Link Corporation/D-Link Systems, Inc., as
stipulated by the United States Copyright Act of 1976. Contents are subject to change without prior
notice. Copyright® 2002 by D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning: This is a Class B product. In a domestic environment, this product may cause radio
interference, in which case the user may be required to take adequate measures.

FCC Statement: This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates, uses, and
can radiate radio frequency energy and, if not installed and used in accordance with the instructions,
may cause harmful interference to radio communication. However, there is no guarantee that interference
will not occur in a particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the user is encouraged
to try to correct the interference by one or more of the following measures:

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

B Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for
compliance could void the user’'s authority to operate this equipment.

The Manufacturer is not responsible for any radio or TV interference caused by unauthorized
modifications to this equipment; such modifications could void the user’s authority to operate the
equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must accept
any interference received, including interference that may cause undesired operation.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. The antenna(s) used for this equipment must be installed to provide a separation
distance of at least eight inches (20 cm) from all persons.

This transmitter must not be operated in conjunction with any other antenna.
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Registration

[ Register online your D-Link product at http://support.dlink.com/register/ ]

10/11/04
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