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LIMITED WARRANTY

In no event shall the liability of Digital Data Communication Co., Ltd. (LevelOne) exceed
the price paid for the product from direct, indirect, special, incidental, or consequential
software, or its documentation. LevelOne offers no refunds for its products. LevelOne
makes no warranty or representation, expressed, implied, or statutory, with respect to
its products or the contents or use of this documentation and all accompanying software,
and specifically disclaims its quality, performance, merchantability, or fitness for any

particular purpose. LevelOne reserves the right to revise or update its products, software,



or documentation without obligation to notify any individual or entity.

@CAUTION

1 Back up your system periodically to avoid any potential data loss. LevelOne
disclaims any responsibility of all sorts of data loss or recovery.
2 Should you return any components of FNS-7000B Turbo Server package for

refund or maintenance, make sure they are carefully packed for shipping. Any form of
damages due to improper packaging will not be compensated.
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Chapter 1 Overview

1.1 Introduction

Thank you for choosing FNS-7000B Turbo Server. This product has the following key

features:

Simple installation, 5-min configuration and user-friendly management interface
for SMB users.

High speed SATA HDD, supports hotswap, maximum capacity up to 1.6TB.

Dual Gigabit ports for load balance, fail over and standalone settings.

Double USB 2.0 ports for network printer sharing & UPS.

LCD panel for instant display of IP address and important system info; IP settings
can be configured directly without access to PC.

Supports hot redundant power supply to increase system reliability (optional).

Provides various practical backup mechanisms. w@Professional remote replication
to remote NAS wUSB 2.0 interface for CD/DVD data burning w@Provides backup software
for Windows users, instant/scheduled backup

can be performed without IT professional

1.2 Package Contents

Your FNS-7000B package contains: w@FNS-7000B Turbo Server w@Power cord w@wCD-ROM
(user manual, Quick Install Wizard and software inclusive) wQuick Installation Guide

wEthernet cable x 2 w@Flat head screws x 16



®

Important Notice: Please back up your disk data periodically to avoid data loss due to
improper operation or disk failure of FNS-7000B. LevelOne is not responsible for any
data loss or recovery.

1.3 System Overview Front View

LED indicators: Power,

Error, Network and Disk Enter button

Down button

Rear View

Reset button

Power button

Gigabit LAN 1

Gigabit LAN 2

USB ports

Power connector

ATX power supply




Chapter 2 Installation

2.1 Install Hard Disk Components:

.FNS—YOOOB

oY
DHDD tray x 4

D3.5" SATA hard disk (optional)

(included in FNS-7000B)

[FY |
9 Flat head screw

(included in FNS-7000B)

DScrew driver (not included)
Hard Disk Installation Procedure

1 Unfasten the round head screws and take out the disk trays from FNS-7000B.
2 Place a hard disk in a hard disk tray.



Tray front



D

It is highly recommended that you install disks of the same brand and same size on
FNS-7000B. The server may function improperly if disks of different brands and size are
installed. Please refer to Chapter 2.2 for hard disk recommendation list.

1 Turn around the disk tray. Make sure the hard disk screw holes match the holes
of the disk tray. Fasten the flat head screws to lock the disk as indicated below.
2 When finished, open the tray cover of FNS-7000B and insert the disk to the

server. Push the disk towards the end until it is locked. Note that all disks should be
inserted in order from top to bottom (HDD1~HDDA4).

5. Fasten the tray with round head screws.



@Note: You can install 1~4 hard disks dependina on the tvbe
Note: You can install 1~4 hard disks depending on the type of disk configuration you
select for FNS-7000B. If less than 4 disks are installed and the server is turned on, the
system will beep continuously. In such case, please go to Hardware Settings in System
Tools (refer to Chapter 6.9.4) and disable the buzzer. You can then continue to use
FNS-7000B.

2.2 Hard Disk Recommendation List

The following HDD models are verified by LevelOne that are compatible with FNS7000B.
It is recommended to use the same brand and same size listed here for FNS-7000B if
more than one hard disk is installed. Other HDD brands that are not tested by LevelOne
may or may not work properly with FNS-7000B. For more updated compatible hard disk
information, please visit LevelOne website at

http://www.levell.com

D

LevelOne disclaims any responsibility for product damage/ malfunction or
data loss/ recovery due to misuse or improper installation of hard disks in any
occasions for any reasons.

Capacity Rotational Bu_ffer
Brand Model Name Interface (GB) Speed Size
(RPM) (MB)
Barracuda
7200.8 SATA SATA 1.5Gb/s 400 7200 8
NCQ




Barracuda

7200.8 SATA SATA 1.5Gb/s 300 7200 8
NCQ
Barracuda
Seagate | 7200.8 SATA SATA 1.5Gb/s 250 7200 8
NCQ
Barracuda
7200.7 SATA SATA 1.5Gb/s 160 7200 8
NCQ
Barracuda
7200.7 SATA SATA 1.5Gb/s 120 7200 8
NCQ
DiamondMax 10 | SATAII 150Mb/s 300 7200 16
MaXLine Plus 11 SATA 150Mb/s 250 7200
Maxtor
DiamondMax 10 SATAII 150Mb/s | 200 7200
DiamondMax 10 SATA 150Mb/s 120 7200
Hitachi | Deskstar 7k250 | SATA 1.5Gb/s 250 7200 8
Western | WD Caviare SE SATA 1.5Gb/s
Digital Serial ATA 160 7200 8

2.3 Connect FNS-7000B to Office Network

When connecting FNS-7000B to office network, it is recommended to install FNS7000B in
LAN with DHCP server.
IE browser.

to use printing service. You may also connect FNS-7000B to a CD/DVD burner for data

FNS-7000B supports printer sharing which allows users in the local network

backup and restore.

You can use any PC in the same subnet to connect the server by




Connect USB devices to
FNS-7000B. FNS-7000B
supports USB printer and
CD/ DVD burner.

e

To access the server,

connect PC to the same
subnet of FNS-7000B

Connect FNS-
7000B to a
switch/ hub/
router.

Laptop #1 PC #1 Laptop #2 Mac#1

To install FNS-7000B in office network, please follow the steps below.

a. Connect Gigabit port LAN 1 or LAN 2# to a switch/ hub/ router by a network
cable.
b. Connect USB printer or USB CD/ DVD burner to FNS-7000B for network

printer service or CD/DVD backup/ restore service™.



by
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d. Turn on the server.
C. Connect the power cord to power supply.

’ To use fail over or load balance function, please connect both LAN 1 and LAN 2 to
switch/ hub/ router. For further details, please refer to Chapter 6.5.1.

" Network printer service is supported in Windows OS only.

* Optional step. You can skip this step if you are not using printer and CD/DVD
backup/restore service.

@Note: To connect FNS-7000B to a PC, please use a network cable to
connect the PC to LAN 1 or LAN 2 of FNS-7000B. Connect the power
supply and turn on the server. For further details about accessing FNS
70008, please refer to Chapter 6.

Chapter 3 LCD Panel Control

When FNS-7000B is turned on, the server name, IP address, date, and time will be

shown.
Server name
Power Enter button
Error
Network
Down button
Hard disk

IP address



Check System Information

1 Press Down button to view disk information, i.e. number of disks and disk size.
Note that the disk size displayed is the total size of all installed disks but may not be the
actual disk size you can use. If you configure the disks as RAID 1 disk volume, your
actual disk size you can use is smaller than the displayed disk size on the panel.

2 Press Down button again to view system temperature and system fan speed.

3 Press Down button again to view CPU temperature and CPU fan speed.

DISK NUMBER: 4
SIZE: 233632.50 MB

SYS TEMP: 40°C
SYS FAN: 3515 RPM

CPU TEMP: 56°C
CPU FAN: 7258 RPM

FNS-7000B
1.0.0 (0812)

System Setting Function

1 Press Enter button for two seconds to enter configuration page.
2 Press Down button to select an item: NETWORK SETTINGS, POWER DOWN,
REBOOT SYSTEM, and EXIT.

FNS-7000B

1.0.0 (0812)




PRESS 2 SECONDS

FOR CONFIG. PAGE

Network Settings

Enter NETWORK SETTINGS configuration page and press Down button to select one of

the following options. The one marked with * means it is being used for connection.
DHCP DHCP will obtain IP address automatically.
STATIC IPPress Enter button to select STATIC IP. Then configure the IP address.
SET STATIC IP Press Down button to enter 0~255 and press Enter button to set
the next number for the IP address.

ii. SET NETMASKFollow the above procedure to set the netmask address.

iii. SET GATEWAY Follow the above procedure to set the gateway address.

iv. SELECT STATIC IP Press Down button to select YES or NO. When YES is selected,
you will be asked to restart the system.

e EXITTo return to the previous menu.
POWER DOWN

Press Down button to select POWER DOWN and press Enter button to confirm shutting
down FNS-7000B.

2. POWER DOWN

REBOOT SYSTEM

Press Down button to select REBOOT SYSTEM and press Enter button to confirm

restarting the system.

SELECT:

3. REBOOT SYSTEM

Exit Configuration Page (EXIT)



Press Enter button and select EXIT, then press the button again to confirm exiting the

configuration page.

EXIT CONFIG PAGE

Chapter 4 Quick Install Wizard

Quick Install Wizard enables you to search for all available FNS-7000B within the local
network, and view the server name, IP address, and workgroup etc. You can also

configure the disk name, date and time, etc. via Quick Install Wizard.

- {Comment [k1]:

program.
Run Quick Install shortcut on the desktop, the following screen will be shown.



-

NT A Windows workgroup

IP address of server (b joined by server

IP Address |

System version

132163502

Configure

Configure the
server name,

time and
network
settings

Operation

1.

| “D etailz I Map Drive | Refresh Help _] Exit .
/\ Y !e = 2N
|E— |

|

Yiew the Map Refresh the Help
details of network search

selected drive for results within

server the server the network

click Configure. Enter the administrator password.

Exit the
program

Configure FNS-7000B Select a FNS-7000B displayed on Quick Install Wizard and



|laval . __._,.h-.__
EELH N-.-i'\_\'-:-rl-.; .A.T.'i."-i-:.']l»'.-d Sl‘l'-l‘: u

Marme | IP Address Wworkgroup | Yersion |

| Configure | Detailz tap Drive I Refrezh I Help I Exit |

'- "Administrator Login
Administrator Mame Adminiztratar
Administrator Pagsword

Cancel J

Upon successful login, the following screen will appear. Enter the configuration values
and click OK.



-1 Basic Co nfiguration

Systen -

Mame MASTEO041

Date [mmddddyupmy] LI 26/ 2005

Set the name, date and time for
FNS-FOOO0B. The length cannot

exceed 14 characters.

Tirne [hb:rorn: 23] IT i W i 7

TCR/AP
&+ (Obtain the IP address automatically [DHCF)

(" Use Fised IP Address

The system will obtain IP

address automatically.

IP Address |

Subnet b azk |

[ atewuay |

0k LCancel

To use fixed IP address for
connection, enter the IP
address, subnet mask and

gateway for the server.

For further configuration of the system, please login the administration page of

FNS-7000B via web browser.

(D

Note: You may have to restart FNS-7000B after changing the network configuration.

1 View FNS-7000B details Select a FNS-7000B available on Quick Install Wizard and
click Details. The following screen will be shown:

2 Map drive




‘Quick nstall'Wizard

level* / __‘/‘*—-..
EEL‘j N-.-i'\\'-::1‘|—-‘. AT.'H-!.I:.']'LE.'EI Sl‘l"l‘-' u

ona

Marne ] IP Addressj Workgroup ] Versinn]

MHASFTP 192 1E8.50.2

Configure “ Detalls " Map Drive Riefresh Help J Exit I

NS

Status ] Walue
Server Mame MNaSFTP
‘whorkgroup Mame DDCASIA,
Wersion 2.27
MAC Address 00-08-58-30-04-BC
DHCF Dizabled
IP Address 192.168.50.2
Subnet Magk, 256,255, 255.0
Gatewmay 192168501
<l )

a. Select a FNS-7000B and click Map Drive.

b. Select the correct network share and click Map Network Drive. Then select
the drive letter for the connection.

c. Enter the user name and password for the network drive.



"Quick Install Wizard

onsa

M arme | IP Address 1 Workgroup 1 Yersion J
MASFTP 32.168.50.2 IDCASIA

Configure I Dretailz " Map Dirive | Refresh Help J Exit I

Select Metwork Share @

Select network. share to map as netwark, drive :

I M ap Metwork, Driveh I Cancel




Map Network Drive @

Windows can help vou cornect to a shared network Folder
and assign a drive letter ta the connection sa that vou can
access the Folder using My Computer,

Specify the drive letter For the connection and the Folder
that wau want ta connect to:

Example: Yiserverishare
Reconnect at logon
Connect using adifferent user name,

Sign up For online skorage of connect toa

nebwork server,
Finish ] [ Cencel
1 Search for all available FNS-7000B again. To refresh the search results, click
Refresh to display all available servers within the network.
2 Help If you have any enquiries about Quick Install Wizard when using the
program, you can click the Help button to view the help text.
3 Enter the homepage of FNS-7000BDouble click on FNS-7000B to enter the

administration page.

Canfigure Details tap Drive “ Refrazh | Help | Exit |




MASFTR

Configure Detail tap Drive Refrezh " Help || Ewit I

fQuickInstall'Wizard®
laval® ; . _’_._,_,»-.___
E_Ij N-:.'l"\‘- ork Ari.-‘t-:.-ll-:.-l:! Sl‘-.u": u

Mame | IP &ddress | *Holkgroup | Yersian ]

Canficure | Details I tap Drive Fiefresh Help | Exit |

Chapter 5 Use Services

FNS-7000B provides the following powerful services and applications

5.1 File Server



You can make use of the following means to access and share the folders of FNS7000B

easily:

a. By Quick Install Wizard: By the Map Drive function of Quick Install Wizard,
you can configure the share folders on FNS-7000B as a drive of your PC

quickly. For further information, please refer to Chapter 4.

By samba: FNS-7000B supports Microsofte, MAC and Linux(NFS) OS for
data

sharing to enable you to share data across different platforms, please refer
to Chapter 7.1-7.3.
c. By Web File Manager: FNS-7000B provides a simple-to-use web

administration interface for you to access share folders, upload and
download files from FNS-7000B, please refer to Chapter Appendix A.

5.2 FTP Server

FNS-7000B supports FTP file transfer. You can use the following methods to access
share files by FTP:
a. By IE browser or

b. By Web File Manager For further information, please refer to Chapter 7.5.

5.3 Backup Server

FNS-7000B provides versatile backup mechanisms to help you back up or restore disk
data completely to enhance more efficient and secure system management. The backup/
restore applications are listed below:
a. Remote Replication

Remote replication is a built-in backup feature of FNS-7000B. You can set

up
instant or scheduled backup to replicate the data of FNS-7000B to another

NAS server. Please refer to Chapter 6.9.8.

b. Virus Scan
Virus scanning agent helps protect your system from being infected by
viruses. You need to operate Windows NT or Windows 2000 server with
virus-scanning software installed to perform real-time virus scanning. To
enable virus scan support, specify the IP address of network share, the
administrator ID and password.

c. USB CD/DVD Restore/ Backup
You can connect USB CD/DVD burner to the high speed USB 2.0 transfer

interface of FNS-7000B and enjoy data backup and restore functions to and
fro FNS-7000B and CD/DVD. Please refer to Chapter 6.9.11.



5.4 Network Printer Service

FNS-7000B provides Windows™ users with the exclusive network printer service. You can
connect USB printer to FNS-7000B and enable network printer sharing function. Please

refer to Chapter 5.4.
Chapter 6 Administer

When you have installed FNS-7000B and connected it to the network or PC, you can
manage the server via web browser. It is recommended to use Microsoft Internet

Explorer 6.0 or above to access FNS-7000B.

FNS-7000B Network Configuration for the First Time of Use

By factory default, FNS-7000B will search the network via DHCP (Dynamic Host
Configuration Protocol) to detect IP address settings automatically. If your network does
not support DHCP protocol, FNS-7000B will use the default settings as below:

IP Address: 192.168.0.1

Subnet Mask: 255.255.255.0

When FNS-7000B boots up, the LCD panel will display current IP address settings. If
your network does not support DHCP protocol, you must configure your FNS7000B to
proper LAN settings before using it for the first time. If you are not sure about the LAN

settings, please contact your network administrator.

You can change the network settings of FNS-7000B by the following ways:

1 Use the LCD panel to change the network settings. For more information, please
refer to Chapter 3. OR
2 Use Quick Install Wizard in the CD-ROM to change the network settings. For

more information, please refer to Chapter 4.

6.1 Access Administration Page

You can access FNS-7000B administration page by the following means:

1 Launch the web browser. Enter the IP address of FNS-7000B to access the
administration page. You can check the IP address of FNS-7000B on the LCD panel (see
Chapter 3). OR

2 Install and Quick Installation Wizard (see Chapter 4). Search for FNS-7000B in



the network and double click the server name on the list.

M arne | IP Address | wokgroup | Yersion |

Conficure Detailz Map Dirive Riefrezh Help | E xit |

5. When the administration page is shown, click Administration.

l2vel

EIN.A_S.

ona

FNS-7000B Sata NAS

A Change Fasaword El weh Flz Manager

A refiable and high capacity network attached storage server
= Shara your stomge ovar Migosaft, Linux and Anafe netwark,

= Protact yaur ditavia RAD technology and management.

+ Edsy admnsatan shrough simpe web nterfacs.

Werson 1.0.0 buid 0216

6. Enter the user name and password to login.

Default user name: administrator

Password: admin



The first time you login FNS-7000B, Quick Configuration page will be shown. Please refer
to 6.3 Quick Configuration for more details.

To connect FNS-7000B by MAC, open a web browser in MAC and enter the IP address of
FNS-7000B. Login the server and continue the software configuration. Please use the

built-in browser in MAC-Safari for browsing.
6.2 Server Administration

There are eight main sections in server administration:



uick
Configuration

System Settings

Network
Settings

Disk | —
Configuration

User
Management —

Network Share
Management

System Tools

Statistics & Logs

Server Name Date & Time Language Setting View System Settings

TCP/IP Configuration Microsoft Networking Apple Networking Linux (NFS) Service Web Service FTP Service Printer
Service View Network Settings

Create Disk Volume Delete Disk Volume Examine Disk Volume Format Disk Volume View Disk & Volume Status

Users User Groups Quota



Create
Create Private Network Share
Assign Users
Delete
Create Property Access Control Delete
SNMP Settings Alert Notification Restart / Shutdown Hardware Settings UPS System Update Change Logo Remote
Replication Anti-virus Configuration Backup/ Restore/ Reset Settings USB CD/ DVD Restore/ Backup
Active Users Event Logs DHCP Logs

Create Create Multiple Users Change Password Create Private Network Share Assign User Groups Quota Settings
Delete

6.3 Quick Configuration
| ==

Please follow the step-by-step guide in Quick Configuration to complete the settings of
FNS-7000B. If you have any questions during web administration, please click the

help button

=1 on the top right hand corner of the page. Other buttons are described as below:

&) - Return to previous page : Return to home page : Logout system

®8



Cuitck Conliguration

= 4o | el 2omp ' Fe quek senfipursfion wizrd. Thicwzandweill uido pou firaugn b2 Txlowing clepe be sanfigao
= 51ep 2 !
= abe 5 Evvar 1 naim K his
- btmo-T
PRENECY I EE
= Slesi F
= Etoo @ L Erehizdale liie s nd briseune ki e seive

o Bl T
= Etspn
= NTAN N
+ o253 8 Roduid i it o Ml 01| e Iy el ki

R

RTAR AR AV AL GRS INCCT 5 SR

Step 1. Enter the server name. Step 2. Change the administrator password or select to
use the original password.

— 1. Enter the name for this server,

Server Mame

— 2. Change the administeator password,

Password |

Verfy Pessword [ 1

[T Use the original password

Mote: If you select "Use the otiginal password”, the administrator password will not be changed,

Step 3. Enter the date, time and select the time zone for the server.



— 3. Enter the date, time and tirme zone for this server,

Time Zone |(GMT) Greerwich Mean Time : Dubling Edinbangh, Lisbon, London j

current date and time: 2004 /9 /9 aM10:04: 12 |

[T Change the server's time and date as below;

Date: [Jarwary =] ) {rorn dd, )
Tirme: |:| : |:| : |:| |-1\M 'I {hh:rm:ss )

=  Back | | e Mext

Step 4. Select the language the server uses to display files and directories. The default

setting is English.

— 4, Select the language that this server wil use for fle names.

Language: English ;l
Chinese-Simplified
Chinese-Traditional

Cyrillic

Greek
lcelandic
Japanese
Karean
SlaviciLatin 2

| = Back i| by et

Wiestam Europeilatin 1

Step 5. Enter the IP address, subnet mask and default gateway for the server. Select
network interface configuration: fail over or load balance.
— 5, Enter the IP address, subnet mask and default gateway for this server,

) Obtain TCPAP settines automatically via DHSP
® Usethe fallowing setings

IP Address:

Subnet Mask: [es5 Jless |less | o

Default Gateway: [ ] J[o | ]
Configuration of Metwork Interfaces @ Fail Ower O Load Balance

Note: If you don't need a default gateway for this server, please enter "0.0.0.0".

4  Back || = Next

Step 6. Select the network file services to provide on the server. Step 7. Configure disk



volume on the server.
— 6. Select the netwaork file services you want to provide on this server,

Enahle File Service for Microsoft Metworking
Enable AppleTalk File Service for Apple Metworking
Enahle Linux (MFS) Service

Enable Weh File Manager

EEOOE

Enahle FTF Serice

4  Bak || - Next

— 7. Configure disk volurme on this server,

“fou can click on the diskwalume you want to configure on the New Disk Volume Configuration list. The Current
Disk Volume Configuration list shows the current disk volume configuration of this server.

Hew Disk Volume Configuration

'. RAID 1 Mirroring Disk
fus Single Disk Volume S| Volume
@ Create single diskvolumeis), E‘-) Create mirraring disk valume
(s).
' RAID O Striping Disk
Yolume Linear Disk Yolume
@.,@ Create one striping disk Create ane linear disk valume.
wolume.
' RAID 5 Disk Yolume
L2 ] Create one RAID & disk

b
@ yolume.

Current Disk Volume Configuration

Yolume Total Size Free Size Status
Striping Disk Yolurmne: Drive 1 2 204685.00 ME 206574.00 ME Ready
4=  Back | | - Mext

Step 8. Configure the method of user authentication. Please refer to Chapter

6.5.2 for further information.



— 8. Configure the method of user authentcation,

Enahle file service for Microsoft netwaorking
(& Standalone Server
O NT Domain Membeor
() AD Domain Member

Server Description |Nf-\5 Server
Workgroup

AD Server Name [
Domin Nam —

Domain Username |:|

- Back | | i Mext |

Step 9. Manage users and user groups of this server. Step 10. Manage network shares
on this server.




— 9. Manage users of this server,

To add a user, enter the user information in the following fields, then click Add. To remove an existing user, click

on the user name on the leftlist and click Remove. ¥ou can remoye multiple users at a time.

Andrew
Bella
Cynthia
Derek
adrinistrator

User Mame

Led

Remove

Password

be at least 6 characters,

— 9.1 Set user groups of this server,

L ]
L ]
verivPassward ||

Mote: For increased security, password should

=  Back

| =

Mext

To add a user group, enter the group name in the box belove, Select the user(s) to add to the group from the list on
the right, then click Add. To remove a user group, selectthe group name onthe left list, and click Rermave. Yaou

can remove multiple user groups at a time.

User Group Mame

adrinistrators
everyone

Arndrew
Bella
Cynthia
Derak
administrator

— 10, Manage network shares on this server,

‘fou can choose one or more users to add
into the user group from the above field.

4= Back

| (8

MNext

To add a network share, enter the network share information in the fields on the right kelow, then click Add. To

NASOEOOZEPR
public

remmove ah existing network share, select the network share on the leftlist, and click Remaove.

Metwork Share Name

£dd
Yolume
|Striping Disk wolurme: Drivel2 V|
Comment
| |
| o Back | | =l Ment




Step 11. Finish. It may take several to tens of minutes to complete Quick Configuration,
depending on your system settings.
— Finish

Congratulations. You have finished all the steps for Ouick Configuration.
To start Lsing the server, click Finish. Or you can click Back to make mare changes o the settings.

Back | | £ Firish ]

6.4 System Settings

Basic system settings include the server name, date, time, and view system settings.

I = R
= Server Name

+ Date & Time Server Name:

— Server Name

+ Language Setting

+ Wiew System Settings . Apply

6.4.1 Server Name

Enter the name of FNS-7000B. The server name can be 14 characters long at maximum,
which can contain alphabets, numbers and hyphen (-). The server does not accept

names with space, period (.), or names in pure numbers.

— Server Marne

Server Mame:

. Apphy

6.4.2 Date & Time

Set the date, time, and time zone according to your location. If the settings are

incorrect, the following problems may occur:

9  When using a web browser to access or save a file, the display time of the action
will be incorrect.

9 The system event log time will be incorrect compared to the actual time when

an action occurs.



— Adjust the date, fime and time zone of this server

Time Zone: | (GMT) Greer

sich Mean Time : Dublin, Edinburah, Lisbon, London ||

Current date and time: [2006/3/1PM05:35: 18 |

[] Change date and time manually

Date G |:| I:l {mm dd, yy!
Time |:| : |:| : |:| (hh:mm:ss)

[1 Configure NTP server or client setting

Use the specified NTP server

IP Address of NTF Server

| | Tes (Status:—)
Time Interval ‘:l
Enable NTP server
NTP Server#1 | | (Status: —)
NTP Server #2 | || Test | (status: )
NTP Server #3 | ! (Status: —)

i . Apply l

W@NTP Server You can enable or use specified NTP (Network Time Protocol) server to
update the date and time of the system automatically. To enable NTP server, please
enable Configure NTP server or client setting and enter the IP address or domain
name of the NTP server, e.g. time.nist.gov, time.windows.com in Use the specified
NTP server field. Then enter the time interval for adjusting the time (minimum value is
1 minute and maximum value is 99 days).

Configure MTP server or client setting
® Use the specified NTP server

IP Address of NTP Server | [[Test] status: -

Time Interval [1 | minute(s) VI

To enable multiple NTP servers, you can select Enable NTP server and enter the IP
address or domain name of the servers. You can enter 3 NTP servers at maximum. If the
system fails to connect to the first NTP server, it will try to connect the second one
automatically, so on so forth. You can click Test to try to connect to the NTP server. If
there is no specified IP address for the NTP server, the system will refer to internal clock

for date and time settings.



() Enable NTP server

NTF Server #1 (| [|Test] =tatug: -
MNTP Server #2 | [\ Test ] (status: -
T Gerver #3 | [|Test| Eratus:
B fpply |

(D

Note: The first time you enable NTP server, it may take several minutes for time
synchronization before the time is correctly adjusted.
6.4.3 Language Setting

Select the language FNS-7000B uses to display files and directories.

Note: All files and directories on FNS-7000B will be created using Unicode encoding. If
your FTP clients or PC does not support Unicode, e.g. Windows® 95, 98, ME OS is used,
select the language your PC supports here in order to view the files and directories on
the server properly.

— Language Setting

Language: English ¥
Chinese-simplified
Chiriese-Traditional

Cyrillic 5

Apply

Greek,

Icelandic

Japanese

Korean

Slavic/Latin 2

Western Europe/Latin 1

6.4.4 View System Settings

You can view all current system settings, e.g. server name, on this page.



— View System Settings

Server Namea NASBO3608

Date March 1, 2006
Time 5:35:23 PM
Time Zone (GMT) Greenwich Mean Time : Dublin, Edinburgh, Lisbon, London

Code Page English (437}

Version 1.0.0 Buid 1003

6.5 Network Settings

6.5.1 TCP/ IP Configuration

=% DO ==l 88 — B rZ

Network Settings

* T L Aaton —  TCR/IP Configuration
Gonfiguration of Metwork Interfaces @ Failover © LoadBalance (' Standalone
etwork Speed auto-negotiat (|

@® antain IP address settings automaticallyvia DHCP
O Use static |P address
Fixed IP Addrass

Subnet Mask

Dafault Gateway

Primary DNS Server
Secondary DNS Server

|| Enable DHCF Server
StartIP Address
End IP Address
Lease Time
Prirridry DINS Serer
Secandary DNS Server

Configuration of Network Interfaces



W@ Fail Over (Default) The system supports the configuration of multiple network
interfaces, which enables you to perform Fail Over or Load Balance functions. Fail
over ensures server availability to the network. If the primary port is disconnected
due to a hardware or cable problem, the secondary port will replace its network
identity. If the failed port resumes the network connection, it will also resume the

role as the primary interface.

& Oataln IF address sefthhgs automatically via 2HCP

O Uze static IP address

Fited IP Address 7z .z ].]zg ].[=s |

Subnet Mask halal

Dafault Gateway o |.[o |. o | [o |

Primary DMS Sarver o J. J. |.11 |

Secondary DMS Server b J.p J.0 |.p |

Enabla DHCP Serer
Start P Address
End IP Address

| Dawisy [0 | Hourgs)

Leaze Time

Frimary CINE Setver

Secondary DME Server

wWwlLoad Balance In load balance* mode, the transmission load is distributed among

aggregated network ports.



Load Ba

O Use static IP address

® oObtsin IP address seftings automatically via DHCP

Fixed IP Address [172

Subnet Mask 255

Defzult Gateway |

Primary CHES Server [10

Secondary DNE Server |D

Enahle DHCF Server
Start IP Address

End IP Address

Lease Timo

Primary DNE Server
Secondary DMNE Server

| Dayes)

Hour{s)

* An intelligent software adaptive agent will repeatedly analyze the traffic flow from the server and
distribute the packets based on the destination address.
routing protocols (IP or NCP IPX). Multicast/Broadcast and non-routing protocols, such as

NetBEUI and Microsoft IPX, are transmitted over the primary port.

w@Standalone Standalone settings enable each port to have a unique IP, which allows
users on different network areas to share one FNS-7000B and maintain their

independence from one another in the network. When using this mode, fail over cannot

be used and only LAN 1 can be configured as DHCP server.

Load balance can only occur on Layer 3




—  LAN Configruration

Configuration of MNetwork Interfaces O Fal over O LoadBalance @ Standalone

MNetwork Speed auto-niegotiat v
LANL LANZ |

(& Chtain IP address settings automatically via DHCP

O Use static IP address

Fixed IP Address

Subniet Mask

Default Gateway

Primiary DMS Server b ].o |-lo .o |

Secondary DNS Server b 1.p 1.0 ].p ]

Enable DHCP Server

Start IP Address |

End IP Address | 162 |. [0

Leaze Time |i | Dayis) |=ZI
|
|

Primaty DMS Server

Secondary DS Server

LAML

(® Ohtan IP address settings automatically via DHCP
O Use static IP address

Fixed IP Address

Subnet Mask

Default Gateway

Network Speed

Network speed settings provide an advanced option for configuring network speed. You
can select auto-negotiation (default), 10 Mbps, 100 Mbps, or 1000 Mbps. It is
recommended to use the default setting that the server will determine network speed

automatically.

Mletwork Speead auto-neqotiation




«Obtain IP address settings automatically via DHCP If your network supports DHCP,
FNS-7000B will automatically use DHCP protocol to retrieve the IP address and related

information.

(& Obtsin IP address settings autornatically via DHCP

eUse static IP address To use fixed IP address for network connection, enter fixed IP

address, subnet mask and default gateway.

) Use static IP address
Fixed IP Address | : | . | . | | . | ! |
Subret Mask 255,

Default Gateway | | . | . | | . | |

Primary DNS Server: Enter the IP address of primary DNS server that provides DNS
service for FNS-7000B in external network.Secondary DNS Server: Enter the IP

address of secondary DNS server thatprovides DNS service for FNS-7000B in external

network.
Primary DMNS Server o Wl B B |
Seconday DNS Server o .o |.[o |. o |

You can also configure the following settings:

9 Enable DHCP server
If there is no DHCP server on your network, you can enable this option to provide IP
address settings to the clients. Start IP address The first IP address to be
dynamically allocated for DHCP service. End IP address The last IP address to be
dynamically allocated for DHCP service. Lease time Define the lease time for the
dynamic IP address. Primary DNS server When the system allocates an IP address
to your computer, the primary DNS server address is also specified to it. Secondary
DNS Server When the system allocates an IP address to your computer, the

secondary DNS server address is also specified to it.

Enable DHCP Server

Start 1P Address
End IP Address

6.5.2 Microsoft Networking

Primary DMS Server

|
|
Lease Time [ | Dayis) | | Houris)
|
|

Secondary DMNS Server




- Microsoft Metwaorking

Enable file serice for Microsoft netwarking
(® Standalone Server
O MT Domain Member
(O AD Domain Member

Server Description
Wiarkgroup

AD Server Mame

Domain Kame

DomainUsemame [ ]
Pasaord E—

[] EnahleWiNS serer
[0 Use the specified WINE server

WINS server 1P address bl b b ]

[ Domain Master

®  Apply

Enable file service for Microsoft networking: If you are using Microsoft Windows,
enable this service to access the files on network share folders. Assign a workgroup

name.

9 Standalone Server
Use local users for user authentication.
9 NT Domain Member
Use Microsoft NT domain for user authentication.
9 AD Domain Member
FNS-7000B supports Windows 2003 AD (Active Directory) to provide quick and
direct import of user accounts to the existing AD server available in your network.
This function helps you to save time and effort on creating user accounts and
passwords and lowers IT maintenance cost by automatic configuration procedure.
@Server Description: Describe FNS-7000B for users to identify the server.
To use FNS-7000B on the Microsoft Windows OS, you must enable
Microsoft Network Services.
%2 Workgroup: Specify the workgroup FNS-7000B belongs to. The workgroup
is a computer group unit in Microsoft Windows network for network sharing.
@SAD Server Name: Enter the name of the AD server when AD

domain is selected for authentication. ©@Domain Name:



Microsoft domain name. Enter the domain name when you

select NT domain or AD domain.

WWWINS server If the local network has a WINS server installed, specify the IP address.
FNS7000B will automatically register its name and IP address with WINS service. If
you do not want to enable WINS server support, or you do not have a WINS server

on your network, enter 0.0.0.0 in the field for WINS server IP address.

[l Enable WINS server
[ Use the specified WINS server

WINS server IP address | | | | | | | |

WwDomain Master There is a unique Domain Master Browser for collecting and
recording resources and services available for each PC in the network or workgroup of
Windows. When a domain master browser (Windows NT/ 200x/ XP PC) exists already in
the network, there is no need to configure FNS-7000B as the domain master. When you
find the waiting time for accessing Network Neighborhood too long, it may due to failure
of an existing master browser, or there is no master browser available. If the reason is
the latter one, you can check the box Domain Master in this section to configure
FNS-7000B as the master browser to enhance the speed of accessing information on
Network Neighborhood.

[ Domain Master

6.5.3 Apple Network

To use FNS-7000B on Apple MAC operating system, enable AppleTalk network
support.

If your AppleTalk network uses extended networks, and is assigned with multiple zones,
assign a zone name to FNS-7000B. If you do not want to assign a network zone, enter
an asterisk (*) to use the default setting. This setting is disabled by default.

- Apple Metworking

[ Enable AppleTalk file service for Apple networking

Zone [ ]

s Apply

6.5.4 Linux (NFS) Service



To use FNS-7000B on Linux OS computer or server, enable Linux (NFS) service.
FNS-7000B supports NFS version 2.0 and 3.0. This setting is disabled by default.

— Linux NFS) Service

[1 Enable Linu: (MFS Service

6.5.5 Web Service

To access files on FNS-7000B via web browser, enable Web File Manager. If FNS7000B is
connected to the Internet and uses a valid IP address, you can access files on the server

by web browser from anywhere.

— Web Service

¥  Endile web File Manager

®  rpply

6.5.6 FTP Service

Select whether to enable/disable Unicode Support. The default setting is No. If your FTP
client does not support Unicode, e.g. Windows® 95, 98, ME OS is used, select a
supported language setting in “System Settings—Language Setting” page so that the

folders and files on FTP can be properly shown (please refer to Chapter 6.4.3).

®

Note: The language of file names on share folder should match the language setting

here for proper display.



— FTP Service

I¥  Enable FTP Service
Part Mumber

[T50 I 8]
o =

Maximum Connections

Unicode Support Cives & o

s Apoly

6.5.7 Network Printer Service

FNS-7000B provides network printer service. You can configure a USB printer as the
network printer via FNS-7000B. Make sure at least one hard disk of FNS-7000B is
formatted before enabling this function. The system will use HDD 1 for printer
sharing service by default. If the HDD 1 fails, HDD 2 will be in use, so on so forth. To use
this function, connect the server to a USB printer, and then click “Enable network printer

service”. Enter the printer name and description (optional) and click Apply.

— Metwork Printer Service

Enahle network printer service

Metwark Printer Mame |NA51EEID41F'R |

Gomment [Printer port om mas |

. Apply

®Note: Network printer service is subported in Windows OS onlv.
Printer Settings on Client Side

1 Connect a USB printer to FNS-7000B.

2 After correctly enabling a USB printer on FNS-7000B, a printer icon should be
shown in the share folder of the server. Right click the printer icon and click Open or
Connect.



¥ NAS Server (172.17.26.32)

File Edit Wiew Favorites Tools  Help .r#'

@E.al:k -\‘J |} pSearch [E‘_ Folders v

Address | | 11172.17.26.32 v| B co

Network Tasks ¥
Other Places ¥

Create Shorbcut

Properties

3. Install the printer driver.

Add Printer Wizard

IF wour printer came with
iz ot lizbed, consult your

Manufacturer A | Printers |
Agfa — | | B aBFA-AcouSet v52.3 =
i:ljjuo SF ABFA-AccuSetsF 23

S 5 AGFA-AccuSet 800

APSPS B AGFA-bocuSet BO0SF v52.3

AET v | | B AGFA-AccuS et BO0SF 2012108 v

[Er This driver iz digitally signed.

Tell me why driver zsigning is important

E Ok J[ Cancel l

4. When finished, you can start to use network printer service.
6.5.8 View Network Settings

You can view current network settings and status in this section.



— Yiew Metwark Settings

Metwork File Services | Miscellansous

Connection Type

Connection Type DHCP

IP Address 10.8.10,126

Subriet Mazk 255.255.255.0

Default Gateway 10.8.10.1

MaC Address 00:30:02:0E:00:30

Connection Status Readly

Configuration of Network Interfaces Fail Over

Enabled Mo

Address Range 172,17.10,100 - 172.17.10.200

Lease Time 1 Day(s) O Houris)




— Wiewy Metwork Settings

Metwrork etwiork File 2 Miscelaneous

Microsoft Networking

Fnahlen WRE

Server Type Standalone Server
Warkgroup MAS

WINS server Enabled Mo

Domain Mastar Enahled Mo

Enabled Mo

Apple Zone Mame =

Linuk {(NFS) Scrvice
Enabled Mo
Enabled fes

FII* Service

Enahled fes
Port Jurmber &
Max Connections 30
Unicode Support Yes

— Wiewy Metwork Settings

Elgl=lnl W3

Metuiork Metwiork Fie Services

IMrinter Scryice

Enahled Yes
Prirter Marme HASOEDOZEPR
Printer Cormrment UUSE part on MAS

6.6 Disk Configuration

In the section, you can create, delete, examine and format disk volume, as well as view
disk and volume status of FNS-7000B.



== =0 == B3 28 [ D [=#

¢ Create Disk Yalume
Single Disk Volume
=beele Bdianie Create an individual clk valume,
 Examine Disk Violume
+ Format Digk Wolume

RAID 5 Disk Volurme:

* Wiews Diske & Valume Status
Integrate three or more disks into one large disk volume with data protection.

RAID 1 Mirroring Disk Volume
Al data on the first disk wil be automaticaly backed up to the second disk.

——— RAID O Striping Disk Volume

‘ E'E ‘ Integrate two or more disks into one large disk volume with parallel data access.
=]
B Lingar Disk Volumne
ﬁ Integrate two or more disks into one large disk volume with sequential data access,

6.6.1 Create Disk Volume

FNS-7000B can accommodate four disks at maximum. You can set the disk volume

to the following configurations by clicking on the icons on Create Disk Volume page:

a. Single Disk Volume You can create an individual disk volume. In case of
disk crash, all data will be lost.
b. RAID 5 Disk Volume Three or more hard disks can be integrated to form

RAID 5 disk volume. Data will be distributed and stored among the disks. If a disk fails,
you can replace a new disk with the damaged one, and the system will restore the data
to the new disk. You can also use three disks for RAID 5 and a fourth disk as a backup
disk. If a disk of RAID 5 volume is damaged, the spare disk can replace that damaged
disk, which enhances server stability and efficiency.

Single Disk Yolurne
Create an individual disk volurne,

‘ RAID 5 Disk Wolurne

‘ Integrate three or more disks into one large disk wolume with data protection,

@Note: When confiaurina RAID 5 disk volume. at least 3 disks are
Note: When configuring RAID 5 disk volume, at least 3 disks are required.

c. RAID 1 Mirroring Disk Volume Mirroring Disk protects your data by
automatically backing up the contents of one disk onto the second disk of a mirrored pair.
This protects your data if one of the disks fails. However, the storing capacity is equal to
a single disk, as the second disk is used to automatically back up the first one.

d. RAID 0 Striping Disk Volume Striping disk combines two or more disks into
one larger disk. It offers the fastest disk access but does not have any protection of your
data if the striped array fails. The disk capacity equals the number of disks in the array
times the size of the smallest disk.

e. Linear Disk Volume You can combine two or more disks into one larger
disk. Files will be saved on physical disks sequentially but does not have a disk failure



file protection function. The overall capacity of linear disk is the sum of all disks.

" =g RAID 1 Mirroring Disk Volurne
E\) Al data on the first disk will be automasically backed up to the second disk.

RAID O Striping Disk Yolurne
E‘_E Integrate two o more disks into one large disk volurne with parallel data access,

Linear Disk Yolume
Integrate twao or more disks into one large disk volurne with sequedtial data access,

6.6.2 Delete Disk Volume

To delete a disk volume, select the disk volume to remove and click OK.

— Delete Disk Wolurme

Please select the disk volurne you want to remove and click Ok,

warning: All data and network shares on the disk volurne you select will be deleted, The connection of all active
uzers on this volume wil be terminated,

Note: To view all shares and active users on the volume you have selected, click Show Shares.

Wolurmne Total Size Free Size Status
& | RAID 5 Disk Wolume: Drive 123 4 233632.50 MB 224784.51 MB Ready
L] Ok, | | x Caricel | | Shiow Shares

6.6.3 Examine Disk Volume

To examine a disk volume, select the disk volume to examine and click OK. You can
check the Fix errors box and the server will fix errors automatically during disk

checking.

— Examine Disk Wolurne

Please select the disk volurne yvou want to exarmine and click OK, You can check the Fix errors option to resole
errors autormatically,

Warning: Al active users on this disk volume will be terminated,

Note: To view all shares and active users on the yolume you have selected, click Show Shares.

Wolurne Total Size Free Size Status

& | RAIDS Disk Vaolume: Drive 12 3 4 2323632.50 MB 224784.51 MB Ready

vV  Fixerrors

. K, | | » Cancel | | Showe Shares




Disk Volume Operation Report After click OK on Examine Disk Volume page, a page

like below will display to show the current status and information of disk volume

operation.

— [Disk %olume Operation Report

Ciperation Type

Format: Disk Yolume

Source Disk Yaolume

Mirraring Disk Wolurne: Drive 1 2

Target Disk Volume

Shapshot Settings Disabled

Status Formatting. ..

Result -

Fi This operation may take several minutes to hours, depending on the disk

capacity.

MNote: This page will automatically refresh every 5 seconds, Click Close to exit this page, You can choose to view
the operation result later on the Yiew Disk & Wolume Status page.

- Close

6.6.4 Format Disk Volume

To format disk volume, select the disk volume to format and click OK.

— Format Disk Yolurme

Please select the disk volurme yvou want to format and click Ok,

warning: &l data and netwaork shares on the disk volume you select will be deleted, The connection of all active
users on this volurme will be terminated.

MNote: To view all shares and active users on the volume you have selected, click Show Shares.

alurme Total Size Free Size Status
¢ | RAID 5 Disk Wolume: Drive 12 3 4 233632.50 MB 22478451 MB Ready
i L O ] | x Cancel | | Show Shares

6.6.5 View Disk & Volume Status

You can view details of physical disks and logical volumes in the section.



Disl Model Capacity Status
Drive 1 Maxtor &% 12000 117246.94MB Ready
Drive 2 Maxtor 612000 117245.94MB Readly
Drive 3 Maxtor 6Y 12000 117246.94MB Ready
Drive 4 Maxtor 6% 12000 117246.94MB Ready
Logical wolurmes
Wolurne Total Size Free Size Status
Striping Disk Yolurne: Drive 12 3 4 467872,12 MB 460403,27 MB Ready
o Refresh | | = Close

QNote: When confiouring disk volume. make sure there are no active users
Note: When configuring disk volume, make sure there are no active users connecting to

FNS-7000B to avoid any potential damage to the disks. You can check all currently
active users in Statistics & Logs—Active Users (refer to Chapter 6.10.1) and inform those
users to logout before configuring disk volume.

6.7 User Management

The files on FNS-7000B can be shared among multiple users. For easier management
and better control of users’ access right, you have to organize users, user groups and
their access right control.

= =0 == =88 O B><1 [

User Management
S 1. Select a User 2, Settings
. == NAS Local Users== Create
Add a user
5 Bella
Create Multiple Users
. Cynthia Add two or more users
. adirminiistrator (Change Password
Change a user's passwaord
b Create Private Netwark Share
2 Create a user's private ne-work share
Assign User Groups
b4 Specify the user groups wsers belong to
+ User Groups Quota Settings
. Set user's guota limitation
+ Quota
Delete
Remove one or more Lsers
6.7.1 Users

The system has created the following users by default:



n Administrator

By default, administrator has access to system administration and cannot be deleted.

o Guest
This is a built-in user and will not be displayed on User Management page. When
you use a non-registered user name to login, the server will recognize the user as a

guest and will allow limited access. A guest does not belong to any user group.

DAnonymous This is a built-in user and will not be displayed on User Management
page. When you connect to the server by FTP service, you can use this name to
login as a guest.

512 users can be created at maximum (including system default users). You can

create a new user according to your needs. The following information is required to

create a new user:

9 User name
The user name must not exceed 32 characters. It is case-insensitive and can
contain double-byte characters, such as Chinese, Japanese, and Korean except:
"/ N [liil= < =0

9 Password
The password is case-sensitive and can be 16 characters long at maximum. It is

recommended to use a password of at least 6 characters.

You can perform the following settings for users:

Create
Add a user

Create Multiple Users
Add two or more users

Change Passwiord
Chaige a User's password

Create Private Network Share
Create a user's private network share

Assign Lser Groups
Specify the user groups uses belong to

Cuota Settings
Setuser's guota limitation

Delete
REMOVYE ONE OF MOre LISers

6.7.2 User Groups

User group is a collection of users with the same access right to files or folders.



FNS-7000B has created the following user groups by default:

B Administrators

All members in this group have administration right. You cannot delete this group.

O Everyone

All registered users belong to everyone group. You cannot delete this group.

User Management

+ Users 1. Select a user group 2. Settings

s User Groups MAS Domain Groups == Create
= Add 3 user group
Create Private Network Share
Create a user group's private network share
Assign Users
Specify users for a user group
Delete
Remove one or more Liser grours

MAS Local Groups =

* Quota

You can manage user groups with the following options:

Create
4dd a user group

Create Private Metwork Share
Create a User group's private network share

Assign Users
Specify users for a user group

Delete
Remove one of More LUser groups

User groups name must not exceed 256 characters. It is case-insensitive and can

contain double-byte characters, such as Chinese, Japanese, and Korean, except the
following ones:

T/ N [1ii= kR >0

To properly manage security, it is very important to manage users and user groups.
You may set the share access parameters of each user or user group accordingly.

Create Users and Assign Users to User Group

The following example demonstrates how to create new users and assign users to a user
group.

ABC Co. has recently recruited two employees Mr. Jones Lee for Administration
Department and Ms. Jane Wu for Sales Department. The IT Department therefore

needs to create two user accounts for them to access company data on FNS-7000B.



i. To create a user account, go to User Management-Users.

Click Create.

User Management
e 1. Select a Lser 2. Sattings
== M55 Local Lsers== Create
Add a Uz
Eerl'lvih\a Bate Multiple Users
D\érek Add twa or more Lsers
admiristrator Change Passworid
il

Change a user's password
Create Private Network Share
Create a user's pivate network share
Assign User Grouas
Specify the user groups users belong to
+ User Groups Quota Settings
Set user's quota limitation
Delete
REMOYE ONG OF MOrS LSErs

Enter the user name (Jones Lee/ Jane Wu) and password. Check the box

“Continue to set the user groups to which this user belongs” and click OK.

« Quota

— Add a user
User Name
Password

ity Password

Note: For increased ssourity, password should be at least & characters,

Continue to set the user groups to which this user belongs

i
I . ( oK ) I I * Cancel
—
— Add 3 user
Liser Mame
Passwod

erty Fasswerd

Note: For increased security, password should be at least 6 charactars.

Continue to set the user groups to which this user belon

A

| L ( QK ) i | X Cancel |

S~ 7
Select the user groups the users belong to on the right list, i.e. Mr. Jones Lee for

Administration Dept and Ms. Jane Wu for Sales Dept, and click Add. Then click
Close.



— Specify the user groups users belong to

User groups which Jones Lee User groups which Jones Lee
belongs to doesn't belong to
everyoneg Administration Dept
Sales Dept
adrministrators
 +
o T
— Specify the user groups users belong to

User groups which Jane Wu User groups which Jane Wu
belongs to doesn't belong to
everyoneg Administration Dept

aclministrators

iv. After creating the users, the users will appear on the list on Create User Page.

1. Select a user 2. Bettings

== MAS Local Users== Create

Andresw Add a user

Bella ) Create Multiphe Users
Cyrithia

Add two or more Lsars

Change Password
Change a user's password

Create Private Metwork Share
Create a user's private network share

Bssign User Groups

Specify the user groups users belong o
Cuota Settings

Set user's guota limitation

Celete
Rermove one of more Lisers

Create Private Network Share for User Groups

You can create particular network share for each user group. The procedure is
described as below:



1 To create a network share called media accessible by Administration Department
only, please go to “User Management—User Groups” page. Select the user group
Administration Dept and click Create Private Network Share on the right.

2 Enter the network share name media. Select to disk volume that the share will
be created in and specify the path automatically or manually. Enter the comment for the
network share, e.g. media folder for Admin Dept and click Apply.

i e —— |
2. Settings

1. Select a user group

- Usars
Create
Add 3 ueer groupn

Create Private Network Share
Create a Lser group's Drivat g share

Spemf\/uers for a user group

Delate
Remove ane o mare Liser groups

+ User Groups

[zt =
|evervone

+ Quota

2. Enter the network share name media. Select to disk volume that the share
will be created in and specify the path automatically or manually. Enter the

comment for the network share, e.q. media folder for Admin Dept and click
Apply.

— Enter new network share's name, volume and path. Only wusers that are the members of Administration Dept user
group can access this network share,

Metwork Share Mame  [media |
Disk Volurne Striping Disk Yolume: Drivel2a |

Path (&) Specify path automatically

O Enter path manually

[ Brovwesa, ..

Comment |rnedia folder for Admin Dept \

. m x Cancel

)

3. You can see the folder media in Network Share Management page.

4. Enter Access Control. You can see that only Administration Dept has full access right



to the folder.

== =8 = B 28 I > 7

Network Share Management

« Metwork Share Management 1. Metwork Shares 2, Settings

Create
Create a netwark shate

Property
Change the name, path and corment of a network
share:

Access Control

Set access right. for 3 network share
Delete

Remove a netwark share

4. Enter Access Control. You can see that only Administration Dept has full
access right to the folder.

— Arress Contral

Uzers or Groups Configured with Access Users or Groups Mot Configured with Access
Fight to media Right to media
===Llser Group=== A
Sales Dept =
& Add adrinistrators
BEWEryorne
Andrew
Perrission Eella =
il
[Fullaccess [ |yt
Jane W e
Guest Access Right: & Deny access CRead anly CFull acess

- Cloze




6.7.3 Quota

To allocate disk volume efficiently, you can specify the quota that can be used by each
user. When this function is enabled and a user has reached his/her disk quota, he/she

cannot upload data to the server anymore. By default, no limitations are set for users.
You can modify the following two options:

i. Enable quota for all users

ii. Quota size on each disk volume

— Quota

¥ Enable quota for all users

Quota size on each disk volume lE

Note: Individual user guota size can be changed in Users - Quota Settings

L] K = Shiow Quotas

Please refer to the following example to configure the quota setting of users: The IT
department is planning to set the disk quota of Mr. Jones Lee fromAdministration
Department and Ms. Jane Wu from Sales Department on FNS7000B. The disk quota is
2000MB for Mr. Jones Lee and 4000MB for Ms. Jane Wu.

1. Please go to Quota page in User Management to enable quota for all users. Enter

the quota size on each disk volume, e.g. 1000MB. The quota for individual user can
be modified later.

== D=0 == =1 2
— il
bofer JopE

|+ Ewbiaguzzford _sms
S s 2 Jizoz |E
Mobe: I A-4-us usar 0ota 453 Za basoincad i Users © 0uota Sattngs

- ch | [ = R

2. Select Jones Lee on User page and click Quota Settings on the right.



=% 580 === =88 — > [

e 1. Select a user 2. Settings.
. == a5 Local Users== Create
Anndrew Add 3 user
Lt EBela
Create Multiple Users
. g\gét‘a Add two or more Users
~ Change Password
w Change a user's password
2 Create Private Network Share
5 i Create a user's private network share
Assign User Groups
N Specify the ser groups users belong to
+ Uset Groups Cliota Setfing:
Sat User's quRMiritation
+ Quota
Delets
Remove one or more users
1 Enter the quota size 200MB and click OK.
2 Follow the same steps and enter the quota size 4000MB for Jane Wu and click OK.

The guota setting is successfully applied.

— Quota status for user Jones Lee

Walurne

Quota Size

sed Size | Status

Striping Disk Wolume: Drive 1 3 (Free Size: 46462186 MB)

2000 ME

0.00 MB Available 2000,.00 MB

Set the guota size of Jones Lee on each disk volurme

®) Quota size; (2000 ME

) Mo limit

L 0K, | | x Cerncel
— Qunta status for user Jane ¥Wu
Yolurme Quota Size | Lksed Sige | Status
Striping Disk VYolurme: Orive 1 2 (Free Size: 464621.86 ME) 1000 MB 0.00 MB Available 1000.00 MB

Set the quota size of Jane Wu on eact disk volurne

O Mo it

i —
@ Quota size; (4000 ]

(04 | | ® Canicel

6.8 Network Share Management

The primary purpose of network storage is file sharing.

In a standard operation

environment, you can create different network share folders for various types of files, or

provide different file access rights to users or user groups.



T

+ MNetwork Share Maragement

1. Metwork Sharas 2. Setftings

Create
Create a network share
Prooerty

Change the name, path and comment of a netwark
shae

Access Control

Set access right for a network share
Delete

Remove a network share

There are four options in Network Share Management:

Create
Create a network share

Froperty
Change the name, path and comment of a network
chare

Azcess Control
Set access right for a tetwork share

Dzlete
Rernove a network share

6.8.1 Create

To create a network share, enter the following information:

9

Network share name The share name must not exceed 12 characters and cannot
contain the following characters:

"L+ =/N\]|*?<>;[1%

Disk volume This area shows the disk volume status.

Path All data are stored under the assigned path onto the disk volume. You can
select “Specify path automatically” or assign a path manually. The path cannot
exceed 256 characters and cannot contain the characters below:

"=\ *?2<>;[]1%

Comment Enter a brief description for the share folder. The comment cannot exceed

128 characters.



— Create

Metwork Share Name || |

Disk Walume | mirrcring Disk Walurne: Drive12 hd

Path ® Specify path automatically
OEnter path manually

| )

Cormment [ |

Grant full access right for everyone
[ Grant read access right for guest
Continue to set access right for this network share

. (84 | | x Canicel

6.8.2 Property

To edit the property of an existing network share, select a share and click Property.
You can then edit the content of that share.

— Property
Metwark Share Mame |l
Disk: Yolurme |Single Disk: Drive1 |
Iz )
Cormrment | |

MNote: If you change the share's volurme or path of the share, all data that has dready existed in the original
yolume or path will not be moved.

. O x Cancel
6.8.3 Access Control

Once the network share is created, you can assign access rights to users or user groups:
w@Deny access
Access to the network share will be denied when this option is selected.
9 Read only Users can read the files only on the network share when read only is
assigned.
9  Full access Users with full access are allowed to read, write, create, or delete files

and folders on the network share.



— Access Cortral

Users or Groups Configured with Access Lizers or Groups Mot Configured with
Right to ddd £cess Right to ddd
===Ilser Croup=== ===lJsar Group=== -
everyone(Full access) administrators
| |ooun 2
—— |oroup 4
‘ Remove | groupl
- |group3
Permission ===ljspr===
IFuII arcess 'l 433
aaa'sd
EEEE] |
Guest Access Right: ¥ Dieny access £ Read orily  Full access

= Close

6.8.4 DeleteSelect a share and click delete. Click OK to confirm.

Please make sure you want to delete network share ddd,

MWote: Al active users whio are currently using this network share will be disconnected,

| . oK, | | x Carcel

6.9 System Tools

System Tools enable you to optimize the maintenance and management of FNS7000B.

« GNMP Sattings — SMMP Sarvice Setting

« Alert Motification [ Enable SNMP Service

s Restart/ Shutdown Community Mame \
+ Hardware Settings System Contact I:
.« UPS Systern Location ]

S dentheitn _ SMMP Trap Setting
+ Change Logo

[0 Enable SKMP Trap Motification
Cornmunity Mame |
|

* Remote Replication
s Anti-virus Configuration

Trap Host IP Address
. Backup/ Restoref Reset

Gattings O Serd a test tran message
+ USE CD/DVD Backup/ Restore:

L) Apply

6.9.1 SNMP Settings



Enable SNMP (Simple Network Management Protocol) service and complete all necessary
settings to manage network components of the server by SNMP. When enabling SNMP

Trap Notification, a message will be sent to a specified trap host when an error occurs.

— SMNMP Service Setting
Enable SMNMP Service
Community Marme ft_e_s__{:l__
Systern Contact

System Location _\

— SMNMP Trap Setting

[ Enable SMMP Trap Motification
community Name |
Trap Host IP Address [

[0 send a test trap message

g Apply

6.9.2 Alert Notification

Enter the e-mail address of administrator and SMTP server IP address. In case of
warning or malfunction, e.g. CPU fan fails, a disk drive fails or is unplugged, an email will
be sent to the administrator automatically. You can refer to Event Logs section in

Statistics & Logs (refer to Chapter 6.10.2) to check all happened errors and warnings.

If your mailbox requires SMTP authentication, enter the user name and password.

Note: It is recommended to send a test e-mail to make sure you can receive the alert

mails.



—  Alert Motification

Alzrt lewal: O High: Send e-mails on any errors ar warning events
O Medium: Send e-mails only on critical errars
& Low: Mo alert e-mails will be sent

E-mail (SMTP) server IP address: B |.[ess |.[2s5 | |ess |

O Ensble SMTP Authentication

Liser Mame | |

Passward | | |

E-rail address 1: | |

E-rnail address 2; | |

O serd a test e-mail

. Apply

6.9.3 Restart/ Shutdown

Select to restart or shut down FNS-7000B.

— Restart ; Shutdown

To restart the server, click Restart,
To shut down the server, click Shut Down,

s Restart | | s Shut Down

6.9.4 Hardware Settings

You can enable or disable the hardware functions of FNS-7000B.

— Hardware Settings

Enable LCD panel setting function

Enable configuration reset switch

[ Enable hard disk standby mode (if no access within | S minutes V| i
[0 Enable buzzer

Power Supply Type | Single V|

. Apply

i. Enable LCD panel setting function To enable users to configure TCP/IP settings via

the LCD panel.



ii. Enable configuration reset switch By enabling this option, you can press the reset
button for a few seconds to reset the administrator password and system settings to
default.

iii. Enable hard disk standby mode When this function is enabled, hard disk will go to

standby mode if there is no access within the specified period.
iv. Enable buzzer When buzzer is enabled, an alert sound will be played in case of
system error.
V. Power Supply Type Select power supply type. There is one power supply
by default. Do NOT change the position of default power supply. To use a second
power supply, you can purchase from the distributor.

To use two power supplies, follow the steps below:

1 Set power supply type as Redundant.
2 Shut down the system properly.
3 Insert the second power supply and turn on the system.If a power supply fails,

the system will send an alert notification to theadministrator.

Stop network services when a hard disk of RAID fails
Powiet Supdly Type | Redundant |

6.9.5 UPS

If your UPS device provides USB interface, you can enable UPS (uninterruptible power
supply) support to protect your system from abnormal system shutdown caused by
power outage. In case of utility power failure, the system will shut down automatically

by probing the power status of the connected UPS unit.

- UPS

[ Enable UPS Support

The system will be shut cown in 5 ;minute(s) when the AC power status is abnormal,
UPS Madel [APC UPS with SNMP Management (¥
1P Address of URS b |0 |jo ||o

LIPS Model
| AC Power Status: -
Battery Power StatLs: -

after selecting the UPS model, click Test to make sure selection is correct,

Refrash . Apply

wW@Enable UPS support To activate the UPS support, you can select this option. You can
set the shutdown timer to turn off the system automatically after the system detects the

AC power is abnormal. In general, the UPS can keep supplying the power for the system



for about 5~10 minutes, depending on the maximum load of the UPS and the number of
the loads connected to it.

UPS Model

Select the UPS model from the list. If the UPS model you are using is not available

on the list, please contact our technical support.

IP Address of UPS
If you have selected APC UPS with SNMP for UPS model, enter the IP address of the
UPS.

- UPS

Enable UPS Support

The systern wil be shut dowr in 5 ' mirutels) when the AC power status is abnormal,
LPS Mot [ 4PC USE UPS Guto detect) ¥
IF #dldress of URS ' [lo 1.8 1] '

LIPS Modsl -
i AC Power Status: —

i Battery Power Statis: —

After selecting the UPS model, click Test to make sure selection is correct,

Refresh | | L] Anply

D

Note: When UPS support is not enabled, the Test button will not function.
6.9.6 System Update

Note: If the system is running properly, you do not need to update the

Before updating system firmware, please make sure the product model and

firmware version are correct. Follow the steps below to update firmware:

Step 1: Download the release notes of the same version as the firmware from LevelOne

website http://www.levell.com.tw/. Read the release notes carefully to make sure you




need to upgrade the firmware.

Step 2: Before upgrading system firmware, back up all disk data on the server to avoid
any potential data loss during system update.

Step 3: Click the [Browse...] button to select the correct firmware image for

system update. Click Update System to update the firmware.

Note: System update may take tens of seconds to several minutes to complete
depending on the network connection status. Please wait patiently. The system will
inform you when system update is completed.

— System Update

Note: If the system is running properly, you do not need to update the firmware.

Current fi

wwars version: 1.0.0 Build 1003

"rrn'.'.-ar»:'. giE]SE make sure the product model and F%"-'I'I.'JEI'E’ varsion are comect.
T are:
d { 2 version as the firmw
http:/ /www.levell.com/ Rezd ¢ ) tes carefully

to make sure you need to uparade the

Before uparading system firrmware, back up all disk data on the server to avoid any potential data loss
stem update.

Step 3: Click the [Browsa..] button to sel
[Update System] button to update the fir

e comect firmware image for systam update. Cick the

connection status, Please wait patiently. The system wil nform you when system update is completed.

|| Browss... |

L Update System |



l2vel

Ein.A.S.

one

FNS-7000B Sata NAS

A Change Fasmwend a Weh Fz Hanager

A refiable and high capacity network attached storage server
= Shara your g0rge over MICosaf, Linux and Anoke netwark,

= Protect your data via RAD technology and management.

»  Easyadminsratan through smple web noarface.

Werson 1.0.0 buid 0216

Version 1.0.0 build 0216 (FNS-7000B firmware version)
6.9.7 Change Logo

You can choose a personal picture to display on the login page of FNS-7000B. The size of

the picture cannot exceed 20K bytes.



- (Change Logo
Please select an image from the To be displayed pull-down menu. Then click Apply to confirm the change.
To upload your own image, chick Browse to select the image. Then click Upload to upload the ifnage.

To replace an image, select an appropriate image from the To be replaced to pull-down menu and click Apply.

Uploaded image: ' |(Browse.. ] | Upload
To be replaced to: :Not replace v: I Replace
To be displayed: | Image 1 V:
N
Image 1 Image 2 Uploaded Image
-
Image 3 Image 4 Current Logo Image:

Note: For the best image effect, the recommended size for the image is 100 x 100 pixels.

Full Screen ~

Close Full Screen Apply

6.9.8 Remote Replication
Remote Replication enables you to replicate local files to remote folders on another

server. The files will be compressed before the replication process in order to save time

for data transfer. Make sure a network share is created before creating a remote
replication job.

Using Remote Replication

Login FNS-7000B, go to Remote Replication in System Tools.



System Tools

SNMP Settings — Remote Replication

Alert hotification

Restartf Shutdown

Job Name Schedule

+ Hardware Settings

test 15:45 - Replicate No

. upS O plicate Mow
« System Update [ weekly test 00:00 - Weekhy:Monday
+ (Change Logo

Remote Replication

Antivirus Carfiguration

, Backip/ Restore/ Reset
Sattings

« LSB CD/DWD Backup/ Restars
i. New

a. Click New to enter the following page.

| | Edit. || Delete |

Status

Firished (15:45 2005/10/22)

Ready

b. Complete all settings and click OK to save or Cancel to quit.

— Remote Replication

Job Mame Schedule
[ test 15:45 - Replicate Mow

[ weekly test 00:00 - Weekly:Monday

Edt || Delste

Status

Finished(15:45 2005/ 10/22)

Ready



Add a remote replication job

Job Marne

Rerrote Destination

Rz ule Hosl Marnne f IR auduress
Destination Path (Metwork Share/Directory )
Lzt Marne

Password

Rerrate Host Testing

[ 1]

| ]

[ 1
[ ]

{Status: --)

Local Source

Source Path (Network Share/Directory)

)

] I

& Replicate Now
Repication Schedule
O Daily

O weekly

O Monthly

Haour @ HL Minute

Day

[ activate fle compression

[ stop netwark file services while replicatng

[ Perform increment replication

[] Delete extra fles on remate destinatior

0o

——
Py
F, o}

(1)

1Y i 1 . e it
“Z/Note: To use remote replication. enable Microsoft Networking service.
Note: To use remote replication, enable Microsoft Networking service, make sure the

destination network share and directory have been created, and the user name and
password are valid to login the destination folder.

. Edit

. Select the job to be edited.
. Click Edit.

. Modify the settings.

. Click OK to save or Cancel to quit.



— Remote Replication

Job Marme

[ test

[ weekly test

iii. Delete
a. Select the job to be deleted,
b. did Delete.

— Remote Replication

Job Mame

[ test

[0 weekly test

6.9.9 Virus Scan

ey
Schedule
15:45 - Replicate Now
00:00 - Weeklhy: Monday
[y

Schedule

15:45 - Replicate Now

00:00 - Weekly:Monday

| Delete

Status

Finished(15:45 2005/10/22)

Ready

Status

Finished(15:45 2005 10/22)

Ready

Virus scanning agent helps protect your system from being infected by viruses. You need
to operate Windows NT or Windows 2000 server with virus-scanning software installed to
perform real-time virus scanning. To enable virus scan support, specify the IP address

of network share, the administrator ID and password.

— Wirus Scan

[T Enable Wirus Scan Suppaort

[}
=1

IP Address of Wirls Scan Server II.'.' ' !

. Apaly

Installing Virus Scan Agent

Make sure virus scan agent and software are installed on the same computerwhich
performs virus scanning before activating the agent.Follow the steps below to install

Virus Scan Agent:
1 Run Install Virus Scan Agent in FNS-7000B companion CD.
2 Click Next to continue Virus Scan Agent Setup.



whelcome to the Viug Scan agent Setup progran
Thiis piogran will irestall s Scan Ageril ur o
cornputsr,

It iz gtrongly reccmmended that wou edt all Windows programs
before running thig =etup program,

¢ Hack I Hewxt > I Cancel |

3. Click Finish to complete.
i

Setup has successfully installed Yiug Scan Agent.

Click, Finigh to complete Setup.

< Back Canee|

4. A screen will pop up to show the system information the first time you have

successfully installed the virus scan agent.



_lnlx]
i~ System Infarmation :
Computer Name: |au|0|a IP Auddress; [17217.26.33
MN&S Servers: 17 servers]
Server Name | IP Address | Status | Scaned| |nfected | Laztest Scan Time | Result | Fath
AD-recaording 17217.27.78
MediaPlayer 17217.26.250
MASO001D7 17217.26.30
MN&S09BF0 172.17.26.44
MASDEDDAA 172.17.27.150
MNASOEDD4C 17217.26.22
MAS100847 17217.27.79
MNAS101C28 17217.26.25
MNAS101C39 172.17.27.91
MAS5101C85 17217.26137
MN&5101CC 172.17.26.26
MAS1FIFNS 172.17.26.140
MN&51F4343 172.17.26.52
MASTFIACT 172.17.27.61
MNASE168 17217.27.111
MNAS 390348 17217.26.37
MassS55aa4030 17217.27.75
q o
Add | Delete | Configure | Refresh |
The description of the fields is as below:
Fields Description

Server Name

Name of the network share under the protection of
virus scan agent

IP Address

The IP address of the network share

Status

Connection status of the host network share with the
virus scan agent: -Disconnect: Not connected to the
network -ldle: Connection has been enabled but
there is no file transfer for three minutes or

more. -Ready: Connection has been enabled and
ready to be scanned ---: User name and password
have not been set up

Infected

Number of infected files

Last Scan Time

Date and time of the most recent virus scanning job




Result Scanning result: OK: No files are infected -Virus
Found: Virus is found. The name of the infected
file(s) may not be displayed due to the scanning of
other files. Go to administration page to view the
name and location of the infected file(s). -Access
Denied: Access to the server is denied.
Authentication Failed: The login user ID is not
authorized to access the folder of the network share.

Path The file location on the network share

Enabling Virus Scan Support

Go to Virus Scan of System Tools. To enable virus scan support, check
the box Enable Virus Scan Support. Enter the IP address of the virus scan
server and click Apply.

— Wirus Scan

[T Enable Wirus Scan Support

TP Addrass of Yirls Stan Server [0 o o o

[ L] Apaly

Viewing Details of Infected Files

To view the details of infected files of the network share, go to Event Logs
of Statistics & Logs. A warning message will be shown in the table.

Statistics & Logs

* Active Lsers

* Event Logs PELSETR Al events Thate are 2 avents,

* DR Lops Type Content Date | Time
Emar | Virws found In the fis: fp.bicjviras ] -'ﬁ;ﬁpmzﬂ 17:03:02

Connection to Vinus Scan Agent is successfl \ins Scan protaction is
activated

Information 05/1542003 | 17:02:52

Refrash x Clgar

6.9.10 Backup/ Restore/ Reset Settings

To backup the setting(s), select the appropriate option(s) and click



Backup. To restore a backup settings file, click Browse to select the file
and click Restore. To reset the setting(s) to factory default(s), select the
appropriate option and click Reset.

— Backup/Restore/Reset Settings

* To restore a backup settings file, click Browse to choose the backup settings file, Then click Restore.
* To back up the setting(s), select the appropriate optioni(s) and dick Backup,
* Toreset the setting(s) to factory default(s), select the appropriate option and dlick Reset.

User [ User Group Settings
Disk Configuration

Share Yolume Settings
Hardware Settings

Swystern Settings

Metwork Configuration

Al Settings

| Browse... |

) m e  Jm

[c ] Restara Backup || - Reset

6.9.11 USB CD/ DVD Backup/ Restore

USB Backup/Restore function enables you to back up local data to
CD/DVD discs via USB CD/DVD burner, and CD/DVD data to local disk.

Using USB Backup/Restore



USBE CD/DV¥D Backup/ Restore

Device: Mo dewice detect
Media Type: Mo media detact
Maxirnurm Writz Speed:

Status: Mo Disc

Re-detect . Eject Disc

Write Data

Wolume Label: I:l

Source Path (Metwiaork [ |:|
Share/ Directory ) test i

WiTile Speed 1w |

Status: Idlling

Load Data

D Label

Diestination Path (MNetwark |:|
Sharef Directory ): [test S|/

@ Overwrite existing files

0 Skip existing files

Status: Idling

i. USB CD/DVD Detection

a. Connect USB burner to FNS-7000B. Turn on the burner and
input a writable disc.

b. Click Re-detect. The system will display information of the
detected burner.

C. Click Eject Disc to eject the disc from the burner.

d. Insert the disc again and click Re-detect and continue to use
writing and loading functions.

USB Backup,/ Restore

Device: [ATAPI J[DVD DD 2X16X4x16][G7I9]
Media Type: DvD+RW

Maxirnurn Yyrite Speed: 4.0%

Status: Ready

Fe-detect Eject Disc

ii. Write data
a. To write data from FNS-70008B to disc, enter the volume label
name.



b. In Source Path (Network Share/Directory), select a network
share from the drop-down menu and enter a directory name. You can
also use stroke to indicate multiple directories, e.g. sales/jenny.

C. Select Write Speed.

d. Click Write to disc to write data to the disc. To view
updated writing status, click Refresh.

e. The disc will be ejected after burning.

Write Data
Wolurme Label:
SoLrce Path (Netwiorlk 3
Sharef Drectary l: ItESt LI flsalesfienny
VWrite Spaed: -
WWrite to disc | | Stap Yeriting Erass Rewritable Disc
Status: Idling Refresh I
Write Data
Yolurne Label: Sales
Source Path (Metwork = :
Sharef Directory ): ItESt —I f[salesienny
Write Speed: IlEI}{ vl
Write to dise S_tu;p_ Writing Erase Rewr |i:;_-l:'-5-'= Disc
Status: 11.32% Refresh I
iii. Load data
a. Insert the disc for loading data to FNS-7000B network share.
The volume label is shown in CD Label.
b. In Destination Path (Network Share/Directory), select a

network share from the drop-down menu and enter a directory name.
You can also use stroke to indicate multiple directories, e.g. sales/jenny.

C. Select Overwrite existing files to overwrite existing files in
the directory or Skip existing files to skip loading files that have existed
in the directory during loading process.

d. Click Load to load data to destination path.

e. The disc will be ejected after loading.

Load Data

CD Label Sales

Diestination Path (Network = :

Sharef Directary): ltESt —I / I—ISEIES”E”W
& Cverwrite existing files

" Skip existing files

Load Stop Lodng

Status: Idling Refrash |



Load Data
CD Label Sales

Destination Path (Netwiar = 3
Share/ Directory): ItESt —I / |—|sales,fjenny|

& Owerwiite existing files

" Skip existing files

| Laad | | Skop Lodng |

Status: Initialize Refresh |

6.10 Statistics & Logs

You can view the event logs of all currently online users on FNS-7000B for system

monitoring.
6.10.1 Active Users

This page shows all users that are currently logged on to Web File Manager.

2% =0 === = 288 Ca |7

o Active Users

» Event Logs
» DHCP Logs Network Share | User Connection Type
adrninistrator 10.8.12.49 22:02:46 Tue Aug 23 2005 ‘ Web File Manager I
= Refrash

6.10.2 Event Logs

FNS-7000B can store thousands of recent event logs, including warning, error and
information messages. In case of system malfunction, event logs can be retrieved to

analyze system problems.

BEIENS Errors only
Type All events

Warnings and errcrs
Errcr W 09/08/2005 | 16:19:35

Digk drive 2 faled or unplugged. Please use a new hard disk to replace the old
one.

Date Time

Etror 09/07/2005 | 17:45:24

<y Refresh I | x Clear

6.10.3 DHCP Logs



When DHCP service is enabled, you can refer to DHCP logs to monitor all assigned

dynamic addresses, client MAC addresses and other information.

Chapter 7 Access FNS-7000B

7.1 By Microsoft Windows

1. You can access FNS-7000B in Windows OS by the following ways:

a. By Quick Install Wizard. For further information, please refer to Chapter
4.

b. You may also search for FNS-7000B within the Network Neighborhood.
Locate the workgroup and find the name of your FNS-7000B. When the server is found,
double-click on the server name to connect.

C. You may also use “Search for Computers” function to look for your
FNS-7000B in Windows. Under Windows OS, please follow these steps:

i. Open “My Network Places”.

ii. Under the tool bar, click Search.
iii. Enter the name of FNS-7000B in Computer Name field.

iv. Click Search. When FNS-7000B is found, double click the item to access the
server.

d. Use Run function in Windows. Type \\[server name] or \\[server IP] to
access share folder on FNS-7000B.

Run @@

= Twpe the name of a program, folder, document, ar
Internet resource, and Windows will open it For wou,

Open: |\412.8.10.17 v

[ Ok ][ Cancel ” Brinse. ..

2.  Once the connection to FNS-7000B is successful, all listing on your available
network share will be displayed. Use the option Map Network Drive to map the

folder(s) as your network drive.
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File Edit Wiew Favorites Help u.‘.
4

1 \.) et \.} l} Disconnect Metwark Drive, .,
= - Syrchronize.., =
* address | § 1y10.8.10.49 v| =

Folder Options. ..

MNetwork Tasks l# lﬁ la{ |£

Cuarantine kest best2 test_group

Other Places

Details

NAS Server (10.8.10.49)

7.2 By Apple MAC OS

If you are an Apple MAC user, you can access FNS-7000B by the following ways:

1. Using Network Browser

a. Choose “Network Browser” in Apple menu.

b. In “Network Browser”, choose AppleTalk. A list of computers on the AppleTalk
network will appear. Select FNS-7000B.

c. Enter the login name and password, or use “Guest” to enter. Click Connect.

d. When FNS-7000B is connected, all network shares will be shown.

e. Choose a network share to connect. The network share will appear on the
desktop.

nFiIe Edit View Special Help
About This Computer

AD) Apple System Profiler

E Calculator

"= Chooser

il control Panels »
i} Favorites »

EZ Network Brows
ecent Applications

[l Recent Documents

&) Recent servers r

£ Remote Access Status

Scrapbook rg%

& Sherlock 2

i Stickies
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SEID|

Connectto the file server “NAS00009D" as:

) Guest

@ Registered User

Name:

Password:

[ Add to Keychain

Clear Text Password

Change Password... ]

[ Cancel J Htun*ect]]

O

2 NAS0O0009E

mE

S items

Elwe
52 publict
S publicz
5@ public3
5@ publicd

clalel <]~

&
LT

NEID




22 NASODD09E

o [o]uo) 2[5
 Name

.|:nutnli-:: !m

3 public

2 publicz

53 public3

E public4

2. Using Chooser

a. Select Chooser on Apple menu bar.

b. Click on AppleShare. The name of FNS-7000B will appear on the right side of
the window.

c. Use the mouse to highlight FNS-7000B and click OK.

d. Enter the correct login name and password or use “Guest” to login, and then
click Connect.

e. All available network shares will be listed. Select a network share and click
OK.

f. Close the Chooser program. Double click on the icon on the desktop to access
the files.

About This Computer

&0 Apple System Profiler
E calculator

L5, Control Panels

[, Favorites 4
Key Caps

Network Browser

[ RecentApplications )
[l Recent Documents b
Ej RecentServers 4
ﬁ Remote Access Status
Scrapbook

& Sherlock 2

Stickies




Lazeririter 2

= Chooser =]
e Select a file server:
‘ E DQV-Burnning B
#ppleshare Color S 1500 MAZ219CC2
mac o
dm b =
T % Meiji
Eolor &% 2500 Color S P ARG
i LR NAS0000SC i
] >
jti]- ASODOCSE
CEW 6000 Series  Laserwriter 300/LS
I NASOOOTEN a
NASODO1E4 [+]

[_Server IP Address... ]|[ 0K ]I

Z & Active
=r ApplaTalk 3 Inactive 7.6.2
Ij_ Chooser
Select a file server:
‘ E DQV-Burnning
AppleShare Color 5% 1500 MAZ219CC2
mac
2 o |||
L NASOOOQ1C
Color S 2300 Color 5% Pro NASO000SC
— NAS00008D
e @ NASOOOOSE
CSW 6000 Series  Laser'writer Z00/LS NASOOOOAZ
L. NASOOOTET
. NASOO01E4
Laser'riter 2 ==
amErTTEr [ server IP Address... 'lml'
E @ Active
= Applalalk (2 Inactive

7.6.2

&

Connect to the file server “NAST1234” as:

{J Guest

#® Registered User

Mame:

Clear Text Passwo

I
Password: I:l ] Add to Keychain

rd

Change Password...

[ Cancel ] I Cnnneit !!

2.5




NASOQO0009E

Select the items you want to use:

public_J
publici
public2
public3 e

Checked items will be opened at system
startup time
3

L

oK |
550

[ Cancel ]

Chooser

Select a file server:

NASOOOOTC
Color S 1500 NASO000SC
NASOOOOSD
NASOOOOSE
NASOOOOAZ
NASOOOTE1
NASOOOTE4
NASOO0581
000 Series  Laser'Writer Z00/LS NASOOOSBED
NASOOOSBF
NAS1234

4
%)

o
i}
=
o
o
-

[
S publict App

[ 5
&

=

Color 5% 2300 Color 5% Pro

2

&

[m=

il

Lazer'writer 2

[ serverIP Address.. ||[ ok ||

@ Active

AppleTalk :
{J Inactive 7.6.2

7.3 By Linux OS

In addition to Microsoft and MAC OS, FNS-7000B also supports Linux systems through

the NFS service:

1. On Linux, run the following command: mount -t nfs <FNS-7000B IP

address>:/<Network Share Name> <Directory to Mount>

For example, if the IP address of your FNS-7000B is 192.168.0.1 and you want to
link the network share folder “public” under the /mnt/pub directory, use the following
command:

mount -t nfs 192.168.0.1:/public /mnt/pub



®

2. Login as the user id you define, you can use the mounted directory to access your

Note: You must login as “root” user to initiate the above command.

network share files.

7.4 By Web Browser

Other than OS support, your FNS-7000B also provides a convenient web file
management interface that allows using a standard web browser to access your data. If
you link FNS-7000B to the Internet and use a public IP address, you can access the files

on the server anywhere. For more information, please refer to Appendix A.
7.5 By File Transfer Protocol (FTP)

In addition to working with multiple operating systems, FNS-7000B also supports
connection via FTP. Enter the correct user name and password to connect the server or

access the public share folders as guest.

Please go to Network Settings—FTP service and enable FTP service before using

FTP service.

T

« TCP/IP Configuration
« Micrasoft Netwarking Enable FTP Service

— FTP Service

« Appls Netwarking Port Mumber

* Linusx (MFS) Service Maximum Cannectiong
+ web Flle Manager Unicade Support Oves ®No
« FTP Service

=+ Metwork Printer Service

& Apply
« Wiew Network Settings

Follow the steps below to use FTP service:

1 Open an IE browser and type ftp://[server IP] or ftp://[server name]. OR
2 By Web File Manager of FNS-7000B.
a. Go the FNS-7000B administration and click Web File Manager. Enter user

name and password to login FNS-7000B.

b. Click the share folder in FTP section.

c. When the ftp folder is shown, enter user name and password.

d. The share folder will be shown. You can then manage the folder by dragging
and dropping files to it, as well as rename or delete the files.
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=lolx]

x| - [ |
ERICE
Could not login to the FTP serwver with the user name and
passward specifisd, | QBlocking pOpURS ‘E.ﬂutoFill
FTP Servet: 172.17.26.81
User Mame: j
Passward:
After vou login, vou can return to this FTP server easily
by adding it ko vour Favorites List.
™ Login Anonymausly [ save Passward
Login I Cancel
|C0nnecting to 172.17.26.51 |User: administrator |Q Internet 4

5 | 72.17.26.81/ - Microsoft Internet Explorel _||:||5|
J = Eack ~ = - | Qhsearch Ly Folders ®| Frgl P A
| address |[$1ftp:/j172.17.26.81) | @eo |J ) -

3

public

| |L|ser: administrator |° Internet 4

Chapter 8 Maintenance

FNS-7000B is specially designed to run 24x7 and be ready at all times against system
crash caused by power outage. This section provides a general overview on system

maintenance.

9.1 Restart/ Shut down Server



Follow the steps below to restart or shut down FNS-7000B.

1 Ask all active users of FNS-7000B to save their files and disconnect from the
server.

2 Enter the administration page and select Restart/ Shutdown in System Tools.

3 Click Restart to reboot the server or Shut Down to turn off the server. You can

perform these actions by the LCD panel.

— Restart § Shutdown

To restart the server, click Restart,
To shut down the server, click Shut Down,

| Restart & Shut Down
9.2 Reset Administrator Password and Network Settings

To reset the administrator password and network settings of FNS-70008B,

1 Press the reset button of FNS-7000B for a few seconds. A beep sound will be
heard.
2 Login FNS-7000B with the default user name and password:

Note: To reset the system by the reset button, the option “Enable configuration reset

switch” in Hardware Settings must be activated.



— Harchware Settings

Enable LD panel setting function
| Enable configuration reset switch |
[0 Enable hard disk standby mode (if no access within |5 minutes ) )
[] Enable bwuzzer
Power Supply Type | Single b

. Bpply
5.1 Disk Failure or Malfunction

When you encounter disk malfunction or failure, please do the following:

1 Record the malfunction status or error messages.
2 Stop using the failed FNS-7000B and turn off the server.
3 Contact customer service for technical support.

Note: Your FNS-7000B must be repaired by professional technicians,please do not try to
repair the server yourself.Please back up any important files or folders to avoid potential
data lossdue to disk crash.

5.2 Power Outage or Abnormal Shutdown

In case of power outage or improper shutdown of FNS-7000B, the system wiill
resume to the state before it is shut down. If your server does not function properly

after restart, please do the following:

1 If the system configuration is lost, configure the system again.

2 In the event of abnormal operation of the server, contact customer service for
technical support.

To avoid the above situations, please back up your data periodically and make sure

you have done the following:

Follow the instructions described in Chapter 9.1 to restart or shut down the
server.

If there is an anticipated power outage, back up all important data and turn off
the server properly until power supply is resumed.

Appendix A Web File Manager
Using Web File Manager

To use Web File Manager, enable web service in Network Settings first.



=% T=0 f&==8 — 28 [

Network Settings
= TCP/IP Configuration - web Service
« Microsoft Metworking Enable Web File Manager

« Apple Metwarking
+ Linux (NFS) Service

®  Apply |
« Web Service =

Launch the web browser and go to FNS-7000B home page. Select Web File Manager
and enter the correct login name and password. You may also enter “guest” in the login

name field with no password to access the network shares on FNS-7000B as an
anonymous guest.

D

Note: Make sure a network share has been created before using Web File Manager.
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Select an existing network share for management.
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You can organize network share folders of FNS-7000B. With Web File Manager, you can

upload, rename, or delete files and folders in the network shares.

<= s <~ = E= ><< O 7 a1

@ admiristrator: test/
Mame Size Date

O I:| drawing - 2005(10/22 16:28

E = nascliert = 2005/10/22 16:28

O [ waf S0k 2005/09/26 09119

O [ 29 ] 2005/09/25 09:43

o B BookL.csr 136 KB 2005/00/22 06123

O [J  staing 571KB 2005/10/22 16:27
| Browse.. | Y Uploa!

View files online
Click on a file displayed on the web page. The information of the file will be displayed.
If your browser does not support the file format, the download window pops up

automatically. Once the file is downloaded, you can open it on your computer.

Create folder

i. Select a network share or folder in which you want to create a new folder.
ii. Click

(Create Folder) on the toolbar.

iii. Enter the name of the new folder and click OK.
Rename file or folder

i. Select a file or folder to rename.
ii. Click

(Rename) on the toolbar.

iii. Enter the new file or folder name and click OK.

Delete file or folder

i. Select a file or folder to delete.
ii. Click

(Delete) on the toolbar.



iii. Confirm to delete the file or folder.

To delete all files and folders, click

m (Select All) and then

(Delete).

Upload file
i. Open the folder to upload file to.
ii. Click Browse to select the file.

iii. Click Upload.

Download file
i. Select a file to download.

ii. Right click the mouse and select “Save Target As” to save the file.

Logout

To exit Web File Manager, click

(Logout).

Viewing Files Named in Chinese
To view files named in Chinese, you may have to configure the browser settings. Take

Internet Explorer as an example, follow the steps below to configure the settings.

1. Click on Tools in IE browser.



| File

Edit Wiew Favorites | Tools Help
tail and News 4
Synchronize, ..
windows Update

Yahoo! Messenger
Sun Java Console

Internet COptions...

2. Click Internet Options,

Generall Securit_l,ll F'rivacyl Eontenli Eonneclionsl Programs ~Advanced

Settings:

(3]

4

Accessibility ﬁ
O Ahways expand ALT test for images
[ Move system caret with focus/selection changes

Browsing

3. Cancel th

is option,

Automatically check for Intermet Explorer updates

Cloze unuzed folders in Hiztary and Favorites [requires restart)

Dizable zoript debugging

[ Display a notification abaut every script o

Enable folder wiew for FTP sites

Enahble Inztall On Demand [Intermet Explorer]

Enable Inztall On Demand [Other]

Enable offling iterns ta be spnchronized on a scheduls

Enable page tranzitions

[ Enable Personalized Favorites Menu

Enahle third-party browser extensions [requires rest.i:ut] vl
13

|

Restore Defaults |
4. Click OK. ::'l: 0K I Cancel | Apply |

5. Restart the browser.
Web File Manager Icons

Description

Up-return to the parent folder

Refresh-reload the current page

Home-return to network share list home page

Create folder

Rename file or folder

Delete file or folder




Select all

Cancel selection

Logout

1

Full access network share folder

Read-only network share folder

Malfunction network share folder

Appendix B Configuring AD Authentication

AD environment mixed mode can be supported by FNS-7000B. For example,
gatest.com.tw and sub2.qatest.com.tw are domains controlled by Windows 2003 server,

and subl.gatest.com.tw domain is controlled by Windows 2000 server.

_Ioix]
File  Action Wiew Help
> | ajmE| (2
e’E Active Directory Domains and Trusts | gatest,com.tw
EI@ qatest.oomty s | Type |
% x:;qzzzzzﬁx @s‘ubl.qahest.com.m domainDME
ARSI @s‘ublqahest.com.m domainDHS
2| [

Please make sure you have enabled the Active Directory Service on the

Windows Server and check the following items:

1 DNS Server setting on FNS-7000B has to be directed to AD server.

2 FNS-7000B and AD server can synchronize only if their time difference is less
than 5 minutes.

3 FNS-7000B and AD server will synchronize each 5 minute. To configure the

settings manually, FNS-7000B has to be set as standalone mode and then added to AD



domain.

4 When adding FNS-7000B to AD domain, please login by domain_name\Username.
FNS-7000B local user cannot login AD domain.

5 Inter-network segments can be used.

6 If you are using NT Domain, please select standalone mode when you want to
upgrade the system, then join AD domain.

7 It is suggested to use Windows 2000 Service Pack 4, or Windows 2003 Service
Pack 1.

8 When FNS-7000B is added to AD domain, the authority of “everyone” will not

work, “everyone” is the original account of FNS-7000B, but doesn’t include AD.
Therefore the authority has to be reset.

9 The DNS setting on Windows 2000 server should be added as “Active Directory
DNS”, the server should be rebooted after DNS setting is set.

10 You should use the full domain name on the AD setting of FNS-7000B. For
example, if your FQDN name of AD server is “ad.test.com.tw”, you should use
“test.com.tw” as the ad domain setting on FNS-7000B.

11 The DNS setting on AD server should have the IP of AD server itself.

12 You must change the password of “administrator” after you create “Active
Directory” service on AD server.

13 The DNS server on the AD Server should have two records on it. For example, AD
Server Name: 2003tc.testad.com DNS record on DNS Server 2003tc.testad.com A
192.168.1.100 testad.com A 192.168.1.100 One is “A record” for AD server, and the
other is the domain “A record” for DNS queries.

Adding FNS-7000B to Windows Server 2003 Active Directory Domain

1 Go to TCP/IP Configuration in Network Settings. Enter the IP address of primary
DNS server. You can inquire AD domain via this DNS server.
2 Go to Microsoft Networking of Network Settings. Enable AD Domain Member,

and enter the domain name and the user name with administrator access right to that
domain.

- == ==
Network Settings

« TCP{IP Configuration

[e]ye] —1 ><] P

—  TCP/IP Configuration

« Microsoft Metworking

* dApple Networking Configuration of Network Interfaces ® Failower O LoadBalance & Standalone
+ Linue (NFS) Service Metwark Speed {auto-negotiation v

« Web Service
* FTP Service

* Metwork Printer Service
o Wiewy Network Settings Q Obtain IP address settings automatically via DHCP

@ Use static [P address

Fixed IP Address . . .
Subnet Mask 255 [255 ][54 ] [0 9]
Default Gateway [t72]. s .
I Primary DNS Server EI
Secondary DNS Server DDDD
[ Enahle DHCP Server
StartIP Address [122 J.fe8 .0 J.ess |
End IP Address [z .8 ].b 1.5 |
Lease Time [ Joas [ |Hours
Frimary DNS Server 1. 1.0 1.F 1
Secondary DNS Server |:||:| I:II:|

®  Apply



Microzoft Metworking
» MOosoft Networing [¥] Enablafie
+ Appwe Notworking

* Linu (NFS) Sarvico

* Weh e Manager

+ FTP Sarvica

» Network Printer Senice
+ Vigw Matwork Settings

#D server

igtest com. bw

(@...

Make sure that a fully qualified domain name such as gatest.com.tw
has

been filled in.
b. Make sure the user name with administrator access right to that
domain.

Note:

3. When the following message appears after applying the settings in step
2, check the DNS IP.

Microsoft Networking

Microsoft Metworking configured falled, Please check the DMS server settings.

I “=  Back

When the following message appears after applying the settings in step 2,
domain name, domain user name, and the password.

Microsoft Networking

Microsoft Metworking configured faled, Please check the domain [ usernarme [ password
settirgs.

< Back



When the following message appears after applying the settings in step 2,
check the time zone settings. Make sure the difference of your time and
that of AD server is less than 5 minutes. If the time difference is larger
than 5 minutes, you will not be able to add the domain member.

Microsoft Networking
@ Microsoft Metworking configured faled. Please synchronize time: with Windows server,

1 Upon successful adding of domain member, you can view the list for
domain users and local users in User Management.
2 Go to Access Control in Network Share Management to configure

the access control right of AD users for all available network shares.

User Management

« Usars 1. Select a user 2. Settings
OATEST+udery ~ Create
QATEST-+ufull Add a user
ATEST-+uread -
SATE‘STwm;n Crdadate Multiple Users
SUB L+ Limmy Add bwo or more users
SUB1+1kent Change Password
SUB 1+ 1tiffany Change 3 user's password
ggg‘i:iﬂﬁw Create Private Network Share
B+ 1uread Create a user's privats netwark share
SUBL+1vincen Assign User Groups
SUB1+Administrator specify the user graups ugers belong to
+ User Groups SUBl-a-Guresf — Quota Settings
SUBLHLSR_2KSER Set user's quota limitation
+ Quota SUBL+IWAM_ZKSER
SUBL+ Telnternztiser Delete
SUB1+kent Remove one or mare Lsers
SUB1+krbtgt
SUB2+22222
SUBZ+2benny
|suB2+2kent v

2 z=m == = 80 k= DI
Network Share Management

+ Metwork Share Management Sl

Users or Groups Configured with Access Users or GraJps Mot Configured with Access
Right to test Right to test

=User Group===
yone(Full access) —

« Access Contral | e

|| Administration Dept

||===lser=== Add |
|QATEST+test(Full access) —
| Remove # | |

Permissian

[Full aceess (]

\Jares Lee o

Guest Access Right: & Deny access CRead only OFull access

= Clnse

Using AD users to access services

To access services like FTP, Network Neighborhood, or Apple Talk with an
AD user account, add DomainName\ before the user name when
logging in.



. Could nat login ko the FTP szrver with the user name =nd
password specified,

FTP Server: 172.17.27 68

User Mame: I QATESTVTEST j

Fassword; I

After wou login, vou can return bo this FTP server easibe
by adding it bo your Fawvarites List,

r Login Anormoushy { | Save Password

Login l Zancel

Adding FNS-7000B to Windows Server 2000 NT Domain

1. Go to Microsoft Networking to enable NT Domain member and then
enter the domain name such as subl and the user who has
administrator access right for identification.

& T=al
Network Settings

« TCPJIP Configuration

]

Microsoft Networking

« Microsoft Networking Enable file service for Microsoft netwarking

+ Apple Networking O Standalone Server

+ Linux (MFS) Service

+ Web File Manager O AD Domain Member

+ FTP Service Server Description

» Network Printer Service

woraron oa—
* Wiew Netwark Settings
10 Gararams ET—
Domain Name [br ]
Domain Usemame
Password

[ Enzhle WINS server
[0 Use the specified WINS server

WWINS Server IP address P 1 1 1 1

[ Dornain Master

®  Apply

@Note:

a. Please notice that FNS-7000B and Windows 2000/2003 server
must be in the same section or the system will show the following error
message.

b. Make sure that a domain name such as subl has been filled
in.

C. Make sure the user name with administrator access right to
that domain.



Microsoft Networking

@ Microsoft Metworking configured falled, Please check the domain f username | password
settings,

Back

2. When the following message appears after applying the settings in step
1, check the domain name, domain user name, and the password.

Microsoft Networking

@ Microsoft Metwarking configured faled. Please check the dornain f usernarne f password
settirgs.

Back

When the following message appears after applying the settings in step 2,
check the time zone settings. Make sure the difference of your time and
that of AD server is less than 5 minutes. If the time difference is larger
than 5 minutes, you will not be able to add the domain member.

Microsoft Networking
@ Microsoft Metworking configured faled. Please synchronize time with Windows server.

1 Upon successful adding of domain member, you can view the list for
domain users and local users in User Management.
2 Go to Access Control in Network Share Management to configure

the access control right of domain users for all available network shares.



2= =0 == =]

e 1. Select a Lser 2. Sattings
llz.=.Domain Users ~ Create
Add a user
Bt Create Mulfiple Usars
LB LA Add twa or more Users
SUBL+1ludeny
SUB 1+ Lufull Change Password
SUB1+1uread Change a user's password
SUEI*IS‘”EEH Create Private Network Share
SUEL+administrator Create a user's private network share
SUB1+guest
SUB L-+iLsr_Zkser Assign User Groups
SUBL-+iwam_2kser Specify the user groups users belong to
« User Groups SUB1+kent

uota Settings
SUB1+krbtgt < .

Set user's gunta limitation
+ Quots SLB1+tsinternetuser
== as Local Users== Delste
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Using domain users to access services

To access services like FTP, Network Neighborhood, or Apple Talk with an
domain user account, add DomainName\ before the user name when
logging in.

Could nat login ta the FTP server with the user name and
password specified,

FTP Server: 172,17 .27.68

User Narme: |5ub 1\guest j

Password: I

After wou login, you can rekurn to this FTP server easily
by adding it bo wour Favorites List.

I™ Login anonymously I" Save Password

Login I Cancel

Note: To icin AD domain aaain. set FNS-7000B as



Note: To join AD domain again, set FNS-7000B as standalone server in
Microsoft Networking section. Make sure all domain users are removed
in User Management before joining FNS-7000B to AD domain.

Appendix C Disk Configuration Status

Hard Disk
English Display Status Description
Ready The hard disk status is normal
No disk No disk currently
v Disk tray is not installed or there is main board
error. Users can check disk tray. If there is main
board error, please contact LevelOne customer
service.
Invalid Indicates the disk does not have a record on FNS-7000B

¥" The disk is used on FNS-7000B the first time, or
the disk on the same FNS-7000B model is used.
Users can re-configure disk volume.

R/W error Disk fails

¥v" When R/W error is shown, users should back up
data immediately and replace the failed disk.

Disk Configuration/ RAID Configuration

English Display Status Description

Initializing Initializing disk

Formatting Formatting disk

Creating Creating RAID configuration

Removing Removing RAID configuration

Rebuilding Rebuilding RAID configuration

Checking Error checking on hard disk or disk configuration in
process
v" FNS-7000B will check disk automatically if it is shut

down improperly

Disk Configuration/ RAID Configuration

English Display Status Description

Ready The status of current disk or disk configuration is
normal

Unmounted Hard disk is not installed or hard disk configuration is

not configured

Not Active RAID configuration is damaged and cannot be enabled
@When this message is shown, users should back up
disk data immediately and replace the failed disk.

Uninitialized Initialization fails W@Single disk does not support hot
swap. If the hard disk is unplugged when FNS-7000B
is turning on, disk configuration will be damaged and
will lead to data loss.




In degraded mode A disk of RAID 1 or RAID 5 configuration is unplugged
or fails. RAID data protection mechanism fails. \®In
this situation, users should back up disk data
immediately and replace the failed disk to rebuild
RAID configuration.

®Note:

1 When R/W error is displayed for hard disk status, or “Not active” or
“In degraded mode” is displayed for RAID configuration, please replace
the hard disk immediately to ensure RAID data protection can work
properly. LevelOne is not responsible for any data loss caused by delay
in replacing failed disks in a RAID configuration by users intentionally or
unintentionally.

2 Digital Data Communication Co., Ltd. guarantees that all
FNS-7000B (FNS7000B) released have passed strict and complete QA test
and can operate properly in normal condition. LevelOne offers conditional
and limited maintenance for FNS-7000B within warranty period. However,
LevelOne disclaims the responsibility for any data loss or damage, or
business loss of users. In no event shall the liability of LevelOne exceed
the price paid for the product from direct, indirect, special, incidental, or
consequential software, or its documentation.

This product incorporates open source code into the software and therefore falls
under the guidelines governed by the General Public License (GPL) agreement.
Adhering to the GPL requirements, the open source code and open source license
for the source code are available for free download at http://global.levell.com.

If you would like a copy of the GPL or other open source code in this software on a
physical CD medium, LevelOne (Digital Data Communications) offers to mail this CD
to you upon request, for a price of US$9.99 plus the cost of shipping.
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